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Preface

Migrating to OS/2 Warp Server for e-business explores important migration issues for
network administrators in charge of migrating their servers from previous
0S/2 Warp Server and OS/2 LAN Server releases to the latest member of the
0OS/2 Warp Server family. In addition to migration issues, this document
discusses many new product features introduced with OS/2 Warp Server for
e-business, such as Logical Volume Manager, Journaled File System (JFS),
new CID functions, and how administrators can make use of them.

System administrators, network specialists, network managers, and other
technicians can refer to this book to understand, plan, and execute the
migration task. We emphasize effective migration scenarios providing real
world examples of procedures that will ease the migration process.

The Story of Y2K — To Fail or Not To Fail

What is Y2K? Discussed in the media all over the world, the Year 2000 issue
has been made aware to the computerized world slowly but surely. The Year
2000 problem, or Y2K, originated in the 1960s when software developers
conserved valuable memory — memory at that time was precious and
expensive — by shortening the year date field from four digits to two. For
example, the year 1999 is represented digitally as 99. The problem arises
when the world’s clocks move from December 31, 1999 to January 1, 2000,
which many systems may recognize as 1900. Many personal computers,
elevators, security systems, telephone switches, automated processes that
are based on microprocessors, and computer software may fail.

IBM has addressed the Year 2000 problem and has created awareness for
many years. Hardware and software that is capable of functioning beyond the
year 2000 is called Year 2000-compliant. OS/2 Warp Server for e-business
with all its subcomponents meets all Year 2000 requirements and is fully Year
2000-compliant. To make it safely into the year 2000, make sure the
hardware on which the new server operating system is being installed is also
year 2000-compliant.

How This Book Is Organized

Depending on your exact migration scenario, you may need to refer to the
chapters in this book in a different order. We recommend that you read
Chapter 1 for a good understanding and overview of OS/2 Warp Server for
e-business. Then proceed to Chapter 2 and use the flowchart in Figure 1 on
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page 19 to determine how to use the remaining chapters of the book. The
chapters in this book include:

1. Introduction

Planning and Considerations
Preparing the Migration Process
Local Migration

Remote Migration through CID

Migrating the Hardware

No g ks~ oD

Migrating to the Journaled File System, JFS

In the appendices, you will find some specialized information on:
» Useful Tools

* LAN Server Management Tools, LSMT
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Chapter 1.

Introducing OS/2 Warp Server for e-business

You have chosen IBM OS/2 Warp Server for e-business, the latest IBM
product in a family of server software that has been used by thousands of
customers who range in size from a small home or office to the largest
multinational companies on the planet. This document will help you migrate
your environment from OS/2 LAN Server and OS/2 Warp Server to 0S/2
Warp Server for e-business.

We recommend that you read this chapter to understand the new functions
and capabilities of OS/2 Warp Server for e-business then proceed to Chapter
2, “Planning and Considerations” on page 17 to determine how to use the
other sections of this document.

This chapter begins with a short discussion of the history of OS/2 Warp
Server for e-business. We continue with a description of the needs of today’s
information technology environment and how OS/2 Warp Server for
e-business addresses these needs. A formal description of the major
components follows, and we make sure to describe some of the new
functions included with this new release. After this, we describe the hardware
and software prerequisites, language support, and the packaging of 0S/2
Warp Server for e-business.

1.1 Product History

© Copyright IBM Corp. 1999

IBM has a long history of providing software products for networking
computers of all sizes. In 1984, just a few years after the introduction of the
IBM Personal Computer (which eventually revolutionized the industry), IBM
announced the IBM PC Network Program—software designed to allow
peer-to-peer communications and resource sharing in a DOS environment
amongst IBM PCs. Since then, this resource sharing evolved into OS/2-based
offerings, with the introduction of OS/2 LAN Server, and the inclusion of other
related functions (such as fault tolerance, Symmetric Multiprocessor support,
TCP/IP, and Print Services).

0OS/2 Warp Server for e-business is the latest member of this family. See
Table 1 on page 2 for a list of the PC networking products and their dates of



availability. This shows IBM’s commitment and long history of support in the
PC networking arena.

Table 1. IBM PC Server Software History of Products

Software Product Date of Introduction
0S/2 Warp Server Advanced, SMP Feature | September 1996
0OS/2 Warp Server Version 4 February 1996
OS/2 LAN Server Version 4.0 September 1994
OS/2 LAN Server Version 3.0 October 1992
OS/2 LAN Server Version 2.0 April 1992

OS/2 LAN Server Version 1.3 March 1991
OS/2 LAN Server Version 1.2 March 1990
0OS/2 LAN Server Version 1.0 November 1988
PC Network LAN Program Version 1.3 July 1988

PC Network LAN Program Version 1.2 April 1987

PC Network LAN Program Version 1.1 April 1986

PC Network Program April 1985

1.2 Today’s Information Technology Environment

This section describes the evolution of the PC environment and how we
arrive to today’s I/T needs.

1.2.1 Networking the IBM PC

As you can see from the table in the previous section, customers have been
networking PCs for many years. Throughout these years, the infrastructure
and management of these PCs has become more expensive and complex. As
PCs grew in power, the amount of application and data processing work done
on PCs increased greatly. Of course, some of these applications still needed
to communicate with mainframe and midrange systems, which had much
greater capacity than the PC. From this, the concept of client-server
communications was born.
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1.2.2 Client-Server Applications

Client-server applications allowed the PC to be the transparent interface
between the user and the end result, such as a query of a database or a
banking customer transaction. This usually meant communicating with a
mainframe system. This environment increased the complexity of the setup
and administration especially with the fact that operating systems and
applications needed to be upgraded continually.

The cost associated with developing and maintaining client-server
applications grew quickly, and companies began questioning if this was really
the best way to provide services to end users. In addition, many companies
had many different kinds of hardware and operating systems. This meant that
an application might be written explicitly for each platform, greatly increasing
the development, test, and maintenance of this new application. In a sense,
the computer was the center of the universe from a computing standpoint.

Throughout this time, the Internet had slowly increased in popularity.
Although it was once used mainly by government, military, and education
facilities, Internet use increased by companies in the commercial
marketplace.

Companies also began investigating different implementations of
cross-platform technology for application development and deployment and
object-oriented programming techniques to make developers more
productive. They also increased usage of programming languages, such as
C, C++, Smalltalk, and a language called Java introduced by Sun.

1.2.3 Network Computing

The need to improve the cost/benefit characteristics of client-server brought
about a new paradigm called network computing. This was the idea of
separating the presentation, business logic, and data storage components of
a business solution. It doesn’t really matter what system provides the
presentation, and the focus shifts from the PC to the network.

In a similar fashion, programmers want to minimize their development effort
and maximize the number of distinct platforms their applications can run on.
The Java programming language is one example of a solution for this
requirement. By writing an application using 100 percent Pure Java
guidelines, this application should be executable on any platform that
provides an environment for running these Java-based applications—that is,
a Java Runtime Environment.
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As we mentioned before, the growth of business and consumer activity on the
Internet has spurred new applications that are Web-based and some of which
are also Java-enabled. Network servers will need to be able to support this,
which many are calling e-business. In other words, e-business means
providing the application infrastructure for customers to find companies who
have solutions of interest, obtain specific information about the products, and
purchase these products over the Internet (that is electronically, the e in
e-business).

1.2.4 Today’s I/T Environment: Something Old, Something New

In the United States, there is an old saying, "Something old, something new,
something borrowed, and something blue." It is used to describe the things a
bride should include in her wedding attire when she gets married. In a sense,
our I/T requirements today are a mixture of existing requirements for file and
print and client-server (something old), our need to embrace network
computing with Web servers and databases, such as Lotus Notes (something
new), our idea of the PC as primarily a presentation interface (something
borrowed from the host terminal paradigm), and something blue, which, of
course, is IBM.

It's important to state that we don’t believe that today’s Network Computing
and Java will replace the existing PC and Windows paradigm, but many
customers are adopting this new paradigm in areas where it makes business
sense. Both paradigms will be implemented side-by-side, and network
products today will need to support both paradigms.

1.3 OS/2 Warp Server for e-business: A Quick Introduction

As you saw in Section 1.1, “Product History” on page 1, OS/2 Warp Server for
e-business is the latest in a long family of PC networking products. This
section highlights the major functions of OS/2 Warp Server for e-business.
We will not include much detail because the focus of this document is to
assist you with the migration process. We refer you to another IBM redbook
titled Inside OS/2 Warp Server for e-business, SG24-5136, which provides
much greater detail about the new capabilities in OS/2 Warp Server for
e-business.

1.3.1 Base Operating System

Beginning with OS/2 Warp Server, Version 4, the base operating system has
been installed as a part of the overall installation process. OS/2 Warp Server,
Version 4 was based on OS/2 Warp, Version 3. OS/2 Warp Server for
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e-business is now based on OS/2 Warp 4 with some unique modifications and
enhancements.

One such enhancement is the inclusion of both the uniprocessor and the
Symmetric Multiprocessor (SMP) support in the OS/2 Warp Server for
e-business packaging. Previously, this was only available in the SMP Feature
version of OS/2 Warp Server, Version 4.0. The SMP support is optimized for
8-way CPUs with support within the architecture for up to 64-way systems.
The List I/O and Raw I/O APIs have also been included for use by
applications that will need high 1/0 performance. Pentium Pro support has
also been included.

Memory support has also been enhanced since now an application can
access a virtual memory address space of up to 3 GB by use of the
VIRTUALADDRESSLIMIT = 3072 parameter in CONFIG.SYS. The default
value for VIRTUALADDRESSLIMIT in OS/2 Warp Server for e-business is 1
GB. The VIRTUALADDRESSLIMIT parameter is also available for OS/2 Warp
Server, SMP Feature. Areas of memory below 512 MB have been remapped
for higher availability in that region.

Security Enablement Services (SES) KPIs (Kernel Program Interfaces),
previously available in FixPaks for OS/2 Warp, Version 3 and included in
0S/2 Warp 4, are also available in the base. Both uniprocessor and SMP
versions of SES are available in OS/2 Warp Server for e-business. In
addition, there are modified KPIs (those that required a file offset parameter)
for supporting files greater than 2 GB in size. These are planned for
discussion in the redbook Inside OS/2 Warp Server for e-business,
SG24-5136.

The enhanced, 32-bit version of CHKDSK, a utility to check and repair file
system errors on hard disks, is also included. CHKDSK is also enhanced to
support the JFS file system.

There are many other features included that are not discussed in detail here
including the following:

« New/Updated Display Drivers, such as GRADD

* New media support, such as LS120 format

e Large drive support (greater than 8.4 GB disk drives)
¢ Inclusion of Netscape Communicator

Inclusion of Java Version 1.1.7

Year 2000 Readiness

Support for Euro currency
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These functions are discussed in more detail in the redbook /nside OS/2
Warp Server for e-business, SG25-5136.

1.3.2 File Systems

6

As you already know, OS/2 Warp Server, Version 4 supports the FAT, HPFS
and HPFS386 file systems, which have existed for several years now. OS/2
Warp Server for e-business supports these and also a new file system called
Journaled File System (JFS). Let’s describe each one briefly to refresh your
memory, and then we’ll discuss JFS in more detail.

1.3.2.1 FAT

The File Allocation Table used a linear search mechanism to find files, which
became very slow as hard disks grew in size, and the number of files in a
directory increased. FAT dates back to the early days of DOS and is still
supported as a bootable file system primarily for backwards compatibility and
data interchange. Installation of OS/2 Warp Server for e-business on a FAT
partition is generally not recommended.

1.3.2.2 HPFS

High Performance File System is another bootable file system that is
supported in OS/2 Warp Server for e-business. HPFS is preferred over FAT
because of the many enhancements in speed and reliability that were made.
JFS (see Section 1.3.2.4 below) is faster than HPFS and offers better
scalability, caching, and shorter recovery times. Thus, it can replace HPFS in
all applications except the boot partition.

1.3.2.3 HPFS386

HPFS386 is implemented at Ring 0 of the Intel processor architecture to
eliminate the overhead associated with ring transitions to Ring 3-based
device drivers and applications. This means that the transfer of data from the
HPFS386 cache to the network adapter driver occurs much more quickly.

HPFS386 is best used for file serving and for 802.2 Remote Initial Program
Load (RIPL) of DOS, 0S/2, and WorkSpace On-Demand RIPL clients. As of
this writing, it is also the only choice if you need DASD limits or the Fault
Tolerance Feature since (as of the writing of this redbook) JFS does not
implement these.

Before installing over to a machine with HPFS386, you have to remove the
HPFS386 DASD limits and access controls (ACLs) as well as the Fault
Tolerance from the target volume. See Section 3.12, “Backup Directory
Limits” on page 57, Section 3.13, “Backup Access Control Information” on
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page 60, and Section 3.20, “Deactivate Fault Tolerance” on page 67 for
instructions on how to implement this.

1.3.2.4 JFS

JFS, a 32-bit file system, is especially suited for application servers, such as
hosting the data of a Web server or a Lotus Notes server. JFS can be used to
replace HPFS in most cases. It offers larger and faster caching capabilities
and improves performance over HPFS. Currently, JFS is the only file system
in OS/2 Warp Server for e-business that can be extended by adding more
partitions to a volume, thus, increasing available file space. JFS also offers
better performance and scalability on SMP machines due to the changes in
the 1/0 subsystem and features special optimizations for IP-based services.

Similar to 386HPFS cache, JFS cache does not have a specific maximum—it
is dependent on the amount of real memory installed on the system. The
default is set to 1/8 of memory, but this default may be overridden by the
Tuning Assistant (in the case of an attended installation). The memory used
by JFS cache is allocated from the system arena and it is non-swappable.

JFS also includes the following capabilities:

¢ Unicode support

« Variable block size (512 - 4096 bytes)

« extended filename support (254 characters)
¢ on-line volume expansion

¢ on-line defragmentation

» sparse file support

More information on JFS features can be found in the redbook Inside OS/2
Warp Server for e-business, SG24-5136.

All components of OS/2 Warp Server for e-business are supported for
installation and execution on JFS volumes.

1.3.3 File System Comparisons

It may be helpful to summarize some of a the similarities and differences
between the file systems. Refer to Table 2 on page 8 for a comparison of FAT,
HPFS, HPFS386, and JFS.
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Table 2. File Systems Feature Comparison

Feature FAT HPFS HPFS386 JFS
Bootable Yes Yes Yes No
Maximum File size 2GB 2GB 2GB 2TB
Maximum Volume Size 2GB 64 GB 64 GB 2TB
Disk Spanning Yes Yes Yes Yes
Expand on-line No No No Yes
Sparse Files No No No Yes
Unicode Filenames No No No Yes
Maximum Cache size 14 MB 2 MB system4 system4
Max. #of file opens 65,536 65,536 65,536 65,536
Max. # of file finds 3072 3072 8192 32,768
ACL storage location in NET.ACC in NET.ACC in File system in File system
(Fnode) (Inode)
Number of ACLs 81922 81922 unlimited unlimited
Max. # of files per 5123 on the limited by limited by 4 billion
directory root directory DASD? space DASD? space
Bad block relocation No Yes Yes Yes via LVM
Disk Limits No No Yes No
Software Fault Tolerance No No Yes No

IDirect access storage device (that is, hard disk).

2ACLs are limited to 8192 for FAT, CD-ROMSs, and HPFS are the information is stored in
the last half of NET.ACC.

SFAT imposes a limit on the number of files in the root directory. For hard disks, it
generally has a value of 256 or 512 hard-coded in the boot sector.

4HPFS386 Cache was previously limited to 320MB. Also depends on setting of
VIRTUALADDRESSLIMIT in CONFIG.SYS since increasing VIRTUALADDRESSLIMIT

for application arena can decrease the size of the system arena from where cache is
allocated. JFS defaults to 1/8 of system memory.
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1.3.4 Logical Volume Manager

Employees and consultants who have been working with PC-based systems
should be familiar with FDISK; a utility in DOS and OS/2 that enables you to
define partitions to be used for operating systems. Defining a partition using
FDISK before formatting the logical or physical drive is usually a prerequisite.
Because of growing demand for space and availability, customers are
seeking enhancements to the existing way of partitioning hard disks.

IBM is introducing a new function called Logical Volume Manager (LVM). LVM
manages the physical layout of the hard disk, which provides a layer of
abstraction from the user and application. One advantage of this is that the
physical layout can change without the application needing to know about the
change. For example, a volume can consist of more than one partition across
more than one physical disk, and the volume size can be increased as a long
as there is available unallocated space.

Along with new function, LVM introduces some new terms:

Partition A contiguous area of a hard disk that is allocated for use
by an operating system. A primary partition is defined in
the master boot record of a hard disk. There is a limit of
four primary partitions on a hard disk. An extended
partition contains one or more logical partitions.

Logical Partition Contained within an extended partition, a logical partition
usually contains data only although some operating
systems (such as 0S/2) can boot from a logical partition.

Logical Volume A logical view of a hard disk, consisting of one or more
partitions, that looks like one contiguous space. A logical
volume can be defined as compatible (formatted FAT or
HPFS) or as an LVM volume (FAT, HPFS, or JFS but
recognized only by LVM).

Aggregate A logical structure on a hard disk used to organize and
manage the information on a JFS partition.

Fileset A collection of files and directories managed as a single
unit. A fileset resides on an aggregate.

LVM has command-line, full-screen, and graphical interfaces. Although LVM
basically replaces FDISK, the full functionality provided by LVM is usable only
by the JFS file system for features, such as:

¢ Disk spanning
« Dynamic volume expansion
« Dynamic drive lettering
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* Persistent drive letters

1.3.5 Multiprotocol Transport System

The Multiprotocol Transport System (MPTS) provides support for network
adapters and the implementations of protocols on OS/2. The protocols
supported are:

¢ NetWare NetBIOS Emulation

* IBM Kernel Debug Network Protocol
* IBM IEEE 802.2

* IBM OS/2 NetBIOS

¢ IBM NetWare Requester Support

* IBM OS/2 NetBIOS over TCP/IP

* IBM TCP/IP

The MPTS utility provides the ability to configure adapters and protocols. This
utility includes a listing of the network adapters whose support files are
included within the product. For a listing of all possible adapters supported,
view the following URL.:

http://service. sof t war e. i bm coni os2ddpak/ ht nt / | anadapv/ i ndex. ht m

1.3.6 1,0 Support

10

The Intelligent I/O (1,0) architecture is an emerging standard for the
development of device drivers in networking environments. The architecture
enables the 1,0-architected adapter to run driver functions that process LAN
I/0 transactions that are normally handled by the CPU, thus, decreasing the
CPU utilization for LAN /O processing.

0OS/2 Warp Server for e-business provides support for 1,0 ethernet,
token-ring, and SCSI devices. MPTS includes an IBM 1,0 LAN driver
(I20LOSM.0S2) to enable support for I,0-architected devices. This driver is
written to Network Device Interface Specification (NDIS), Version 2.01 and
behaves as an NDIS V2.01 MAC driver.

Since 1997, IBM has marketed PC systems that are 1,0 Ready, such as the
PC Server 704 and the IBM Netfinity 7000. In January 1999, IBM announced
I,O Ready high-speed communications PCI adapters. Intel, Compagq,
Hewlett-Packard, Novell, and many other companies also have 1,0 Ready
offerings. For more information about 1,0, visit the I,O Special Interest Group
at:

http://ww i 20si g. or g/
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1.3.7 TCP/IP Services

TCP/IP services have been part of 0S/2 Warp Server since the Version 4
release in 1996. Since this time, many enhancements in function and
usability have been incorporated into subsequent TCP/IP Services releases.
0OS/2 Warp Server for e-business includes the latest version of TCP/IP,
Version 4.21.

Since this new version of TCP/IP is described in more detail in the redbook
Inside OS/2 Warp Server for e-business, SG24-5136, we only mention some
of the highlights and improvements.

32-bit enablement: Since Version 4.1, IBM has enhanced TCP/IP for 32-bit
APls. These can provide better throughput because of 32-bit data

grouping.
New file APIs: Applications that manipulate, send, and receive files, such

as Web servers, will see better performance through new send fil e() and
accept _and_recv() APls.

Enhanced daemons: The file transfer daemon, FTPD, is enhanced for
multi-threading for better performance. It also supports the restart of
broken connections. TFTPD (Trivial File Transfer Daemon) is also
multi-threaded and supports block sizes of up to 8 KB. There is also a
security mechanism that enables the administrator to restrict access to
certain directories for TFTP clients. The line printer daemons, LPD and
LPRPORTD, now have Streaming support to enable IBM Network Station
clients to use OS/2-based print servers.

Java-based configuration: The user and administrative interface for
TCP/IP configuration is now a Java application. Most new functions
implemented in TCP/IP, Version 4.21 are configured through this
enhanced interface. You will see better performance than the original Java
interface included with TCP/IP, Version 4.1.

NFS client and server support: The Network File System, previously
available in TCP/IP, Version 2.0, is enhanced and included. This NFS is a
32-bit implementation that is ready for supporting the IBM Network
Station. In addition, the administrator can mount NFS shares on
UNIX-based systems and redirect these shares locally using NetBIOS,
thus, acting as an NFS gateway for OS/2 Warp Server clients that do not
have NFS client installed.

DHCP and DDNS support: These services have been enhanced
significantly over the past few years. New is the inclusion of a BINL server
that supports Intel Wired for Management specifications. For a good
description of the architecture and implementation of DHCP and DDNS in
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IBM products, refer to the redbook titled Beyond DHCP - Work Your
TCP/IP Internetwork with Dynamic IP, SG24-5280.

¢ VPN support: This functions allows the administrator to create a Virtual
Private Network (VPN) between two OS/2 systems running TCP/IP,
Version 4.1 or higher. The IP-filtering function of VPN also enables the
administrator to create a mini-firewall. This procedure is described in
Inside OS/2 Warp Server for e-business, SG24-5136. For more
information about VPN, refer to the redbook titted A Comprehensive Guide
to Virtual Private Networks, Volume 1: IBM Firewall, Server and Client
Solutions, SG24-5201.

« Enhanced NetBIOS over TCP/IP: Also known as TCPBEUI, this protocol
was previously limited to a maximum of four logical interfaces defined on
physical LAN adapter 0 in MPTS. IBM has enhanced TCPBEUI to be
spread across up to four physical LAN adapters.

1.3.8 File and Print Services

12

Although Web servers and network computing are gaining momentum, File
and Print serving is still the backbone of many servers in place today. Some
of the enhancements in File and Print Services include:

* Windows NT User Account manager: This enables administrators to
manage user IDs on Windows NT Server systems that are defined as
additional servers in the OS/2 Warp Server domain. The User Account
Manager function lets administrators consolidate the administration of
both NT Server-based additional servers and OS/2 Warp Server-based
systems into a single interface, thus, saving time.

* Windows 95/NT client support: The popularity of clients running Windows
95 and Windows NT has increased greatly throughout the 1990s. Although
these clients are compatible with OS/2 Warp Server, IBM has released
applications to enable these clients to become full participants in the
domain, which includes support for IBM-based enhancements, such as
aliases, logon assignments, and disk limits.

IBM has also increased the maximum numbers allowable for some resources
within the File and Print Services component, such as MAXFILES,
MAXWORKERFILES, and MAXOFFERS. This enables OS/2 Warp Server for
e-business to continue to scale even higher than it could before making it the
ideal choice for Enterprise customers.
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1.3.9 Backup and Recovery Services

As in the previous version of OS/2 Warp Server, the Backup and Recovery
Services are based on the Personally Safe 'n’ Sound (PSnS) product. In OS/2
Warp Server for e-business, PSnS, Version 6.01 is included. This component
allows backup of applications, data, and access controls to diskette, tape,
local and remote hard disks, optical disks, and also to the ADSTAR
Distributed Storage Manager (ADSM) server on any platform.

This version has more hardware device support and also includes the
following major enhancements:

« Usability: IBM has enabled PSNS to support backup and restore
procedures written in C and REXX through the corresponding APls (see
the on-line documentation for more details).

¢ Additional media: PSnS now supports backup to removable partitioned
media, such as the lomega JAZ and ZIP drives.

« Dual device backup sets: PSnS allows the first backup to be on one type
of media, and subsequent incremental backups to be stored on a different
type of media. This enables administrators to select the best backup
solutions for their specific environment.

e Support for files greater than 2 GB in size.

e Support for restoring backups taken with older versions of PSnS.

1.3.10 Remote Access Services

In OS/2 Warp Server, Version 4, IBM included the ability for OS/2 and
Windows systems to dial into a Remote Access Server to access resources
as if the remote clients were actually on the LAN. This function was provided
by the LAN Distance program. Since this time, IBM has also added a
Point-to-point Protocol (PPP) server and the ability for any PPP client to
connect to it. PPP clients include the IBM 8235 Dialer, Windows 95/98 and
Windows NT Remote Access, and Shiva PPP.

This PPP server and client support has been included in OS/2 Warp Server
for e-business.

Remote Access Services has also been enhanced to provide client support
for the dynamic assignment of IP address known as dynamic IP.

1.3.11 System Management Services

IBM has a long history in the Systems Management area on many computing
platforms. On the Intel platform, the original systems management function in
0OS/2 Warp Server, Version 4 was provided by OS/2 SystemView. With the

release of OS/2 Warp Server SMP Feature, the Netfinity server function was
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introduced. OS/2 Warp Server for e-business now includes Netfinity, Version
5.2.

Also new in OS/2 Warp Server for e-business is the inclusion of a Tivoli
Management Agent (TMA). This TMA enables the server to become a
managed object in the Tivoli Managed Environment, a very popular
cross-platform systems management framework.

1.3.12 Advanced Print Services

The Advanced Print Services of OS/2 Warp Server for e-business are still
based on Print Services Facility/2 (PSF/2). PSF/2 allows the administrator to
define print conversion transforms for HP-PCL, PPDS, Postscript, and 3270
Host data streams. One major feature of Advanced Print Services is the
ability to print Postscript output on non-Postscript printers. With Advanced
Print Services, it is also possible to print large PC-based jobs onto host
printers with the Upload and Print function.

1.3.13 Lotus Domino Go Web and WebSphere Application Servers

These products are new entries in the OS/2 Warp Server family, and they
bring the ability to provide Internet-based services, such as Web serving and
Java application serving. These products are planned for greater discussion
in the redbook titled Inside OS/2 Warp Server for e-business, SG24-5136.

1.3.14 LDAP Client Support

Lightweight Directory Access Protocol is a mechanism used for
communicating with servers that provide global directory functions,
sometimes called Yellow Pages, named after the telephone books that list all
business in a particular area in alphabetical order. OS/2 Warp Server for
e-business includes an LDAP client, which allows it to send and receive
directory information from an LDAP server.

1.4 Prerequisites

The previous sections provided information on the history of OS/2 Warp
Server and also some of the enhancements that have been included into
0OS/2 Warp Server for e-business. The following sections list the hardware
and software prerequisites for OS/2 Warp Server for e-business.

1.4.1 Hardware

This section lists the minimum hardware requirements for OS/2 Warp Server
for e-business. As you know, your production environment may require
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significantly more resource than listed here, but the minimum requirements
are as follows:

CPU: Intel Pentium 133 MHz or equivalent
Memory: 64 MB

Hard Disk: 120 MB of available spaces for the base operating system or
200 MB for the base operating system and all default components (your
actual number will vary based on the application selections)

Display: VGA support of 640x480 with 256 color support

Network adapter: An adapter with drivers that support the NDIS, Version
2.01 specification, OS/2-compatible

CD-ROM: An IDE or SCSl-based CD-ROM with OS/2 Warp driver support

Mouse: An IBM-compatible mouse

If OS/2 Warp Server for e-business is being installed on an SMP system, that
system should support the Intel Multiprocessor specification, Version 1.4 or
1.1. Or, it must provide platform-specific drivers for OS/2 Warp Server.

1.4.2 Software

IBM has tested migrations from OS/2 Warp Server for e-business to OS/2
LAN Server, Version 4 and OS/2 Warp Server, Version 4, and there were no
specific FixPak requirements found. In the scenarios for this document, we
make extensive use of REXX procedures and the OS/2 LAN Server REXX
Utility, which does have a FixPak requirement. See 2.2.8, “Does Your
Software Meet the Requirements for Migration?” on page 27 for more details.

1.5 National Language Support

IBM intends to make many language versions available concurrent with the
first availability of the final code for OS/2 Warp Server for e-business. The
languages to be supported are:

US English

Brazilian Portuguese
Danish

Dutch

Finnish

French

German

Italian

Japanese
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* Norwegian
Simplified Chinese
e Spanish

e Swedish
Traditional Chinese

1.6 Packaging
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As of this writing, OS/2 Warp Server for e-business is comprised of six
CD-ROMs. In addition to the CD-ROMs (described below), the product ships
with three boot diskettes and a Quick Beginnings hard copy manual for the
specific language version purchased. This section describes the contents of
each CD-ROM.

CD-ROM #1  Contains the server code including the OS/2 base, the
uniprocessor and symmetric multiprocessor kernels, OS/2
LAN Server functions, MPTS, TCP/IP, Remote Access
Services, Backup and Recovery Services, Tivoli Management
Agent, Java, Version 1.1.7, Netscape Communicator, and
on-line documentation. This CD-ROM comes in the specific
language version that was purchased. This CD-ROM is
intended to be bootable for those systems whose BIOS
supports boot from CD-ROM.

CD-ROM #2-3 Contains the Client Connect Pak. This is the client function for
0S/2 Warp 4, Windows 95/98, Windows NT, Version 4, and
Windows 3.1. The functions included (not necessarily for all
platforms) are File and Print, TCP/IP, Remote Access, Tivoli
Management Agent, and Java Runtime. These functions are
provided in all supported languages.

CD-ROM #4  Contains the Netfinity, Version 5.2 component. This function is
provided in the specific language version that was purchased.

CD-ROM #5  Contains the Lotus Domino Go Web Server, Version 4.6.2 and
the IBM WebSphere Application Server, Version 1.1. This
CD-ROM is provided in the specific language version that was
purchased.
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Chapter 2. Planning and Considerations

This chapter explains how to use the remainder of this book and provides a
roadmap for your migration to OS/2 Warp Server for e-business. You will
need to decide how to migrate your server environment, and this may depend
on several factors that we will discuss in the following sections. Sometimes a
migration on the same machine might not be possible due to, for example,
increased hard disk or operational requirements. We will discuss when this is
the case and direct you to the proper section within this book that describes
how to handle the situation.

To simplify the discussion of migration, we assume you will not add new
services to the server to be migrated, at least not during the initial migration
step.

The OS/2 Warp Server for e-business product contains many additional
functions, such as Lotus Domino Go Webserver, IBM Netfinity 5.2, and
WebSphere. The configuration and implementation of these other products is
beyond the scope of this book. For a more formal description of the new
functions and features in this product, refer to the redbook titled Inside OS/2
Warp Server for e-business, SG24-5136.

2.1 Before You Start a Migration Project

Read this chapter and also read the README files that come on OS/2 Warp
Server for e-business CD-ROM. If you will be using CID, make sure to read
the README.CID, in \ 82l MAGR\ D SK 0 on the CD-ROM. Since this book was
written using pre-release code, the README might contain newer information
that was not available when this book was produced.

Before attempting to migrate a production system, it is highly advisable that
you try an attended installation on a test system first. This way, you will
become familiar with the new version of OS/2 Warp Server for e-business. It
will also help you identify possible problem areas in advance.

In the same manner, before trying a CID-based migration, a normal, attended
installation over an existing configuration can help you identify problems
unique to your setup.

Identifying the optimal migration path will probably be an iterative process.
Start with the basic services and continue adding function until you have
covered every relevant aspect for your system.
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2.2 Migration Decision Road Map
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The decision roadmap shown in Figure 1 on page 19 will guide you through
the decisions you need to make for your migration project.

When using the roadmap, please write the relevant references down and
continue going through the roadmap. That way you’ll have a list of chapters
and sections that are most useful for your environment.

Together with the other contents of this chapter, the roadmap is intended as a
central information hub that will point you to the right places for the actual
information. Going through the whole set of questions will help you to make
the right assessments.

In addition, Section 2.3, “Special Considerations” on page 29 highlights some
points to consider during your migration.
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Note: The numbers within the boxes
indicate which sections to read in
order to make your yes/no decision.

Understand Gath .
Migration inf ather Verify
Options —» nformation o Backups -
221,66 22214 2.2.3,38
Use existing system?| No
2.2.4 =
+ Yes
Is Downtime acceptable? | NoO
2.2.9 >
Yes
5 No
Is Hardware sufficient?
2.2.5 >
Yes v
Is File System Sufficient? | No You must install
2.2.7 to new hardware
Yes No
| Unattended Installation?
v Yes
Does SW meet requirements? No
2.2.8 ‘
Read Ch. 4 Read Ch. 4
Yes Read Ch. 5 Read Ch. 6
7
Unattended Installation? No Read Ch. 3
22,10 > Read Ch. 4
51-54 )
Yes
Read Ch. 3
Read Ch. 5

Figure 1. Migration Road Map

2.2.1 Understanding Migration Types

We have identified three basic migration situations. The first one we call
panel driven, which means that the migration process is just a nhormal

Planning and Considerations
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installation over your current server configuration. Chapter 4, “Panel-Driven
Installation” on page 71 covers this.

The second scenario is intended as a model for those who use CID and/or
software distribution. Chapter 5, “Unattended CID Migration” on page 97 tells
you how to do this.

We have also considered a situation where only the configuration is saved,
and the server is basically installed from scratch (see Chapter 6, “Migrating
Hardware” on page 183).

All the preparatory steps that apply to all of these situations are covered in
Chapter 3, “Preparing the Migration Process” on page 37.

2.2.1.1 Migrate Over an Existing Configuration

This is the installation situation that will preserve almost all configuration
information. There are a few exceptions (for example, LAN Distance) that
must be removed prior to installation. Chapter 3, “Preparing the Migration
Process” on page 37 has the information on the general preparatory steps.
Section 2.2.2.1, “Run CHKINST” on page 22 will help you identify the
necessary steps.

The advantage of this approach is that, after migration has finished,
everything will be configured and up and running. In an environment that has
only a few servers, this might be the fastest approach to migration (see
Chapter 4, “Panel-Driven Installation” on page 71). However, in the event of a
catastrophic failure, such as all hard disks lost, or no valid or current backup
of the operating environment, you would have to re-implement your whole
setup. That’s why you might still want to consider a automated setup that can
restore your system from scratch. (See Chapter 6, “Migrating Hardware” on
page 183).

2.2.1.2 Migrate Current Configuration to a New Machine

Under certain circumstances, it might be necessary to start with a new
installation and re-apply the previous configuration. We will show you how to
do this and what tools are available for this purpose in Chapter 6, “Migrating
Hardware” on page 183.

When Is This Necessary?
* When the free space on your existing partition(s) is not large enough to
hold all the features you need. See Section 2.2.6, “Is Repartitioning
Necessary?” on page 25 in the roadmap.

¢ When your performance requirements necessitate a new server machine.
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« When you immediately want to migrate your data to JFS and can not add
additional hard disk space to your server. There is no conversion of
volumes from FAT or both flavors of HPFS to JFS. Because of this, you
have to back up and restore at least your data partition.

* When you want to migrate with minimal disruption to your production
environment, it might be necessary to have the migrated server ready to
take over immediately.

Some customers deliberately forgo backing up the system software and
application programs. Instead, they backup all applications, the user data,
and save the configuration information. In case of a major failure, they just
reinstall everything using software distribution and re-apply the configuration
information. In this case, migration means to apply the old saved
configuration to a new installation. This is also covered in Chapter 6,
“Migrating Hardware” on page 183.

2.2.1.3 Migrate to a New Machine with New Configuration

In some instances, you might want to change so many things from your
current implementation (perhaps including the hardware) that the best way to
do it is do a new installation and only restore the data. Starting with a clean,
new installation might be advantageous for systems that have been up and
running for a long time. Such servers tend to accumulate all sorts of
electronic rubble that can be hard to sort from the relevant information.

Naturally, this approach means you have to re-do all the configuration and
tuning for all the software you are going to install.

It also gives you the opportunity to implement more of the new OS/2 Warp
Server for e-business features in one step, such as implementing JFS. This is
probably the biggest advantage.

2.2.2 Data Gathering

One of the most important things for a successful migration project is to
collect or verify some basic information about the setup currently in use. It will
help you select the right migration path for your setup and help you find the
chapters in this book that are interesting to you.
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Gather Information in the following areas:

Table 3. Basic System Information

Information Needed Your Environment Data

What is the CPU speed and type?

What amount of RAM is installed in your
systems?

How large are the hard disks in your servers?

What are the partition sizes?

How much hard disk free space is available?

What products and services are currently
installed on each of your servers?

Can the server be taken down for migration?
How long may that period last?

Will software distribution be used to
install/migrate the servers? If so, what kind?

2.2.2.1 Run CHKINST

CHKI NST s a utility supplied with OS/2 Warp Server for e-business and can be
used to check your installation and generate a report of preparatory steps you
have to perform before you do the actual setup. We recommend that you run
CHKI NST at the servers you intend to migrate and review the log file generated.

This utility searches for components on the checked system that must be
removed from the existing system prior to migration. Such components
include Remote Access Services (LAN Distance), IBM Peer Services, or
Local Security.

When Gl NST finds unsupported components, such as OpenDoc or AskPSP,
it issues a warning that the installation program will remove these
components. Other components, such as OS/2 Tutorial, IBM Works, and IBM
VoiceType are not likely to cause any failures if they remain on the system. If
these components are found by GKi NST, a warning message will be generated
showing a list of files that have a more current release level. The installation
process does not migrate configuration file information for these components.

CHKI NST. BEXE can be found on the on the root directory of the OS/2 Warp
Server for e-business CD-ROM. It is completely self-contained and can be
run from any OS/2 version.
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The syntax for CHKINST is
CHKINST /T: <target drive>
/L1:<drive letter and path>\<log fil e>

where:

/T Indicates the target drive being scanned.

/L1: Specifies a drive and file name of the log file being created. Note
that all displayed messages will be written to the specified file
name.

Example: GKINST /T: D /L1: D\ QK NST. LGG

CHKI NST accepts input parameters in any order and in either upper or lower
case. Both parameters are required. Gl NST logs each item that was
successfully found. If HPFS386 was detected, an informational message will
be logged advising you to remove access controls prior to the migration
process.

2.2.3 Do You Have a Proven Backup?

Prior to a migration, a backup of all servers selected for migration should be
made in the rare case of an unsuccessful migration. Make sure the backup
was verified to work correctly. Without a backup, you will not be able to
restore your system to a working state if the migration should fail.

More suggestions on this topic can be found in Section 3.8, “Back Up Your
System” on page 44.

2.2.4 Do You Want to Use the Existing Server?

If your server needs have increased or your current hardware does not have
sufficient disk space or memory, it is a good idea to migrate your current
servers to new machines to accomplish your needs. In addition, you might
consider moving to a machine that can exploit the extended SMP support in
0S/2 Warp Server for e-business or the new I,0O support.

2.2.4.1 SMP and Uniprocessor Considerations

Since 0OS/2 Warp Server for e-business comes with both a kernel for
machines with one processor and a kernel for SMP machines, you can easily
upgrade from one-processor machines to SMP machines. For example, if
your current machines support multiple processors, but currently only one
processor is installed, you can later selective-install SMP support whenever
your requirements exceed a uniprocessor environment. A prerequisite,
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however, is that your target system comply either with Intel Multiprocessor
Specification 1.4 or 1.1, or it must be one of the following server machines:

e Compagq Proliant 2000
¢ Tricord PowerServer, models 30 and 40
¢ |IBM PC Server 720

If this is not applicable to your system, your hardware manufacturer might
have written its own *.PSD driver file to support OS/2 Warp Server for
e-business SMP on their hardware. Please check in advance whether such
support is available.

If you have decided to move to a new machine, then you will find a
description how to do this in Chapter 6, “Migrating Hardware” on page 183.

2.2.4.2 120 Support

As mentioned in Section 1.3.6, “I20 Support” on page 10, OS/2 Warp Server
for e-business now can exploit I,0-capable hardware. This offloads much of
the 1/0 processing to the I,O subsystem freeing the main processor from
such mundane tasks as servicing I/O interrupts.

I,0-capable hardware comes in several flavors. One implementation
integrates the 1/0 processor on the server's motherboard, and another
implements 1,0 support as a PCI Adapter card.

Depending on your choice of hardware, the migration will either mean moving
to a new hardware (described in Chapter 6, “Migrating Hardware” on page
183) or doing a migration on the same hardware and adding 1,0 Adapters
later. Depending on your choice later in the roadmap (Section 2.2.10,
“Panel-Driven Installation or CID-Based?” on page 28), you'll find your
installation method described either in Chapter 4, “Panel-Driven Installation”
on page 71 or in Chapter 5, “Unattended CID Migration” on page 97.
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2.2.5 Does the Hardware Meet the Prerequisites?

Table 4 lists the minimum hard disk requirements that need to be met prior to
the migration process.

Table 4. Hard Disk Requirements

Component Hard Disk Space Requirement (MB)
0OS/2 Warp Base Operating System 96.7
(default installation)

Optional OS/2 Warp Components 150
File and Print Sharing Services 15.0
TCP/IP Services 30.0
Remote Access Services 59
Netscape Communicator 11.0
Tivoli Management Agent 15
Personally Safe 'n’ Sound 7.2
LDAP Services Toolkit 4.2
Advanced Print Services 54.0
MPTS 16.0
First Failure Support Technology (FFST) 0.1
On-line Books 10.0

2.2.6 Is Repartitioning Necessary?

If your system does not have enough free space to install the components
you want, you have several options.

1. You could try to alleviate the situation by being selective on components
you do not really require, for example, some, or all, Unicode Fonts, Base
Multimedia Support, or TCP/IP.

2. You could add additional disk space to your system. The disk subsystem
can now assign drive letters in the way you want, which makes this option
more appealing. This feature was not available with previous OS/2 Warp
Server versions.

This approach can also be combined with the one above if there is free
space on other partitions to meet your needs. You would leave some
components out of the initial setup and install them later on to a different
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drive. Using this approach can give you the opportunity to install 0S/2
Warp Server for e-business components to a JFS-formatted drive.

3. If the two options above are not applicable to your situation, then you will
have to repartition your system. In this case, migration will mean applying
the previous configuration to the new installation. See Chapter 6,
“Migrating Hardware” on page 183 for instructions.

2.2.7 Do You Want or Need to Change the Existing File System?

26

As described in Section 1.3.2, “File Systems” on page 6, the disk 1/0O
subsystem has changed a lot from previous versions. For example, drive
letters can now be assigned to volumes permanently, which makes adding
more disks to an already defined volume as easy as possible. You just add
hard disks to a volume whenever necessary without being confronted with
new drive letters.

Drive letter Sequence

Hard disk partitions can now be assigned any letter you choose. If you
have tools or scripts that rely on a sequential assignment of drive letters,
be aware that they might have to be reworked if you exploit this.

The CD-ROM is now assigned the first free drive letter, which might not be
after the last hard drive. This also may impact your tools. You can use the
RESERVEDR VELETTER= statement in the CONFIG.SYS file to move the
CD-ROM to a convenient drive letter.

A volume, in turn, can consist of one or more partitions (both logical and
primary). However, OS/2 requires the drive letter of the bootable volumes to
remain the same always. Changing the assigned drive letter of a bootable
volume will subsequently cause the boot process to fail.

Grouping multiple partitions into one larger volume is called disk spanning.
Different partitions in a volume do not have to reside on the same physical
disk.

Caution

If one partition of a linked volume is lost, usually ALL data in the entire file
system will be lost.

The space in a volume is then formatted to be accessible using one of the
supported file systems.
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0OS/2 now supports four hard disk file systems:

« FAT

* HPFS, also known as 16-bit HPFS

*« HPFS386, also known as 32-bit HPFS (with license)

* JFS

The basic differences were explained in Section 1.3.2, “File Systems” on

page 6.

2.2.8 Does Your Software Meet the Requirements for Migration?

In our tests, we did not find any special prerequisite fixpak requirements to
install OS/2 Warp Server for e-business over OS/2 Warp Server, Version 4.

The following tables list the FixPaks we used in our migration tests. They
might not reflect the only working combination. Entries marked with a
superscript were applied to make our REXX procedures work properly.

Table 5 lists the OS/2 LAN Server 3 FixPak levels used in our migration tests.

Table 5. OS/2 LAN Server 3 Syslevel Prior to the Migration Process

Component CSD Level
OS/2 Version 2.11 XR_6200
LAN Adapter and Protocol Support WR_7045*
(LAPS)

OS/2 LAN Server 3 IP_7045
TCP/IP Version 2.0 UN_0000 *1

in this book.

1 This FixPak is needed for compatibility reasons for the REXX procedures discussed

Table 6 lists OS/2 LAN Server 4 FixPak levels used in our migration tests.

Table 6. OS/2 LAN Server 4 Syslevel Prior to the Migration Process

Component CSD Level
OS/2 Warp 3 XR_WO038
LAN Adapter and Protocol Support WR_8415
(MPTS/LAPS)

OS/2 LAN Server 4 IP_8260
TCP/IP Version 2.0 UN_0000
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Table 7 lists OS/2 Warp Server 4 FixPak levels used in our migration tests.

Table 7. OS/2 Warp Server 4 Syslevel Prior to the Migration Process

Component CSD Level
0OS/2 Warp 3 XR_WO038
LAN Adapter and Protocol Support WR_8610
(MPTS/LAPS)

File and Print Services (OS/2 LAN Server | IP_8528
Version 5)

TCP/IP Version 3.1 UN_0002

2.2.9 Is Server Downtime Acceptable?

If your servers need to be available without interruption, it will be necessary
to install the new server while the existing one is still running. After the
migration process has finished, you can switch to the new server. Chapter 6,
“Migrating Hardware” on page 183 deals with this situation.

If you continue to use HPFS386 and DASD limits, please include the time
necessary for directory limit priming in your estimate of server downtime.

—— DASD Limit Priming

DASD limit priming is performed by HPFS386 at initialization each time
after running CHKDSK. With large servers, it can take a considerable
amount of time to apply DASD limits. Since it is part of the file system
initialization, it is part of the total time for server startup.

For example, on a Netfinity 7000 Server with one 50GB HPFS386 RAID5
array and 1000 home directories with DASD limits applied, priming can
take up to three hours. Your actual time may vary.

If your server does not have DASD limits enabled or does not use HPFS386
partitions in that size range, then this concern does not apply to your
scenario.

2.2.10 Panel-Driven Installation or CID-Based?

For attended migrations, you can use the normal setup procedures and install
over your existing OS/2 Warp Server or OS/2 LAN Server. Chapter 4,
“Panel-Driven Installation” on page 71 illustrates this in more detail. The
normal installation process is also driven by response files that can be reused
in a CID-based migration. Chapter 5, “Unattended CID Migration” on page 97
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shows how to setup a sample CID scenario and how to use the response files
generated by a panel driven installation.

2.3 Special Considerations

This section details circumstances that may impact your system during
migration.

2.3.1 FDISK Command Not Available

In OS/2 Warp Server for e-business, the FD SK command has been replaced
by the L\Mcommand to add the support for sticky drive letters and logical
volumes. If you use self-written REXX procedures that make use of the FO SK
command, you need to modify those to apply the LMvMcommand.

2.3.2 WIndows NT Coexistence on Same Machine

Installation of OS/2 Warp Server for e-business on a machine that already
has Windows NT installed is not officially supported. In some configurations,
the existing NT system might not be bootable after an OS/2 Warp Server for
e-business installation.

0S/2 LVM writes information about assigned drive letters to the last sector of
the boot drive, and it changes the master boot record to mark all the existing
partitions as compatibility volumes. Windows NT’s boot process detects this
change and stops. It then displays a message that the kernel cannot be
found.

We have successfully installed Windows NT on the same machine after OS/2
Warp Server for e-business has been installed. However, this is not a
recommended or supported configuration but might be useful for some test
scenarios.

2.3.3 Some HPFS386 Features Not Available with JFS
DASD Limits
The current version of JFS shipped with OS/2 Warp Server for e-business
does not support DASD limits (this may be included in an update of JFS).
Depending on your requirements, there are several possible workarounds.

1. Keep the resources that need directory limits on a HPFS386 formatted
volume.

2. Use GKSTCRas a replacement if it is sufficient to send an alert to the
Administrator when the limit is exceeded.
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Fault Tolerance

There is no replacement for the HPFS386 Fault Tolerance feature in JFS.
Current server machines usually come with RAID adapters that can be used
to perform this function as a hardware solution.

If you still need to rely on the software disk mirroring provided by HPFS386
the only option is to keep HPFS386.

2.3.4 Drive Letters Referenced in CONFIG.SYS

Although LVM usually can change a drive letter dynamically without
rebooting, your applications still might rely on the letter that was previously
assigned.

Examples are references in the PATH LI BPATH, DPATH For Java applications,
QLASSPATH variables. In this case, you have several options.

¢ Change all the occurrences in CONFIG.SYS to the new drive letter and
reboot.
e Create a script that updates the variables before starting the application.

If there are references in LI BPATH, use BEQ NLI BPATHor ENDLI BPATH instead.

Another example is a device driver installed for an application. A reboot might
not be necessary immediately, but to ensure that the driver is still loaded on
the next reboot, do one of the following:

* Move the driver to your boot drive and change the invocation in
CONFIG.SYS
e Or change only the CONFIG.SYS

2.3.5 CD-ROM Drive Letter Changes Requiring Reboot
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The CD-ROM is assigned the first free drive letter. Depending on the drive
letters chosen in your setup, the CD-ROM drive can even be mapped as C:.

If you are assigning the drive letter that is currently used by the CD-ROM
drive to a volume using LMMor LVWM3J , the system will prompt you to reboot.

The RESERVEDR VELETTER statement in CONFIG.SYS can help to avoid
unnecessary reboots when reassigning the drive letters. It can be used to
force the CD-ROM to a convenient letter.

The syntas for RESERVEDR VELETTERIS
RESERVEDR VELETTER=<| et t er >

where:
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<letter> specifies the upper drive letter that needs to be reserved for

system use.

This line can be added anywhere in the CONFIG.SYS file. The CD-ROM
drive will get the next drive letter after <l et ter > upon the next reboot.

2.3.6 Naming and LVM

LVM introduces a new level of abstraction from the underlying disk structures
and allows you to name each of the elements.

¢ Hard disk

« Compatibility volumes which, when set bootable, should keep the same

letter

¢ LVM volumes, which are not set bootable and might contain multiple

partitions on several physical drives

¢ Partition

« Label (for example, SADUWP for dumping to the hard disk)

As far as naming these elements is concerned, you should avoid situations
that might lead to confusion, for example, when identical names are used for
different elements, thus, making it hard to distinguish them.

We suggest the following naming rules:

Table 8. Named Elements in LVM

Element

Proposed Name

Physical Disk

IDE_O, IDE_1 or RAID_1,RAID_2

Bootable Compatibility Volumes

WarpServer_C, SOS_D

Non-bootable Compatibility Volumes

LVM Volumes

Arbitrary name denoting the content

Partition

DOPO for DiskO Primary 0, DOP1 for disk O
primary1, etc, DOLO, D1LO

While the last proposition might seem like a unnecessary duplication, we
have found that it helps manage the hard disk space in a dynamic

environment.
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2.3.7 Windows NT Server Integration

The IBM Networks Account Manager for managing Windows NT servers as
additional servers in an OS/2 Warp Server for e-business domain only works
with Windows NT V4.0. It does not work with Windows NT 3.51.

The Network Account Manager relies on an OS/2 Warp Server for e-business
Primary Domain controller. This might impact the order in which you migrate
your servers.

2.3.8 WorkSpace On-Demand V1.0
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It is not recommended to install OS/2 Warp Server for e-business on a server
that has WorkSpace On-Demand, Version 1.0 installed. OS/2 Warp Server for
e-business supports WorkSpace On-Demand, Version 2.0.

If you wish to install OS/2 Warp Server for e-business over an existing
WorkSpace On-Demand, Version 1.0, you should first back-up all ACLs
(Access Control Lists) prior to the installation (these ACLs must be reinstalled
after the migration to OS/2 Warp Sever for e-business has completed). Next,
you will have to modify several system files before migrating to Warp Server
for e-business as outlined in the following procedure:

1. Copy the WorkSpace On-Demand, Version 1.0 CD-ROM to a temporary
directory on your hard drive.

XQCOPY *.* \TEWP /S/E/VI/H/O/T IR

2. Remove the read-only attribute from the file REVFIX.CMD.
ATTR B \ TEMA SERVI CB\ TACLS\ REVFI X AWD -R

3. Edit REvVFI X oV Add 14. 037 to the line.

bui I d_I i st="8.260 8.259 8.258 8.257 8.256 8.255', ’'8.254 8.253 8.252
8.251 8.250 8.249 8.248 8.247 8.246 7.029

—— Note

You should check the final version of OS/2 Warp Server for e-business to
determine the revision level with the VER / Rcommand.

4. Copy the file SYSLEVEL.OS2 from a OS/2 Warp Server system that is at
the appropriate fixpak level (OS/2 Warp Fixpak 22 or above) to a diskette.

QCPY \ G82\ | NSTALL\ SYSLEVEL. C82

5. On the Warp Server for e-business system, make a backup copy of the file
CB2\ | NSTALL\ SYSLEVEL. CB2.

QCPY \ C82\ | NSTALL\ SYSLEVEL. 082 SYSLEVEL. BAK
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6. Remove the read-only attribute from the file SYSLEVEL. G& on the OS/2
Warp Server for e-business system.

ATTR B \ G82\ | NSTALL\ SYSLEVEL. G2 -R

7. Copy the SYSLEVEL. O=2 file from the diskette to the OS/2 Warp Server for
e-business system.

QCPY A\ SYSLEVEL. G52 \ CB2\ | NSTALL

8. Replace the read-only attribute on the file SYSLEVEL. C=2.
ATTR B \ 82\ | NSTALL\ SYSLEVEL. 82 +R

9. Change to the temporary directory and enter | NSTALL.

10.After successful installation of WorkSpace On-Demand R1.0, remove the
read-only attribute from the SYSLEVEL. O=2 file. Copy SYSLEVEL. BAK to
SYSLEVEL. 2. Put the read-only attribute back on the SYSLEVEL. O=2 file. You
are now done.

2.3.9 Backup Software and JFS

JFS now supports larger files under OS/2 than any previous OS/2 version. It
also has the feature to support sparse files. Make sure that your backup
software can handle these features before you start to exploit them. The
PSnS Backup and Recovery Services, included in OS/2 Warp Server for
e-business, does support very large files (see Section 1.3.9, “Backup and
Recovery Services” on page 13). Sparse files that are backed up with
software that does not support them may become dense files upon restore.
That is, they may expand to their perceived size by the software.
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2.3.10 Components Not in OS/2 Warp Server for e-Business
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While most components listed below were not shipped with previous OS/2
Warp Server or OS/2 LAN Server versions, you should be aware that the
installation process will delete the listed products if they are found. Of course,
you will be warned prior to deletion.

Table 9. Software Removed by OS/2 Warp Server for e-business Installation

Components and Products removed by OS/2 Warp Server for e-business Installation

Ultimedia Video In

OpenDoc

VoiceType

Coaches installation support

MobileFileSync

Password Coordinator

Ultimedia Mail

System View Agent

Warp 4 Tutorial

Warp 4 Hibernate and Trap Door Support (True DOS) support

The following Bonus Pack Utilities:

Ask PSP

Hyper Access Terminal

CompusServe Info Manager

IBM Works

VideolN for OS/2

RSJ Remote Support for 0S/2

CHKI NST. EXE on the OS/2 Warp Server for e-business CD-ROM will search for
these products and generate a report for you. For more on this see Section
2.2.2.1, “Run CHKINST” on page 22.

Migrating to OS/2 Warp Server for e-business



2.4 Migration Examples and Model Scenarios Tested

We have successfully migrated the following setups.
Table 10. Table of LAN Server Versions Successfully Migrate

0OS/2 Version LAN Server Version

0Ss/22.11 LAN Server 3.0

0OS/2 Warp 3.0 Connect LAN Server 4.0

OS/2 Warp 3.0 LAN Server 5.0 (In Warp Server 4.0)

Each of our test domains consisted of a primary domain controller and a
backup domain controller. We have not done many tests with additional
servers since they are less complex to migrate because there is no domain
control database to take care of.

Table 11 shows how the hard drives were configured for our tests.

Table 11. Partitioning and Volumes Used for Testing

Partition Drive letter Size Partition File system
Type

(BOOT MANAGER) N/A (depends on HD) primary N/A

sos ™t C: 32 MB primary | FAT

System D: 512 MB logical HPFS or

HPFS386

Dump E: RAM size + 1 MB logical FAT

Data F: (optional) logical JFS

CD-ROM G: N/A N/A CDFS

1sos represents the Maintenance Partition.

The VCU utility on the boot diskettes automatically converts such a setup and
assigns the drive letters to the compatibility volumes it creates. These
volumes are assigned letters following the old FDISK rules. A reboot is
needed after conversion to make OS/2 Warp Server for e-business recognize
the newly assigned sticky drive letters.
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Chapter 3. Preparing the Migration Process

This chapter introduces necessary, or at least highly recommended, tasks
that should be performed prior to a migration.

We assume that you got here following the roadmap in Chapter 2., “Planning
and Considerations” on page 17 and already have an idea which migration
path to follow.

3.1 Preparation Overview

Table 12 shows an overview of a step-by-step preparation for the migration to
0OS/2 Warp Server for e-business. We recommend you execute the listed
preparation tasks in the order presented. Depending on your company’s
resources and environment, not all may be relevant to you.
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Table 12. Preparations Roadmap

Preparation Step Refer to Check when
Section done
Verify FixPak Prerequisites Section 3.2
Coexistence with Windows NT Section 3.3
Perform a Test Installation Section 3.4
Evaluate Disk Utilities and Customer Written | Section 3.5
Tools
Have Access to Hardware Configuration Disks | Section 3.6
Have Copies of Important Configuration Files | Section 3.7
Available
Back Up your System Section 3.8
Prepare for Disaster Recovery Section 3.9
Remove LAN Distance Section 3.10
Remove Local Security Section 3.11
Back Up Directory Limits Section 3.12
Back Up Access Control Information Section 3.13
Save the DCDB Section 3.14
Remove HPFS386 Access Controls Section 3.15
Boot-Time Considerations Section 3.16
Remove IBM Peer Section 3.17
Document Printer and Queue Definitions Section 3.18
Document Multimedia Device Configuration Section 3.19
Deactivate Fault Tolerance Section 3.20

Table 13 below provides an overview about the tools we used for some of the

preparation steps listed in Table 12 above. The Provided By column indicates
LAN Server if the tool mentioned is part of your OS/2 LAN Server product;
otherwise, it can be found on the CD-ROM accompanying this redbook. It is
also available within the RBSAMPLE.ZIP file on the OS/2 Warp Server for
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e-business CD-ROM (see Appendix B, “LAN Server Management Tools
(LSMT)” on page 255 for more information).

Table 13. Tools for the Preparation

Preparation Step Tools Provided By
Backup your System SRVBU CD-ROM
Prepare for Disaster Recovery MAKEDISK LAN Server
Remove Local Security PREPACL LAN Server
Back Up Directory Limits BACKDASD, CD-ROM,
SRVBU CD-ROM
Back Up Access Control Information BACKACC, LAN Server,
LSMT, SRVBU | CD-ROM,
CD-ROM
Save the DCDB SRVBU CD-ROM
Remove HPFS386 Access Controls PREPACL LAN Server
Document Printer and Queue Definitions BACKPRN CD

Some of these tools, for example, BACKDASD, are further described in the
related chapter; whereas the description of others, such as LSMT, was moved
to the appendix.

3.2 Verify Fixpack Prerequisites

Fortunately, there is not much to say on this so far. During our testing, and
during IBM development testing, there were no significant problems
discovered causing migration failure or malfunction of 0S/2, MPTS, TCP/IP,
or File and Print services. Testing environments included different fixlevels on
0OS/2 LAN Server 3, OS/2 LAN Server 4, OS/2 Warp Server 4, and OS/2
Warp Server SMP.

3.3 Coexistence with Windows NT

You may have OS/2 LAN Server and Windows NT installed side by side on a
test machine with OS/2 Boot Manager. During our testing, Windows NT
refused to start from the other boot partition after the migration to OS/2 Warp
Server for e-business. This was shown in Section 2.3.2, “Windows NT
Coexistence on Same Machine” on page 29.
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3.4 Perform a Test Installation

We strongly recommend installing OS/2 Warp Server for e-business on a test
machine prior to migrating a production system. Try both a pristine installation
and a migration of a cloned machine for achieving the following:

Become familiar with the installation process.
Discover hardware related problems.

Discover software related problems concerning the migration of the
operating system, OS/2 LAN Server, MPTS, and TCP/IP.

Find out if additional programs are migrated in an acceptable manner,
such as HP JetAdmin Port Driver, Lexmark Markvision Marknet Port
Driver, Bonus Pack Utilities, TME 10 Netfinity Server 4.0, or SystemView
1.0.1.

Discover software related problems with the JFS file system, such as does
your backup software handle JFS formatted drives properly?

Discover problems of the kind mentioned in Section 2.3.2, “Windows NT
Coexistence on Same Machine” on page 29.

Get the response files that will be created automatically by the panel
driven OS/2 installation program. Refer to Section 4.4.3, “Attended
Installation Response Files” on page 92.

Possible hardware-related migration problems could be:

Your server has a disk array. For some reason, the disk array controller’s
device driver is downgraded during the migration process, and the RAID is
not be accessible after the next reboot.

« The migration routine examines the graphics chipset and installs a driver

that, for some reason, is not appropriate. After the next reboot, the screen
is unreadable.

« A hardware device that worked under previous OS/2 LAN Server versions

fails to work with OS/2 Warp Server for e-business. There is no chance to
get it running because an appropriate driver is not yet available.

Possible software-related migration problems could be:

« LVM reassigns drive letters to existing partitions that do not match with

those prior to the migration

« HPFS386 formatted volumes are not migrated properly; so, access to the

hard disk will be denied due to missing access control information

40 Migrating to OS/2 Warp Server for e-business



¢ Values in some .INI files are modified during the migration; that is, the
CAGQESI ZE= parameter in the HPFS386.INI is reset to a standard value, and
the server might refuse to start due to lack of memory.

Important Note

If you migrate to a different hardware that is a clone of a currently
productive system, be careful not to use duplicate network addresses or
names.

3.5 Evaluate Disk Utilities and Customer-Written Tools

Over the years, you may have collected numerous tools to manage hard disk
volumes and/or the OS/2 Workplace Shell. Some tools may be started out of
self-written REXX procedures. Be aware of problems caused by new features
of OS/2 Warp Server for e-business described in the following sections.

3.5.1 Workplace Shell Issues

0S/2 Warp Server for e-business’s Workplace Shell, WPS, is based on the
desktop of OS/2 Warp 4. The WPS has changed significantly, for example,
Warp Center will be installed instead of the launchpad. Some folders have
changed name and location, for example, the Network Applications Folder,
which can now be found in the Connections folder. Consider that tools that
reference to some of these items (for example, during an unattended
installation) will need to be modified or rewritten.

3.5.2 File System Issues

As mentioned in the previous chapters, OS/2 Warp Server for e-business
introduces two new file system features:

1. The Journaled File System (JFS)
2. The Logical Volume Manager (LVM)

It's very important to know that LVM substitutes the well-known FDISK, which
cannot handle the volumes created by LVM during the migration to OS/2
Warp Server for e-business. In order to prevent FDISK from doing any harm
to the logical volume structure, it is not part of the product anymore. For this
reason, consider replacing all occurrences of FDISK.COM in your source
code by LVM.EXE.
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[ET os/2 Window EEE

0S/72 Ctrl+Esc = Window List Type HELP = help

[C:%]1lvm Fquery

Disk Size (MB) Free Space: Total Largest
2016 o o

Disk Partition Size (MB) Type Status Logical Volume

[ BOOT MANAGER ] 1 Primary In use

[ A ]BootPartition 500 Primary In use BootVolume

[ C lDataPartition 1476 Logical In use DataVolume

[ B 1DumpPartition 35 Logical In use DumpVolume
[C:v1_

Figure 2. Output of the LVM /QUERY Command

Also, in many current CID environments, the output of FDOI SK / QERY is used to
collect information about number, size, and type of the machine’s logical
drives. As you can see in Figure 2 above, although the output of LvM/ QERY is
very similar to FDISK’s, it doesn’t match perfectly. This may also imply minor
modifications to the source code of your custom-written scripts.

—— Important Note

If you use third party products to manage your servers’ partitions, such as
Powerquest’s Partition Magic, please verify that they support LVM and JFS.

Also, make sure that your backup software can handle JFS-formatted
drives.

3.6 Obtain Hardware Configuration Disks
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As part of the process of a maintenance cycle, you might have decided to
upgrade the server’s hardware, for example, to add more memory, hard
disks, or backup devices before migrating to OS/2 Warp Server for
e-business.

Some servers, for example, Microchannel or EISA machines, require
configuration diskettes in order to recognize the new built-in parts properly. In
this case, make sure you have these disks available.
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3.7 Have Copies of Important Configuration Files Available

If you plan to migrate an existing machine, it may prove useful to have copies
of the important configuration files on a diskette because:

* You may need to look up some machine or user-specific data, for
example, MAC address, TCP/IP address and hostname, but you wouldn’t
be able to check it without interrupting the migration process.

« You may have to reset configuration data to its prior value since it was
modified by the installation program during the migration process. We
found out that the CACHESI ZE=in the HPFS386.INI file was reset to a
standard value if not configured manually. This prevented the server
service to start after the migration.
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The following configuration files, if present on your machine, would be
candidates for being saved to a diskette.

Table 14. Important Configuration Files

File In Directory
CONFIG.SYS Root of Boot drive
STARTUP.CMD Root of Boot drive
HPFS386.INI \IBM386FS
PROTOCOL.INI \IBMCOM
RFCNAMES.LST \IBMCOM
RFCBCST.LST \IBMCOM

IBMLAN.INI \IBMLAN

RPL.MAP \IBMLAN\RPL
MPTSTART.CMD \MPTN\BIN
SETUP.CMD \MPTN\BIN

RESOLV2 \MPTN\ETC

HOSTS \MPTN\ETC
NAMED.BT \MPTN\ETC\NAMEDB
NAMED.CA \MPTN\ETC\NAMEDB
NAMED.REV \MPTN\ETC\NAMEDB
SYSLOG.CNF \MPTN\ETC\NAMEDB
TCPSTART.CMD \TCPIP\BIN

3.8 Back Up Your System

There is no substitute for a comprehensive, reliable backup and recovery
strategy. Without one, and without suitable preparation for the migration
process, you are placing your business at risk. Here are two examples.

1. OS/2 Warp Server for e-business introduces a new file system (JFS).
During the installation, the logical Volume Manager (LVM) will modify the
server’s partition table. In theory, any modification of disk structure is
dangerous for the data residing on this disk and, if something goes wrong,
could result in complete data loss. In this case, the only way to get the
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machine up and running again is booting from Disaster Recovery
Diskettes and restoring the latest backup. Read more about Disaster
Recovery in the Section 3.9, “Prepare for Disaster Recovery” on page 53.

If the migration to OS/2 Warp Server for e-business fails, the system will
likely be in an undefined state. The machine may no longer boot properly,
or the server service may refuse to start due to changed, and not yet
reasonable, configuration parameters. Due to the system’s complexity,
you will have no guarantee in advance to get the system to work properly
again. If you start to do modifications by hand, it could take hours of work
to achieve this goal. If you fail, a restore from a previously taken backup
will be the only way to get back to where you started.

— Important Note

Basically, before starting to modify any productive environment, an
administrator is in charge of a server backup. We strongly recommend
not only saving the important files, but instead backing up the whole
system. In other words, backup all partitions on all of the server’s hard
disks.

If, for any reason, you are unable to do so, you should at least have a backup
of the following components (if they apply to your system):

A T A

Company’s Data

User Home Directories
Applications
Operating System
User Logon Profiles

Server Configuration Data

We assume that you are already using a proven reliable backup solution for
items 1-6. For further information on backup strategies, the redbook Using
ADSM to Back Up OS/2 LAN Server and Warp Server, SG24-4682 might be
useful.

7.

DASD Limits

For more information, refer to Section 3.12, “Backup Directory Limits” on
page 57.

. User/Group Definitions and Access Rights

For more information, refer to Section 3.13, “Backup Access Control
Information” on page 60.
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9. Domain Setup Information

For more information, refer to Section 3.14, “Save the DCDB” on page 62.

Steps 6-9 can be performed in one step with the SRVBU utility that will be
described in the next section. Another useful tool for modifying your LAN
Server environment or extracting information from it is LAN Server
Management Tools (LSMT), which is introduced in Section 3.8.2, “LAN Server
Management Tools (LSMT)” on page 52 and further described in Appendix B,
“LAN Server Management Tools (LSMT)” on page 255. Both tools are
available on the CD-ROM accompanying this redbook.

3.8.1 SRVBU Utility

46

SRVBU is a procedure written in REXX. Running on your server, SRVBU
scans a predefined set of logical drives and performs the following actions on
each of the scanned drives:

1. Backs up HPFS386 Access Control Information to a file D SKX ACL if Xis
the drive letter of a HPFS386 formatted partition

2. Backs up the NET. ACCto the file NETAGC BKP

3. Backs up DASD limits to a file named D SKX DLMif Xis the drive letter of a
DASD limit enabled partition

4. Copies important server configuration files as specified in the SRVBU. IN
file

5. Writes a disk statistics file if specified in the SRVBU. IN file
6. Writes a processing log as specified in the SRBU. IN file
7. Writes an error log as specified in the SRBU. IN file.

Figure 3 shows the content of the directory holding the files saved by SRVBU.
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(9] 18 - 1con view
Folder Edit View 5eleded Help

1 000 b0 000

AC3CFG.CF2 ACSCFG.CFG ACSCFG.MDF ACSCFG.SEC CONFIG.SYS DHCPCD.CFG DISKD.ACL DISKF.ACL  DISKF.DLM

100y

DISKG.ACL DISKG.DLM  DSM.OFT HOSTS  IBMLAM.IMI IPLLOG MAMED.ET MAMED.CA  MAMED.REY METACC.BKP

0 A B e s [ I R

METAUD.BKP  MYDM.CFG P3270AMWS P3270B.wWS PCOMM.BCH PROTOCOLJMI RESOLY2 RFCBCST.LST

0% 0% O 0

RFCMAMES.LST RPL.MAP  SETUP.CMD  SRYBU.MI STARTUP.CMD  SYSLOG.CMF  TIMEXEC.ADM

7 = O

Figure 3. Files Saved by the SRVBU Ultility

Figure 4., “SRVBU.INI File (Part 1 of 2)" on page 48 illustrates the SRVBU. I N
file to help understanding how this utility works:
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; Purpose:

; - get fromall HPFS disks the access control |ist

; - DASD limt list

; - get statistics fromthe disks

; - copy crucial files to a safe place based on the Julian date

[ TARCET]

DestinationPath = f:\srvbu
StatisticsFile = f:\1ogs\dskstat.csv
LogFile = f:\logs\srvbu.l og

ErrFile = \srvbu.err

DasdFile = f:\logs\dasd. | og

[ REMOTECCPY]

Renot eCopy = 1

Al i asNane = SRVBKP
DrivelLetter = Y:

[ ARCHI VE]
Days = 30

[ FI LES]
\confi g. sys
\startup.cnd

\'i bm an\ srvbu\ srvbu. i ni

\os2\install\ipl.log
\'i bnB86f s\ hpf s386. i ni
\'i brcom prot ocol . i ni

\ibm an\ibm an.ini
\ibman\rpl\rpl.nap

\'i bni an\ account s\ net acc. bkp
\'i bm an\ | ogs\ net aud. bkp

\ npt n\ bi n\ set up. cnd
\nptn\etc\ipdialer.ini

\ npt n\ et c\ nanmedb\ naned. bt

\ npt n\ et c\ nanedb\ naned. ca

\ npt n\ et c\ nanedb\ sysl og. cnf
\ npt n\ et c\ nanedb\ naned. rev
\ npt n\ et c\ resol v2

\ npt n\ et c\ host s

\ mpt n\ et c\ dhcpcd. cfg

Figure 4. SRVBU.INI File (Part 1 of 2)
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\cmib\acscfg.cfg
\cnmib\acscfg. cf2
\cnl i b\acscfg. ndf
\cnmib\acscfg. sec

\ pconos2\ pri vat e\ p3270a. ws
\ pconps2\ pri vat e\ p3270b. ws
\ pconos2\ pri vat e\ p3270c. ws
\ pconos2\ pri vat e\ p3270d. ws
\ pconps2\ pri vat e\ p3270e. ws
\ pconos2\ pri vat e\ pcomm bch

\ adsm dsm opt
\'adsm dsnt. opt
\'adsm dsnp. opt

\ pgns\ adsm dsm opt
\ pgns\ adsm dsnt. opt
\ pgns\ adsm dsnp. opt

\net print\ibmi033. dat
\netprint\redirect.err
\netprint\interact.|og

\'i brcom r f cnanes. | st
\ibntomrfcbest. | st

\sof tdist\nvdmcfg
\ pgns\ sof di st\ nvdm cf g

Figure 5. SRVBU.INI File (Part 2 of 2)

The [ TARET] section defines the name of the different log files and the path to
the directory (Desti nati onPat h=) that will be the root of the subtree containing
the backup sets.

If the keyword Renot eCopy= in the [ REMOTEQCPY] section is set to 1, an additional
NET USE command will be performed using the values of the keywords
AliasNane= and Dri velLetter=. Furthermore, a directory with the server’'s name
will be created if not already there, and the gathered information will be
stored in a subdirectory underneath. This feature can be used to gather the
critical data of all the company’s servers on one alias.

No matter if copied locally or remotely, the gathered information is stored in a
directory whose unique name is computed based on the Julian date and the
number of backup sets specified by the keyword Days=in the [ ARCH VE|
section of the SRVBU.INI file. In addition, the DISKX.ACL files are stored in
the root directory of each partition they belong to.
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[D\]\ I BMAN SRVBU SRvBU

* SRWBU Version 7.12 running at 14/12/98 22: 00: 07
> Destination Path: F\SRvBU 18

> Renote Path: Y:\SRv163\ 18

* SRVBU Ended: 5.92

(D]

Figure 6. Running the SRVBU Utility

In the example shown in Figure 6, Days=was set to 30, which would give you
access to the last 30 backup sets. On December 14th, 1998, which is the
Julian day 348, the directory’s name is 18 calculated from the formula 348
mod 30. This value can also be calculated with the MCDCALC utility shown in
Figure 7, which can be found on the CD-ROM accompanying this redbook.
MCDCALC s not officially supported by IBM.

& Modcalc
About

Date: 14 Dec 1998

Day of the year: 348

Modus: I 30

Calculate

Mew Date: I 18

Figure 7. SRVBU Directory Name Calculator

Figure 8 on page 51 shows an example of the directory structure created by
SRVBU.
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F: 2,280,048 KB free, 3,455,360 KB total
Drive F

Figure 8. Saving Location of the SRVBU Utility

Hint

Calling SRVBU with the /t parameter will output trace information to the
screen.

With SRVBU, you can easily set up a scenario where the data of the
company’s critical servers is saved automatically. Make sure SRVBU is
running on each server and that Renot eCopy=is set to 1. Use a scheduling
program to start a command file automatically at a certain time. The
command file should perform the following:

« Log on automatically to the network (make sure the user has RCWXDA
rights or is logged on as with administrator rights).

e Check if the drive letter is already in use. In this case, SRVBU will fail and
make an entry in the error log.
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e Call SRvBU. VD which will copy the data to the destination path specified in
the SRVBU.INI file.

¢ Log off from the network.

Gathering multiple generations of the critical server’s data in one spot is both
extra insurance against data loss and a useful feature for an administrator
who could easily get information about all servers just by looking at this one
alias.

3.8.2 LAN Server Management Tools (LSMT)
LAN Server Management Tools is a collection of REXX procedures which can
either be called from the command line or from a PM-based GUI. LSMT is
provided as-is and is not officially supported by IBM. Appendix B, “LAN
Server Management Tools (LSMT)” on page 255 provides information on
obtaining LSMT.

LSMT acts as a two-way tool. You can:

« Export LAN Server configuration information to ASCII files using the
ETxxxx commands. These files can easily be modified or backed up.

* Re-import these ASCII files to apply the modifications you have done
using the SETxxxx commands, which form an exact counterpart to the
&ETxxxx commands following the same syntax.
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Table 15 shows the call syntax of the available procedures, a brief functional
description, and the name of the related output file that will hold the extracted
information. The / mparameter (mute) suppresses output to the screen.

Table 15. LSMT GETxxxx Procedures

Procedure Purpose output file

getusers /srv:<srvnane> /m | Extract user information USERS.CSV

getgrpsl /srv:<srvnane> /m | Extract group names and GROUPS1.CSV
comments

getgrps2 /srv:<srvnane> /m | Extract groups and GROUPS2.CSV
memberships

getalias /srv:<srvnane> /m | Extract alias definitions ALIAS.CSV

getacl /srv:<srvname> /m Get access profiles ACL.CSV

getassgn /srv:<srvnane> /m | Getuser logon assignments | ASSGN.CSV

getappl /srv:<srvname> /m Get defined public APPL.CSV
applications

getsel /srv:<srvnane> /m Get application assignments | SELECTOR.CSV

getpwd /srv: <srvnane> / m Get passwords (encrypted) USERS.PWD

For more information about LSMT, please refer to Appendix B, “LAN Server
Management Tools (LSMT)” on page 255, where this tool is explained in more
detail.

3.9 Prepare

for Disaster Recovery

After an unsuccessful migration, the system might refuse to boot. In this case,
the only way to access the server’s hard disks is by being able to start from
the Disaster Recovery Diskettes. If any data is seriously damaged, you have
to be able to restore it from a previously-made backup.

Although most administrators will claim to have a reasonable backup method,
many of them never consider the restore process since this is not a regularly
performed task. Having Disaster Recovery Diskettes available can be the
only chance to recover from system failure. If you don’t have them available,
create them by either of the following methods:

1. Make copies of the OS/2 installation diskettes and modify them manually.

2. When using HPFS386, use the MAKEDISK utility located in
\IBMLAN\NETPROG (if running OS/2 Warp Server, double-click on the
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Icon Create 386 HPFS OS/2 Startup Diskette located in the IBM LAN
Services folder as shown in Figure 9 below).You will need to have access
to the OS/2 Warp Server installation files. Also verify that the
CONFIG.SYS contains the BASEDEV=XDFLCPPY. FLT entry.

D 546 &

Craale 306HPFS 052 ERRORTHT  LAN Server LAMN Server LAN Semwer Logull Logun Mebwurk DDE
Startup Dishette Administatior  Audt Log Utility ZrorLog Utiliby and Clighoard

® ¥ =

Metwnrk Mrssanng (17 1AN Seraras BEANME 0 SkatSaser wiarn Senat Tinng Sssistant
Installatiur /Cunfiguralion

Figure 9. Create 386HPFS OS/2 Startup Diskette Utility

3. If your backup software offers functionality to create Disaster Recovery
Diskettes, then do it this way.

Verify that the Disaster Recovery Diskettes contain at least the following
additional drivers, and if not, add them manually:

« HPFS386 driver, if your server has HPFS386 installed

e SCSI driver, if your backup device is a SCSI device

« RAID driver, if your server has a RAID array

« Backup device driver (if required).

Note

In order to be sure the device drivers work as expected, always copy those
from your currently running system onto the Disaster Recovery Diskettes
instead of getting the latest version from the Internet.

Also, keep in mind, if needed, to copy additional device drivers to the Disaster
Recovery Disks whenever the server’s hardware has been modified.
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—— Important Note

To be sure disaster recovery works, you should have tested the Disaster
Recovery Diskettes for the following issues:

< Are you able to boot from the Diskettes and access your server’s hard
disk?

« |s the backup device recognized during startup?

< Are you able to read and restore from the backup media?

Always keep those diskettes in a safe and known place.

3.10 Remove LAN Distance

The OS/2 Warp Server for e-business software cannot be installed over a
previously installed LAN Distance Connection Server or LAN Distance
Remote. You must remove it before installing any OS/2 Warp Server for
e-business software.

This is how we did it:

« If not already part of your regular backup, save your \CONFIG.SYS and
your \IBMCOM\PROTOCOL.INI to a safe place.

« Call LDREMDVE BXE, which is located in the LAN Distance installation
directory (\WAL by default).

e Select Archive configuration files as shown in Figure 10 below.

| Remove LAH Distance

You have selected to remove the
LAN Distance software.

Product: LAHN Distance

(@ Archive configuration files
() Delete configuration files

Remove | | Cancel I | Help

Figure 10. Archiving LAN Distance Configuration Files
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This will save the following LAN Distance User Configuration Files that are
stored in the LAN Distance installation directory (\ WAL):

Table 16. LAN Distance User Configuration Files

Name Description

WILLQCAL. I N Local configuration information for the LAN Distance
workstation

WBUSRF. | SF Security information from the user account database

WILD AL. CXD Telephone numbers and connection information for phone
book entries

VWILNET. IN Modem configuration information

¢ When the dialog shown in Figure 11 on page 56 is displayed, the removal
process has finished, and the server must be rebooted.

= | LAH Distance Removal Complete

The LAH Distance product has been removed
from your workstation.

Your CONFIG.SYS file has been changed. In
order to activate the changes, you must stop
all currently active applications and restart
your workstation. For information on restarting
your workstation, select Help.

Mote: Your user configuration files were copied
to the following subdirectory:

D:AWALMBACKUP

ook || mep |

Figure 11. LAN Distance Removal Completed

3.11 Remove Local Security

56

If you are running OS/2 LAN Server Advanced, you may have installed the
Local Security Feature for HPFS386 (referred to as Local Security).

While permissions set for a resource usually apply only to remote users
accessing the resource from different workstations, Local Security extends
access restrictions to local users working at the server. It protects all files on
the server's HPFS386 partitions from unauthorized local access. Files stored
on FAT partitions are not protected by Local Security. However, they are still
protected from remote access by unauthorized users. Administrators have
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permissions for all files on the server and are not subject to access control
permissions once they are authenticated.

Local Security also checks file permissions when you run a program that
accesses files. Programs that need access to system files (such as
BACKACC) or even to the complete hard disk (backup programs) would
autologon with administrator rights or gain access by the PRIV utility.

If you are using Local Security on at least one of the HPFS386-formatted
partitions, you must deactivate it before migrating to OS/2 Warp Server for
e-business by doing the following:

1. In the CONFIG.SYS file change the line
PROTSHELL=C \ | BMLAN\ NETPROG SEQURESH EXE C \ G52\ PMBHELL. EXE
to:
C \ | BLAN NETPROG SEQURESH EXE
to remove the local logon procedure.

2. Run the PREPACL utility to remove the access control information supplied
by Local Security. Section 3.15, “Remove HPFS386 Access Controls” on
page 62 describes how to use PREPACL.

Important

If you omit this step, you will not be able to access any directories
belonging to the OS/2 subtree.

3. Reboot the server afterwards.

During the installation process, the Local Security code will be automatically
upgraded.

3.12 Backup Directory Limits

Directory limits provide disk space management at the server’s directory
level. If you applied directory limits to your server’s file system, save them
and disable them afterwards. If not already part of your regular backup (such
as with the SRvBU utility described in Section 3.8.1, “SRVBU Utility” on page
46), keep the saved directory limit information in a safe place for restore
purposes.

As shown in Figure 12, you can inquire the DASD limits applied to your
system with the NET DASD command.
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(@) [D:\1net dasd

Limit Size Threshold Increment
Resource (KB) (KB) %) (%)
F:\homedir\USEROO1

hoooo G232 o o
F:\homedir\USEROO2

3oooo 12596 o o
F:\homedir\USERDO3

90000 3362 o o
F:\homedir\USERDD4

90000 3 o o
F:\homedir\USEROOS

90000 418 o o
F:\homedir\USEROOG

90000 1035 o o
F:\homedir\USEROOT

90000 123 o o
F:\homedir\USERODS

90000 678 o o
F:\homedir\USEROO9

90000 4499 o o
The command completed successfully.
(O)[D:\1_

Figure 12. Query DASD Limits with the NET DASD Command

In this example, we backed up DASD limits with the tool BACKDASD, which
can be found on the CD-ROM accompanying this redbook.

BACKDASD Example
BACKDASD / F: D SK F. DLM / P. F \HOMED R

The BAKDASD command shown above will backup the DASD limits for the
subtree HOMEDI Ron the server's F. drive to a file DISK_F.DLM. Try the /?
parameter to see all possible parameters.

Figure 13 shows how we actually did this.
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(@) [D:\srvbulbackdasd ff:disk_f.dlm /p: f:\homedir
BACKDASD Version 1.10 Release 25/09/97 (c) Steve Sharrad.
Internet e-mail: ssha@henleuycol.ac.uk

Successfully renamed DISK_F.DLM to DISK_F.BAK

DASD limit backup file is DISK_F.DLHM

Enumerating DASD limit(s)...

Uriting data to backup file (9 entries)...

Number of DASD limits backed up to DISK_F.DLM : 9

Total Operation Time: 0 minutes, 0 seconds.
BACKDASD completed successfully.

(0)[D:\srvbul_

Figure 13. Backing Up DASD Limits Using the BACKDASD Utility

After you have backed up all DASD limits from all HPFS386 formatted
volumes, remove the directory limit support. The following example disables
directory limit support for drive F:

NET DASD F. /D SABLE

3.12.1 RESTDASD Command

Before the directory limits previously saved by the BACKDASD command can be
restored to a HPFS386-formatted volume, directory limit support must be
enabled for it. For example, to enable directory limit support for drive F. use
the following command:

NET DASD F: / ENABLE

The following command will restore the directory limits saved with BACKDASD
after the migration: RESTDASD / F. Dl SK_F. OLM

Figure 14 shows how we did this.
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(0)[D:\vsrvbulrestdasd /f:disk_f.dlm

RESTDASD Version 1.10 Release 31/08/97 (c) Steve Sharrad
Internet e-mail: ssha@henleycol.ac.uk

Backup File Statistics:

Backup Created on: 14712798 at: 16:20:34

BACKDASD version used to create 1 1.10

Number of DASD limits held in file : 9

Backup file containing DASD limits : DISK F.DLM

Original backup directory : "F:\HOMEDIR"
Original backup Server : \A\SRV1GS
Type of backup : Recursive / Recursive HUGE

RESTDASD will perform the following:

Path to restore DASD limits to : F:\HOMEDIR

Restore to Server (name) : YASRU168 (local machine)

Restore sub-directories (recursive): Yes

Error log file reports written to : \DASD.LOG

Force restore DASD resource limit : Yes, even if resource is already larger
Overwrite existing DASD limit : Always

Press ¥ <enter> to continue, or any other key <enter> to abort.
]
Restoring limit(s)...

Limits successfully restored: 9 (0 failed).

(0)[D:\vsrvbul

Figure 14. Restoring DASD Limits Using the RESTDASD Command

3.13 Backup Access Control Information

60

The NET.ACC file in X:\ | BMLAN\ AGOONTS (where Xis the drive where your OS/2
LAN Server software is installed) contains user and group information. This
file also includes server-specific access control information for File Allocation
Table (FAT formatted) drives, pipes, printers, and serial devices. For
HPFS386-formatted drives, Access Control Profiles are not stored in
NET.ACC because here ACLs are an integral part of the file system.

Furthermore, the NET.AUD file holds the recorded auditing information if
network auditing is turned on.

Many backup software vendors, such as Sytron (Sytos) or IBM (ADSM), claim
that they will backup any file system including those specific to OS/2 LAN
Server. For verification you should

« Perform some disaster recovery stress tests.

e Put in place a procedure that will save the access control information
automatically, such as the SRVBU utility described in Section 3.8.1,
“SRVBU Utility” on page 46 or the LSMT described in Section 3.8.2, “LAN
Server Management Tools (LSMT)” on page 52.
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To backup and restore the ACLs, we used the BAOKAGCcommand, which is part
of the OS/2 LAN Server product and can usually be found in the
\IBMLAN\NETPROG directory.

BACKACC performs the following tasks:

1. Copies the NET.ACC file

2. Copies the NET.AUD file

3. Backs up Access Control Profiles for each drive to be converted to or from
HPFS386

4. Deletes access control profiles for nonexistent directories
The syntax for BAKACCis:
BACKACC d: <pathname> / F: <target> / S

where:
d: Specifies an optional drive letter.

<pathname> Specifies the path to the directory or file of which permissions
are to be backed up.

| F: <target> Specifies a target file to store access control profile
information to, which can be used as input for the RESTACC
utility. If target is not an absolute path name, the default
directory for target is the current working directory.

/S Recursively backs up all the descendant subdirectories and is
valid only if pathname points to a valid directory.

If you have multiple HPFS386-formatted drives, you must issue the BACKACC
command specifying the drive letter for each drive.

The following example backs up NET.ACC and NET.AUD and updates the
target file OS2_C.ACL with the access control information associated with C\
and the subdirectories below it.

BAOKACC C\ /FE C\BAKIPOR2_ CACL /A /S

Section 6.11.6, “Restoring Access Controls” on page 219 describes how to
restore the ACLs saved by BACKACC after the migration.
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3.14 Save the DCDB

The Domain Control Database (DCDB) is located on the domain controller

containing information about definitions of network resources that users might
access. Included in the DCDB are user’s automatic logon assignments, public
applications definitions, and the details of resources shared through aliases.

The DCDB consists of files that reside in a directory tree (\ 1 BMLAN DCDB) and
can be backed up during the normal operation of your server. If not already
done on a regular base, the next three sections describe methods to do this.

3.14.1 Manual Backup

A simple way to make a copy of the DCDB subtree is by use of the XaPY
command:

XQPY C\ | BMLAN DB <drive>:\DOB /S /E/H/R /T /V

This command above copies the entire subtree to the directory \DCDB
located on a drive specified by <drive>.

3.14.2 Replication to a Backup Domain Controller (BDC)

If you have set up one or more Backup Domain Controllers (BDC), a copy of
the DCDB should already be there. This is done automatically by the
DCDBREPL service. Check that all directories under \IBMLAN\DCDB contain
K. RP$, which indicates that replication is functioning properly. An example is
shown in Section 6.9.5, “Verifying that DCDB Replication Was Successful” on
page 200.

3.14.3 Backup With LSMT

The LAN Server Management Tools, described in Section 3.8.2, “LAN Server
Management Tools (LSMT)” on page 52 and in Appendix B, “LAN Server
Management Tools (LSMT)” on page 255, are perfect for extracting DCDB
information and storing it in ASCII files, which later can be restored by LSMT
if necessary.

3.15 Remove HPFS386 Access Controls

If migrating from a HPFS386 system, the HPFS386 access controls should
be removed from all HPFS386-formatted drives. If you had installed and
disabled Local Security, you already used PREPACL in Section 3.11, “Remove
Local Security” on page 56 to remove the ACLs on your boot drive.
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The PREPACL utility backs up, removes, and, after the migration, restores all
HPFS386 Access Control Profiles applied to any subdirectories or files
specified as a parameter. Be careful, since PREPACL removes the ACLs and
copies backup information to an ASCII file. Careless repetitive usage of this
utility will overwrite previous file contents, and the ACLs will be completely
lost.

As can be seen in Figure 15 below, the PREPACL utility accepts many
parameters.

(@) [l % Jprepacl
The PREPACL command syntax to remowe and sawve ACLs is:

FREPACL /P #B:d:“pathhfilename | AH [AFL:d:i\path\filename |
SDL:d: wpathsfilename | AD:dispath] [FL1:d: spathsfilename]
[#LZ:d: wpathhfilename] [4LR:divpath] [A0]

/P specifies to remowe the ACLs,

/B 15 the file where the removed ACLs will be sawed.

/M specifies not to save the remowed ACLs,

fFL is a file containing a list of files from which to remowe HCLs.

L is a file containing a list of subdirectories from which to remowe ACLs.
is a SuhdirectorH from which to remowve ACLs,

1 15 the name of the error LD? file,

2 15 the name of the histDrH og file.

F is the path to the “IBMLAN subdirectory.

0 specifies to remowve only the ACLs specified with this command.

The PREPACL command syntax to restore ACLs is:

FREPACL /R #B:d:“pathsfilename [AL1:d:path\filename]
[#L2:d: vpathhfilename] [/ LR:d:vpathl]

where:

/R specifies to restore HCLs.

fBis the file containing the ACLs to restore.
/L1l is the name of the error log file,

/L2 is the name of the histDrH og file.

fLR is the path to the “IBMLAN subdirectory.

[-1100 %]

Figure 15. Syntax of the PREPACL Ultility

The following syntax diagram shows only the necessary parameters we used
to perform this step:

The syntax for PREPACL is
PREPACL / P / B: <filename> / D <dirname>

where:

/P Removes 386 HPFS access control profiles in preparation for
0S/2 installation.
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/ B: <filename> When removing access control profiles, specifies a file name
in which to save the access control profiles. If this parameter
is not used, / Nmust be specified.

/D <dirname>  Specifies a single subdirectory from which to remove access
control profiles.

In the following example, we used PREPACL to remove the ACLs from the F:
drive and save them to a file F:\ D SKF. ACQL.

(@) [D:\]prepacl /p /b:f:\diskf.acl 7d:f:
Preparing ACLs for workstation, Please wait...

Processing complete.

(@ [D:v1_

Figure 16. Backing Up and Removing ACLs with PREPACL

3.16 Boot-Time Considerations
To minimize problems, remark the NET START SERVER statement to prevent the
server service from starting after every reboot during the migration.
The following actions are not necessary but can help to avoid problems and
shorten installation time:

« Remark all device drivers in the CONFIG.SYS that are not necessarily
needed for the migration.

« Remark all programs in the STARTUP.CMD that are not necessarily
needed for the migration.

« Remove the icons of all the programs from the Startup folder that are not
necessarily needed for the migration.

Don't forget to undo these changes after the migration if you need them for
normal server operation.

3.17 Remove IBM Peer

If you have installed IBM Peer for OS/2, remove it by calling LAN NST before
installing OS/2 Warp Server for e-business. File and Print Services will not
install over IBM Peer.
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3.18 Document Printer and Queue Definitions

If you have defined printer queues on your server, manually recording all the
printer and queue definitions is a tedious task. We used the utility BACKPRN,
which backs up printer and job properties to a file. This file can be used later
for restoration by RESTPRN (see Section 6.12.2, “RESTPRN” on page 225)
or RINSTPRN (the remote printer installation program - see Section 6.12.3,
“RINSTPRN" on page 226).

A printer and job properties file consists of printer driver specific data defined
for a printer and a queue. The printer part describes hardware-related
information, such as which fonts are installed or which options are installed
on the printer. The job properties consist of information about what paper to
select, what resolution and orientation to use, and so on. So, printer
properties belong to the printer, and job properties belong to a queue. These
two types of properties are closely related to each other; so, it makes sense
to back them up together.

Invoking BAOKPRN without any command line parameter will show the syntax of
the program as well as the available printers, queues, and the printer drivers
used by them.

The syntax for BAOKPRNis:

BACKPRN <printer-name>[ . <queue-name>] <file-name>

where:

<printer-name> This is the name of the printer to copy the printer
properties from.

<queue-name> (Optional) This is the name of the queue to copy the job
properties from (if no queue is specified, the first defined
for the printer is used).

<file-name> This is the name of the property file.

For example:
BACKPRN PSCR PT1. PSCR PT1 pscript. pj p

The property file (ext ension . pj p) created with BAGKPRN contains the printer
and job properties as well as information about the driver used.
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(0)D: \rinstprn>backprn

Backup Printer and Job Properties

Syntax: BACKPRN [?]1 | <printer-name>[.<queue-name>] <output-file>

<printer-name> HName of the printer (mixed case required!!!)
<{queue-name> Name of the queue (mixed case required!!!)
<output-file> Name of the file to write to

BACKPRN [?] Displays a list of available queues
BACKPRN <printer-name>[.<queue-name>] <output-file>
Urites the properties to the file
if you don’t specify a queue, the default one is taken

ITSC Boca Raton, Florida

Available Printers:

Printer Queue Device Driver

IBHAB19 IBHAB19 IBHA019.1IBM 4019 LaserPrinter
HPS HPS LASERJET .HP LaserJet 5/5H
IBHHULL1 IBHHULL IBHHULL

LEXHARK LEXHARK PSCRIPT.Lexmark Optra C
KYOCERA KYOCERA PSCRIPT.Kyocera F5-600 (KPDL-2)

(O)D:\rinstprn>_

Figure 17. BACKPRN Output

To continue the example, the command is executed again to save the
properties of the IBM 4019 printer with the output illustrated in Figure 18 on
page 67.

Although there is a warning in this particular example, the backup completes
successfully. The printer properties that cannot be found are printer driver
specific settings, such as forms and tray information, which, in this case,
have not been changed. We decided to include it in the example because the
help on the utility is not extensive, and we wanted to show that the message
was nothing to worry about.
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(0)D:\rinstprn>backprn IBMAD19.IBHAB19 ibmdD19.pjp

Backup Printer and Job Properties

Start of backing up printer and job properties

Printer [IBMA019] Queue [IBMAG19] Driver [IBMA019.IBM 4019 LaserPrinter]
Warning: Can’t find Printer properties information.
Backup to file ibm4B019.pjp successfully finished.

(-1)D:\rinstprn>_

Figure 18. Using BACKPRN to Save Printer Properties

3.19 Document Multimedia Device Configuration

If, for any reason, you have setup Multimedia Services on your server,
manually record any multimedia device configuration parameters. Multimedia
Services will not be migrated and have to be set up manually after the
migration.

3.20 Deactivate Fault Tolerance

If you are running OS/2 LAN Server Fault Tolerance, unmirror and deactivate
all those currently mirrored drives on which services will be installed.

In our test environment, we used OS/2 Warp Server's OS/2 base Syslevel
3005 with fixpack 36 and OS/2 Warp Server’'s LAN Server syslevel 8200 with
fixpack 8506.

As you can see in Figure 19 on page 68, the mirrored Partition Gis recognized
with FSTYPE 87.
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(0) [D:\]1fdisk /query

Drive Name Partition Vtype FStype Status Start Size
1 0000003f : 1 0a 2 0 7
1 S0S c: 1 04 1 7 23
1 SRV163 D: 2 07 1 31 502
1 0010ab83 E: 2 06 0 533 102
1 0013db50 : 2 87 0 635 1513
2 0000EO3f : 1 0o 0 0 7
2 00003f00 F: 2 07 0 7 627
2 0013db50 G: 2 07 0 635 1513

Figure 19. Disk Setup for Fault Tolerance

You can deactivate Fault Tolerance by executing the following steps:
1. Start the FTSETUP Program
2. Under Options, select Deactivate Fault Tolerance...

A dialog will appear as shown in Figure 20 on page 69. Choosing
DEACTIVATE will perform the following:

¢ The RINSFTMIN T. EXE and DEVI CE=DI SKFT. SYS lines will be removed from
the CONFIG.SYS file.

« All drives that are mirrored or pending a mirror are unmirrored, and
their secondary partitions will be deleted.

« All detached partitions will be recovered.

3. The system will need to be restarted.

After the migration has completed, disk mirroring can be re-enabled again.
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Fault Tolerance Setup
Drive Options Help

IPL Volume Status

C: BOOTOS2 Cannot mirror
D: as2 Cannot mirror
E: SADUMP Cannot mirror
F: SRV163_F Cannot mirror
G: SRV163_G Mirrored

Deactivate Fault Tolerance

Figure 20. Unmirroring and Deactivating Fault Tolerance
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Chapter 4. Panel-Driven Installation

In this chapter, we will review the different steps for the panel-driven
installation of OS/2 Warp Server for e-business.

4.1 Introduction

Even if you plan to migrate your servers using the unattended technique, we
recommend that you execute a panel-driven installation to get the feeling of
what is going on during this process. So, in order to help you as much as we
can, we will try to highlight some valuable points when preparing a CID
installation.

To clarify terms in this chapter, we will differentiate three types of servers:

Primary Domain Controller (PDC) Responsible for validating user logons
and maintaining logon assignments

Backup Domain Controller (BDC) Keeps a read-only copy of the users
information and is able to take over the
function of the PDC when the PDC is
down or just overloaded

Additional Servers Hold the users private and shared
files, applications, and control the
various print queues

We assume that the PDC and BDC do not hold any user related files that are
related to the File and Applications servers. That is, we will certainly find

Access Control Lists (ACLs) on these, which will probably have the HPFS386
file system installed, while the PDC and BDC can just use HPFS or even FAT.

In your organization, with your network configuration, the actual servers may
play two of these roles. We will assume these functions are on separate
servers, but you can logically add the items related to the role actually taken
by a given machine to have a good idea of what is to be done during the
preparation and the validation of your migration. Obviously, the installation of
the new system, by itself, will be the same in all cases, and we will describe it
only once.

We will mention some tools we used during our tests. These tools are on the
CD-ROM accompanying this redbook. For simplicity, we have put brief
information about these tools at the end of this chapter.
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4.2 Preparing the Migration

The migration preparation sequence, or the roadmap, has been detailed in
Section 2.2, “Migration Decision Road Map” on page 18, so we will just
describe the steps needed for each type of server.

4.2.1 General Structure of a Server Disk

This section describes the disk layout we used in our test domain. This disk
layout is the same on all servers and represents our real life experience. Your
real structure may be different, but the adaptation of the scenario will be easy
as long as the operating system and OS/2 Warp Server for e-business
components occupy a dedicated partition. For illustration purposes, we show
our structure in order to help you understand the various examples that may
use a hard-coded boot drive letter.

Boot Manager (1 cylinder)

C Miintenance Partition (Prinary, 20M FAT Formatted, So0S)

D SystemPartition (Logical, 500 HPFS Formatted, O82)

E Dunp Partition (Logical, Mensize+lM FAT Formatted, SADUMP)
F. File Area (Logical, Rest of the D sk, HFS Formatted, Srv_F)

Figure 21. Partition Layout of Our Servers

The F: partition of our primary and backup domain controllers is either left
empty or used for holding the distribution files for unattended installations.

The other servers hold the user directories and files on their F. partitions.

All our servers are using the HPFS386 file system (even if this is not
specifically needed for the primary and backup domain controllers).

Backup Your Data

It has been mentioned many times in this redbook, but it is worth repeating
again: It is highly recommended to have a current and verified backup so
that it can be used to restore in case something goes wrong.

4.2.2 Backup Domain Controller

72

Migrating the Backup Domain Controller is certainly the easiest task in our
scenario. We can rely on the replication mechanism to actually refresh all the
users related information that could have changed during the installation
period. So, the tasks to accomplish are:
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1. Check that the server is actually working as expected (using, for example,
the LSC.CMD program from the CD-ROM accompanying this book).

2. Remove the Access Control Lists that are present on the system disk

because they may prevent the installation program from accessing some

of the OS/2 LAN Server-related subdirectories. (A Backup Domain

Controller maintains ACLs on its \IBMLAN\DCDB subdirectory).

Install the new system.

4. Check that the server still works as expected. If it is needed, you will
perhaps have to resynchronize the password of the server (using, for
example, the RESYNCPW.CMD program from the same CD-ROM)
Normally, the access control lists that are relative to the LAN Server
subsystem would have been recreated automatically.

w

4.2.3 Migrating the File and Print Servers

For these types of machines, you should make sure you have a current
NET.ACC backup. Note that the migration of one server of this type will imply
the interruption of some services provided to your users. Files and printers
under this server control will be unavailable during the migration. If such an
interruption is unacceptable, you will have to move all the controlled
resources to another server (using one of the means described in Chapter 6,
“Migrating Hardware” on page 183) before migrating.

4.2.4 Migrating the Primary Domain Controller

This is certainly the most tricky element. In fact, the best way is to exchange
the roles of the Backup and the Primary Domain Controllers. Once they are
switched, migrate the Backup Domain Controller. Afterwards, exchange once
again the roles to reach the same setup you had before. Performing the
migration this way will guarantee that all the modifications that may occur on
your domain while you're migrating will be validated and stored by the
temporary Primary Domain Controller, and that after the replication of the
DCDB tree on the temporary Backup Domain Controller, it will be ready to
regain its role of Primary Domain Controller.
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—— Switching Servers Roles

While it is helpful to have some CMD files that will do the job directly, the
role switching between a Primary and a Backup Domain Controller is
straightforward: Your domain will still be operational if you only have a
Backup Domain Controller. Since you cannot have two Primary Domain
Controllers, you must change the role of the Primary Domain Controller to
Backup, and when this is done, you change the role of the Backup Domain
Controller to Primary.

To change the roles, you must first stop the NETLOGON and DODBREPL services
on the PDC, then change the role and restart the two services. The
sequence is:

NET STCP NETLGEON
NET STCP DCDBREPL
NET ACCONTS / ROLE BACKWP
NET START DCDBREPL
NET START NETLGAN

These commands may be issued from any workstation using the NET ADM N
/ C command.

Obviously, this cannot be done if you have only one server (which will then be
primary domain controller (PBC) and file and print server). In this case, you
may consider using a spare machine (it does not have to be a powerful one,
nor a machine with large disk space available) to act as a temporary Primary
Domain Controller. This can be done in the following way:

1. Install OS/2 Warp Server for e-business on a machine specifying it will be
a Backup Domain Controller. This installation can be used to get familiar
with the product.

2. Add the server to your domain (for example, by using the ADDSRV.CMD
file, which resides on the CD-ROM).

3. Check that the replication has been performed successfully (LSC.CMD
and LSDCDB.CMD files may also be used here as described in the
chapter dealing with the migration to a new hardware).

4. Define this machine as the Primary Domain Controller by switching the
roles using the procedure described in the box above.

5. Migrate your old domain controller to OS/2 Warp Server for e-business.

6. Switch back the roles and free the spare machine.

Note that migration can take a few hours, and that no modification should
occur on your network (NET.ACC and DCDB) during the process. Using a
temporary Primary Domain Controller can be considered as an insurance

74  Migrating to OS/2 Warp Server for e-business



policy: The LAN Server code will keep all your definitions (NET.ACC and
DCDB). Access Control Lists (ACLs) are applied to your HPFS386 disks
through other methods.

You may consider making the temporary Primary Domain Controller the
permanent Primary Domain Controller. If the temporary machine was just not
good enough to run your company’s favorite word processor, for example, a
Pentium 100 with 32 MB of memory and 1 GB of disk space, it could easily
perform the tasks of a Primary Domain Controller. Be aware, however, if you
have many additional servers, NET.ACC replication can be quite 1/0O and
CPU-intensive.

4.3 Performing the Migration

This section shows how to perform the migration using OS/2 Warp Server for
e-business. You may have noticed that no boot diskettes are shipped with the
server. This is because CD-ROM #1 is a bootable CD-ROM. If the new
machine where OS/2 Warp Server for e-business is being installed does not
support booting from a CD-ROM, you can create the set of three boot
diskettes with the O NST command.

4.3.1 Installing the OS/2 Base Operating System

The first migration task deals with migrating the previous base operating
system to the level of OS/2 Warp Server for e-business. Perform the following
steps:

1.

Insert the OS/2 Warp Server for e-business CD-ROM in the machine’s
CD-ROM drive and insert the first boot diskette (Installation Diskette) in
drive A:

Note: Machines that support booting from CD-ROM don’t need to boot
from boot diskettes since the OS/2 Warp Server CD-ROM is bootable.
Insert the first CD-ROM instead and skip the diskette-changing step.

2. Shut down the system and reboot.

3. Insert Diskettes 1 and 2 as prompted. If the CD-ROM was not inserted in

the step before, you’'ll be prompted to do so.

When .ADD filters are loaded from Diskette 2, some warning messages
might be displayed informing you that some Adaptec drivers cannot be
loaded (AIC7870.ADD and AIC78U2.ADD), which can be ignored if your
hardware does not have these adapters.

When Diskette 2 has finished loading, the installation program will inspect
your system for availability of logical volumes.
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— Note

Since it is the first time you are installing OS/2 Warp Server for
e-business, you will receive a message stating that some compatibility
volumes have been created, and that you need to reboot your system.

0OS/2 Warp Server for e-business uses a new disk managing technique
based on logical volumes. As long as you do not use the new Journal File
System (and up to now, you don’t), the main difference you’ll notice is that
the disks are now managed by the Logical Volume Manager, LVM, not
FDISK anymore. FDISK, as a command and utility, is no longer available.

Since FDISK is no longer shipped with OS/2 Warp Server for e-business,
you might need to modify your self-written utility programs that rely on
FDISK. For example, if you used the FD SK / QUEERY command to determine
the CD-ROM drive letter, you would need to rework this procedure using
the LW/ QERY command. Note that the output text has changed.

Also worth mentioning is that logical volumes can be assigned any drive
letter, and the CD-ROM drive letter can have a fixed one.

If you need to rely on the output of FDISK, to avoid overriding, you can
rename FDISK.COM (located in the \OS2 directory of your current
installation) to another name, such as OFDISK.COM. However, only use
the / QUERY parameter since the old FDISK cannot cope with logical
volumes. Not doing so might result in very serious problems.

If you rename the old FDISK.COM file to be able to use its output, modify
your self-written programs to accommodate the new name and double
check that only the / QERY parameter is used.

The installation program continues by displaying a Welcome screen that
lists the components and services offered by the product and introduces
the panel-driven installation. The following describes the various steps of
the process:

1. Preparing the system
» Select the install volume

« Format the volume if necessary. (In our case of a migration, we will
obviously not format the volume.)

« Copy the system files
2. Configuring hardware and software options

3. Installing and configuring the server components

Migrating to OS/2 Warp Server for e-business




The Installation Volume Selection is displayed.

. Choose the option that says Speci fy anot her vol une, even if the Accept the
sel ect ed vol une option is highlighted. Hit Enter to continue.

The LVM text mode screen is presented to you. Only your previously
bootable partitions are displayed. Don’t panic, the other partitions are still
there, but the LVM started in the Logical View mode and only the bootable
partitions have been associated automatically with volumes. These
volumes have not, however, an assigned drive letter. You will need to
provide one.

. Using the arrow keys, highlight the volume you want and press Enter.

Like in the old FDISK screen, a menu is displayed to you where you can
select Change the Volume Drive Letter.

You are prompted with a list to indicate the drive letter you want to assign
to this volume. Repeat that step for all the bootable partitions you have. At
this time, don’t forget to indicate on which partition you want OS/2 Warp
Server for e-business to be installed.

. Assign drive letters to the remaining partitions of your disks using LVM. To
locate them, use the Physical view by pressing the F5 key.

Their previous labels are not displayed anymore. Instead, remaining
partitions are given some names, such as[A 1], [A 2]... . Switch back to
the logical view by pressing F5 to create logical volumes.

Since those partitions are likely to be data partitions, in the following
window, you may choose Create a volume that does not need to be
bootable. This creates a Compatibility Volume (a volume that is
associated with only one partition) or a Logical Volume (they can be
associated with more that one partition, assuming they are
JFS-formatted).

When defining a volume, you need to assign a drive letter to it (using the
same process as described before). The system asks you about the
associated partition (you can create a new one or use an already existing
one).

. Since the drive letters have been maodified, the system needs to be
restarted. Re-insert the installation diskette and press Ctrl-Alt-Del.

After the reboot, the newly-defined volume will match your specifications,
and you will be able to continue the migration process.
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Another Method

You can also (if needed) directly call the VCU.EXE program that is located
in the \ G821 MA@\ DI SK_6 subdirectory of the CD-ROM. You will then receive a
message informing you that the compatibility volumes have been created,

and that the system needs to be rebooted.

When you accept the installation volume (you may need to double-check
the LVM screen to be sure), the next step consists of specifying what to do
with the selected installation volume. The associated screen displays
three choices:

1. Not formatting the volume (needed for a migration and the one you
should choose).

2. Performing a long format of the volume (the best choice for a new
installation).

3. Performing a quick format of the volume (very fast but may leave some
unmarked bad blocks on your disk and possibly cause problems later).
This option was the default choice for the previous OS/2 Warp Server
version. The more experienced user exited to a command line to
execute the FCRWAT /L long format command instead.

8. If your machine uses the HPFS386 file system, an information window is
displayed providing you the last chance to remove the ACLs. You can use
the F3 key here to get a command prompt or press Enter to continue with
the installation.

This installs the OS/2 base operating system to your machine.

9. After all files have been copied to the machine, you will be prompted to
reboot the machine. Perform as prompted.

10.Define your system configuration as shown in Figure 22 and Figure 23.
Note that these windows have not changed from the OS/2 Warp 4 install.
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_« System Configuration

If the following hardware and country choices are correct, select Next. To change a

choice, select the icon beside it.

~Local
E Country @ Keyboard
United States =i United States
~System
@ Mouse Primary Display
PS/2 (tm) Style Pointing Device ==l SVGA (Cirrus Logic)
Serial Device Support Secondary Display
upport Installe =1 Hone
; Support Installed N
~Currently Installed Peripheral
CD-ROM Device Support Printer
@' |Panasonic CF-41,CR-571,CR-572[%¢] [— |No printers attached |
Multimedia Device Support SCS| Adapter Support
i3] one | [none #

Help

Figure 22. System Configuration Panel (1 of 2)

Pay attention to the video display that has been detected by the installation
program. Previously installed video drivers are not detected and will not be

used. If the one presented doesn’t exactly match your display adapter, select

Video Graphics Array (VGA) from the list. This will guarantee the system

starts properly. After the migration has completed, you may install your
display driver in a separate step using, for example, the DSPINSTL utility or
the display installation program that came with the display adapter.

System Configuration (cont.)

If the following hardware choices are correct, select Next. To change a choice, select

the icon beside it.

-Additional Hardware Support

@ Advanced Power Management
Support Installed

@ SCSI I Optical Support
No Support Installed
@ External Diskette Drive
= No Support Installed

Infrared Support
i

No Support Installed

PCMCIA Support

Ho Support Installed
Dock Il Configuration

== Ho Support Installed

@I UltraBay Device Swapping
Ho Support Installed

% Bidirectional Print Support
Ho Support Installed

Previous

Help

Figure 23. System Configuration Panel (2 of 2)
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11.Even if the country was selected in the first configuration panel, you will be

presented with the following window where you can select the default and
secondary code pages that will be used by your system (850,437 which
covers the broadest set of national characters available for Western
Europe and English speaking countries is certainly the best choice for
these areas).

If you select an European country, you'll even be able to select the use of
the European locale. This ensures the Year 2000 compliance of your
server in these locations.

&4 Country Information

Switzerland (ltalian) -

SU':'a Codepage

Tal\.yan (ROC) (Primary, Alternate)
Thailand

Tunisia ) (437, 890)

Turkey

United Arab Emirates (®) (850, 437)

United Kingdom
Uruguay
Venezuela
Yemen

(ERI

L Use Furo Locale

| 0K I ‘ Cancel | Help

Figure 24. Country Information Panel

12.The usual printer selection panel is then displayed, and you can, if

needed, indicate the primary printer associated with the server. If you
don’t have any preferences, you may install the IBMNULL printer driver.
This ensures ASCII text printing from a printer that can be attached to the
server.

When all these elements (more or less relative to the hardware) have been
collected, the installation program enters its last phase.

You have to specify the elements you want to have added to the base
operating system. Unless you have good reasons, we advise you to install
as few elements as possible: An OS/2-based server generally runs
unattended and is mostly controlled by remote REXX programs and is
definitely not a development platform.

Also, note that this phase, just as the preceding one, can be easily
restarted after the migration by executing I NSTALL from the command line
or by clicking on the Selective Installation icon.
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05/2 warp server for e-business Setup and Installation
Options  Software confi i Help

Make sure there is a check in the box next to the features you wish to install. Select
“More.." to make additional choices for a feature.

[_| Assistance Center (1.74MB) oo,
¥l Fonts (150.10MB) [ were
[ System Utilities (1.99MB) e
¥ System Components (1.07MB) ,II
[_I Printer Utilities (10.79MB) HMore..
[_I Tools and Games (18.31MB) Hore..
[_10S#2 DOS Support (1.654MB) Hore..
[ WIN-05/2 Support (9.17MB) Hore..
] Multimedia Software Support (18.36MB) Hore..
|_| Java Development (24.70MB) HMore..

|- Symmetric Multiprocessor Support (1.01MB)

Previous Help

Figure 25. Selecting the Optional System Components

13.As shown in Figure 25, we have only selected Fonts (to have a system
that will be able to take advantage of the Unicode support), System
Utilities, and System Components.

We have suppressed any DOS Support, Multimedia, Development, and
the Tools and Games. (On the CD-ROM that will come with this book,
you'll find plenty of OS/2 and Server-oriented tools.) However, if you plan
to run OS/2 Warp Server for e-business as a Java Server, we recommend
selecting Java Development.

The following three figures show the windows selected in the previous step
when pressing the corresponding More... button. Figure 26 on page 82
shows that only Unicode Fonts, which is the default, is selected.
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—+ Fonts

Select the drive where files required for Fonts will be
installed.

> Destination Drive

Make sure there is a check mark next to each optional
font you want to install.

[ Unicode fonts (22MB)

[[| Japanese fonts (10MB)

[_1 Simplified Chinese fonts (35MB)
[_I Traditional Chinese fonts (54MB)
[_IKorean fonts (23MB)

[_1 Arabic legacy fonts (1MB)

[_I Greek legacy fonts (1MB)

[[1 Thai fonts (2MB)

| 0K I ‘ Cancel | ‘ Help |

Figure 26. Fonts Selection Window

Figure 27 displays the System Utilities selection window. All system
components but Sort Filter (which, for European countries, doesn’t sort at all)
are selected.

#  System Utilities

Make sure there is a check mark next to each
utility you want to install.

[¥ Backup Hard Disk (34KB)

¥l Change File Attributes (36KB)
|¥ Display Directory Tree (33KB)
|¥! Manage Partitions (263KB)

¥ Label Diskettes (33KB)

|¥ Link Object Modules (438KB)

¥ Picture Viewer (90KB)

[¥ PMREXX (146KB)

[¥ Recover Files (45KB)

|¥! Restore Backed-up Files (38KB)
[_I Sort Filter (31KB)

[ Installation Utilities (257KB)

|¥ Create Utility Diskettes (179KB)
[¥ Serviceability and Diagnostic Aids (403KB)

| OK I ‘Cancell ‘ Help |

Figure 27. System Ultilities Selection Window

Figure 28 on page 83 displays the System Components selection window.
The JFS file system will be installed.
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_~ System Components

Make sure there is a check mark next to each
system component you want to install.
p T4 [ security (396KB)
[¥ High Performance File System (252KB)

|¥ Journaled File System (453KB)

| 0K I ‘Cancell | Help |

Figure 28. Systems Components Selection Window

Note: The HPFS file system is selected here because the previous server
was installed with HPFS partitions.

14.As shown in Figure 29, the last OS/2-related pop-up window appears
prompting you how to cope with your previous configuration. Both check
boxes are already selected for you. Since it is desirable to migrate
previous configuration files and to have the opportunity to make changes
to the new CONFIG.SYS file (some previous settings, such as SET PROWFT,
are not transferred), press OK to continue.

Use the mouse or the spacebar to place a check mark in the box next
to each action you would like to perform.

]
[+fi Migrate your existing configuration files with your new configuration files.

5]
[ At the conclusion of the installation, view and edit migration results.

Cancel Help

Figure 29. Previous Configuration Handling through Advanced Options Window

4.3.2 Installing the LAN Server Components

The second migration task deals with migrating the previous LAN Server
component to the level of 0S/2 Warp Server for e-business. After the OS/2
base operating system migration has completed, the installation of the server
component will be started, as shown in Figure 30 on page 84. Perform the
following steps:
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Installing Bt 052 Warp Server for e-business

Base nperating system irstalation and confiouration are
complete, o3 now resdy to beinthe server
component isralation, whichincludes the folowing
Tasks:

1. Ivstall hardvware support,
2. Install sffware supporf.
3, Configure the server,

| _Presdous

Figure 30. Server Component Installation

As shown in Figure 31 on page 85, you are prompted to select the services
you want to install. For each component you select, the installation program
will prompt you to provide configuration information. In case the selected
component was previously installed, configuration information will be
migrated. However, you still will have a chance to make changes to it.

Note that some components are checked by default, for example, TCP/IP
Services, and others are mandatory to install, such as Netscape
Communicator. The Current Status list informs you whether or not available
components were installed before and what level they are, for example,
current version or downlevel version.
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Select the services toinstall Current Status

% 9 FloandPrit Sharing Services. | | M ure ..... Backlevel version
@ ATCP/Poervikes |1 M ure ..... Not Installed
lﬁ || Remote Access Services Mof Installed

/I Netscape Communicator Not Installed
m |_1 Tivoli Management Agent Mot Installed
:_ﬁd_] |_1 PSnS Backup and Recovery Mat Installed
@._, |_I LDAP Toolkit Not Installed
=3 (] Advanced Print Services Not Installed

Previous || Next Help |

Figure 31. Server Components Selection

Clicking on the More... button provides you with a more detailed
configuration panel of the component. As for the migration, we advise you
to keep the things as simple as possible and just select a migration of the
needed and defaulted components. When your server is up and running,
you’ll have time to add other components.

Most components are installed with the Feature Installer, FISETUP, which
requires the Netscape Web browser. In comparison to previous Netscape
browsers, this version does not support 16-color graphic configurations (a
version that supports 16-color is expected to be available when OS/2
Warp Server for e-business is released).

15.Click Next to continue the installation process. As shown in Figure 32 on
page 86, the OS/2 Warp Server for e-business Configuration panel will be
presented to you.

Because all configuration information has been retrieved from a previous
installation, most items are marked with a blue dash, which means that
acceptable default settings can be used.
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Note

When migrating a Primary Domain Controller, an additional and
to-be-configured item is added to the list. You will be required to provide an
administrator ID along with a password.

Configuration

= Fie and Print Sharing Services @ ‘welcome to Configuration
= Network Adapters for Fille and Prmt Sharing
= 396 HPFS

= jutostart

— = TCP/IP Services

To corfigure a service, select an item listed onthe left side of this
window.

— = Netscape Communicator
— = Books Key
— = Error Logging Services

— = Network Adapters and Protocol Semvices

> - Service needsto be configured
= - Service has acceptable default seftings
+ - Service has been configured

Previous || Install ” Help

Figure 32. OS/2 Warp Server for e-business Configuration Window

Go from item to item to check or change configuration information.
Especially pay attention to the items that are preceded by a red-colored
arrow.

As shown in Figure 33 on page 87, the previously defined server and
domain names were retrieved.
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Configuration

= @ 0512 Wacp Server for e'business

File and Print Sharing S evvices E% File and Print Sharing Services
= Network Adapters for File and Print Sharing Installation Drive: e
e Select the type of server you want to install
= jytostart
| } () Domain controller
= TCPIIE Services ) () Additional server
[ ™ Netscape Commuricator (®) Backup domain controller
— = Baoks I Reinitialize the domain confrol database,

[ ™ Error Logging Services Typeaname or accept the default name Cif specified) for

— = Network Adapters and Protocol Services both the server and the domain.

Server name
SRY161

Domain name
D01

Previous || Install ” Help I

Figure 33. Previous Configuration Values are Preserved

16.When you click on the Install button, you will be prompted to confirm your
selection by clicking on OK to complete the installation (see Figure 34).

Configuration

You have selected to complete the
installation of 0S/2 Warp Server for
e-business.

Select OK to copy the files and complete
the installation.

Select Cancel to return to configuration.

| ok | | cancet

Figure 34. Starting the Installation

In general, the NetBIOS parameters that were set previously are not
considered as appropriate by the Tuning Assistant, which will tune them
again. An information window will be presented to you, as shown in Figure
35 on page 88.
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08/2 Warp Server for e-business Tuning Assistant - NetBIOS parameters

Your NetBIOS settings have been adjusted by the 0S/2 Warp Server
0 Tuning Assistant. Your original D:\IBMCOM\PROTOCOL.INI file has
been stored as D:\0S2\ INSTALLAWARPSRY.BAKAPROTOCOL.INI.

Figure 35. Information from the Warp Server Tuning Assistant

You may, however, have good reasons to use the previous NetBIOS

parameters. As indicated in the shown message, the previous PROTQOCL. | N

file is copied in the \ 82\ I NSTALL\ directory with the file name of

WARPSRV. BAK.
17.Click OK to continue.

All selected components will be installed now, and many files are copied.

A progress indicator informs you about the installation progress.

18.You are now presented with the Migrate GONFI G SYS/ AUTCEXEC. BAT window,

as shown in Figure 36, showing you the modifications that will be
performed to the two configuration files.

B4 Higrate COHFIG.SYS/ AUTOEXEC.BAT

The left-hand side window displays the original configuration file.The right-hand side
window displays the configuration file created by the installation process, which will be
is complete.

used by the system after the installation

IFS=D:\IBM386FS\HPFS386.IFS /A:x
PROTSHELL=D:\052\PMSHELL.EXE
SET USER_INI=D:\0S2\0S2.INI

SET SYSTEM_INI=D:\052\0S23YS.INI
SET 0S2_SHELL=D:\0S2\CMD.EXE

SET AUTOSTART=PROGRAMS, TASKLIS1
SET RUNWORKPLACE=D:\052\PMSHELL
SET COMSPEC=D:\082\CMD.EXE
LIBPATH=D:\ IBMLANANETLIB;D:\MUGLI
SET PATH=D:\IBMLAN\ANETPROG;D:\ML
SET DPATH=D:\IBMLANANETPROG;D:\ I
BASEDEV=DETHE2.SYS

SET PROMPT=$i[5p]

SET HELP=D:\MPTHN;D:\0S2\HELP;D:\0

- ITIITIN E

SET CLASSPATH=D:\javall\lib\classes
IFS=D:\0S2\HPFS.IFS /CACHE:1024 /C
IFS=D:\0S2\JFS.IFS /AUTOCHECK:*
|RUN= D:AOSZNINSTALLNCLEANUP.EXE
PROTSHELL=D:\0S2\PMSHELL.EXE
SET USER_INI=D:\0S2\0S2.INI

SET SYSTEM_INI=D:\0S2\0S2SYS. NI
SET 082_SHELL=D:\0S2\CMD.EXE

SET AUTOSTART=PROGRAMS, TASKLIS1
SET RUNWORKPLACE=D:\0S2\PMSHELL
SET COMSPEC=D:\0S2\CMD.EXE
|LIBPATH=D:\JAVAT1\DLL;D:\ IBMLAN\I
SET PATH=D:\JAVATI\BIN;D:\IBMLAN
SET DPATH=D:\IBMLAN\NETPROG;D:\1I

- TN N

QFT (I NSCARY=N-ANT2\HFI PA 3l NQC- SFT PRNMDT=&il&nl
RNTTIN (s e e [T RN s s 2l
| Save I I Quit I | Cut l | Copy I |£aste| | Help I

Figure 36. CONFIG.SYS before and after Migration
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Figure 36 on page 88 shows you that our server was previously using HPFS386
(first line in the left list) and that the new GONFI G SYS (the right part) does not
reflect the HPFS386 installable file system anymore. This is normal: It will take a
further reboot to install it. So, please resist the temptation to modify the IFS
part of the new GONFI G SYS and rely on the install program do it in a timely
manner.

You can also notice that, on the right part, we have manually removed the
BASEDEV=Al C78L2. ADD line (it usually appears on the second line below the
QLASSPATH definition). Our machine does not have Adaptec adapters. Don't
forget then to press the Save button before pressing the Quit button in order
to save your modifications. The modifications you perform are not checked
before you save them. Make modifications only if you're absolutely sure they
will not induce an error during the next reboot. Good candidates for
modifications are listed below:

SET PROMPT=($r) [ $p] Modify the prompt in order to display the
return code of the previous command
between parenthesis before the current
path.

SET TZ=CST6CDT Set the time zone to reflect Central USA.
(If you need some more elements to set
the time zone of your machine correctly,
you can get an excellent freeware,
TIMES868, which offers a very nice time
zone calculator.)

SET AUTGSTART=TASKLI ST, FOLDERS, WARPCENTER
Remove Prograns and Connect i ons from
the AUTGSTART line. That prevents the
automatic restart of any unwanted

program, such as the Reconnect window
at start-up of your server.

SET RESTARTGBIECTS=STARTUPFOLDERSONLY

Restrict the automated restart to the
objects that will be put in any folder
having the startup attribute set (there is
one by default in OS/2 Warp, but you
may define others).

SET SQUSEPRETTYQLAK=YES

Modify the aspect of the OS/2 Warp
Center (formerly called Smart Center,
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hence, the SC prefix) to have it display a
nicer clock than the default one.

SET SCKI LLFEATUREENABLED=YES Enables killing a running process by
obtaining the list of the running process
using a Ctrl-Click on the Windows list
button.

SET SCFI NDUTI LI TY=D: \ G52\ APPS\ PVBEEK. EXE
Replaces the object find program by the
more usable PMSeek application.

Depending on your machine type, you may want to remove unnecessary
device drivers, such as either | BMLFLPY. ADD or | BVRFLPY. ADD

4.4 Behind the Scenes

This section is intended for those who want to know how the installation
process is really handled behind the panels, and for those who plan to use
Configuration, Installation, and Distribution (CID) techniques in their
organization. Understanding how the manual installation works is a
prerequisite for setting up a working CID scenario.

For a more extensive description of the CID process, please refer to the
redbook titled The OS/2 Warp 4 CID Software Distribution Guide,
SG24-2010.

4.4.1 The Philosophy

90

The installation program, whose installation screens you saw in previous
sections of this chapter, stores all the choices you made while filling in fields
or pushing buttons. These choices are saved in data files that are called
response files. These response files are used to perform the actual
installation. These files are the same type as those used in the unattended
installation.

Some products allow you to create response files through a Graphical User
Interface(GUI). The LAN Server component of the installation program allows
you to do so. If you click on the Create an Installation Response File radio
button, your following choices will not be executed but translated into a
Response file that will allow you to perform a remote installation of the
product on any machine (that is not necessarily on the one with which you
created it). Other products, like Communication Manager/2, can produce a
response file from a current configuration, which can prove very helpful.
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Obviously, in an unattended installation, you have to handle some parts by
yourself (force a reboot, access the code over the network, and so on), but
installing the actual software is the same in both cases.

4.4.2 Installation Phases

The installation process is composed of three phases, each separated by a
reboot of the system being installed. The following sections provide more
detail about each phase.

4.4.2.1 Phase l

This phase uses the text-based interface. During this phase, the files needed
to restart the operating system from the hard disk are copied. Specifically, the
CDBOOT.EXE program is started, and under its control, CONINST.EXE
(CD-ROM and Network adapter card detection) and SYSINST2.EXE
(Installation type query, FDISK Call, actual file copies) are run.

— Note

If your machine needs some unique device drivers (such as a specific type
of SCSI Adapter), you may need to put them on Diskette 1 of your boot
diskettes and add the lines SET OCPYFROMFLCPPY=1 and SET SAVEQONNECT=1
along with the associated DEVl C&= or BASEDEV= statement in the
CONFIG.SYS file on this diskette. This will ensure that the drivers loaded
will also be copied from the diskette on your hard disk. (The

SET SAVEQONNECT=1 line will prevent deletion of the unknown file at the end of
the installation).

4.4.2.2 Phase 2

During this phase, the rest of the operating system and the selected
components are installed including MPTS.

—CID Installers

As the reboot after Phase 1 is just needed to provide a Graphical Interface
to the user, in an unattended installation, this intermediate reboot may be
skipped.

4.4.2.3 Phase 3

The last phase is used to install TCP/IP and the LAN Server components.
The last objects are created and placed in their respective folders. It is
followed by the last reboot that will load the default desktop.
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—CID Installers

It is just after the last reboot that you may move some icons and generally
perform the desktop cleanup if you wish.

As you may see in our examples, we reorganize the objects associated
with one component just after the installation of this component (through
the steps named OKxxxxx). We also collect some server information after
the entire system has been set up.

4.4.3 Attended Installation Response Files

Even if the administrator installs OS/2 Warp Server for e-business through
the installation panels, selections are stored in response files. They are listed
here with the full path and the process that generated them. CID installers will
then be able to quickly locate them and adapt them to their needs for future
unattended installations.

Table 17. Location and Function of Some Response Files

File Used for
OS2\INSTALL\USER.RSP Base OS/2 specification
OS2\INSTALL\FIBASE.RSP General file for CLIFI (Command Line
Interface for Features Install). Not to be
modified
OS2\INSTALL\EXIT1.RSP Used for configuring the workstation
OS2\INSTALL\EXIT2.RSP address, router also
IBMINST\RSP\LOCAL\BOOK.RSP On-line Documentation
IBMINST\RSP\LOCAL\MPTS.RSP MPTS installation
IBMINST\RSP\LOCAL\TCPAPPS.RSP TCP/IP installation
IBMINST\RSP\LOCAL\LANSRV.RSP LAN Server installation
IBMINST\RSP\LOCAL\FS386CID.RSP HPFS386 installation
IBMINST\RSP\LOCAL\NETSCAPE.RSP Netscape Communicator installation

4.5 Finishing the Migration

When all the Base OS/2 system and LAN Server components have been
installed, there is still some work to do.
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If you migrated a Backup Domain Controller, verify that all its functions are
correctly restored (for example, investigate the LSC.CMD and LSDCDB.CMD
programs). If the machine was originally your Primary Domain Controller, you
will have to switch the roles back with the NET ACOOUNTS command.

If you migrated a File and Print server, also verify that the aliases, shares,
and access controls have been restored correctly.

If you migrated your Primary Domain Controller, then check that everything is
now in place and that your users can access the network and all the shared
files.

— Important Note

During the migration, many parameter settings are reset to their default
values (PATH information is conserved from your previous settings, but
most, if not all, of the tuning parameters are reset to their default values).
So, an important part of the post-migration task will certainly be to restore
these parameters to the values present before the migration if those
numbers are still correct.

One way to do so is to utilize a custom-written utility, QUBE. OMD, that can
perform modifications to a CONFIG.SYS file. Using this utility in our CID
scenario, we have included it on the CD-ROM with its associated
documentation.

4.6 Miscellaneous Post-Migration Problems

There could be any number of possible problems and errors you might
encounter after a migration over an existing OS/2 LAN Server or OS/2 Warp
Server. This section lists a few problems and their solution. In addition to
these, refer to the README.TXT in the root directory of the OS/2 Warp
Server for e-business CD-ROM for additional errors you might encounter.

4.6.1 OS/2 2.x Programs Not Added to Desktop

If you installed to a system that already had OS/2 2.x installed, and your OS/2
2.x programs do not appear on your Desktop, do the following:

1. Turn on the computer. If the computer is already on, press Ctrl+Alt+Del to
restart it.

2. When the small white box displays in the upper left-hand corner of your
window, press Alt+F1.
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3. When the Recovery Choices window displays, press F2.
4. Delete the DESKTOP directory.

5. Press Ctrl+Alt+Del to restart your system. The Desktop should be
re-created.

6. If the problem continues, re-create the INI files. Follow the instructions in
the "Re-creating system files" section of the on-line OS/2 Desktop Guide
in the Information folder.

If you moved program groups off the Desktop and into a folder, you should
move them back on the Desktop before installing OS/2. Otherwise, duplicate
icons could display on the window. If you try to delete these icons, the original
icons will also be deleted.

4.6.2 Cannot Find DOS and Windows Programs after Installation

During the installation process, your existing DOS and Windows programs
are automatically added to your OS/2 Desktop. However, the installation
program might not find all programs (for example, programs located on
remote servers). If this happens, do the following:

1. From the Desktop, double-click OS/2 System -->System Setup-->Add
Programs. The Add Programs to the Desktop window is displayed.

2. Click Search for and select programs to add, then click OK. The Search
for Programs window is displayed.

3. Select your search criteria, then click OK.

4.7 Quick Reference for the Tools Mentioned in This Chapter

This section provides a short description of the function and of the
parameters used by some of the tools we have referenced in this chapter. The
files are mostly written in REXX (so that you can customize or enhance them)
and display a short help text when they are called with an invalid parameter
(since a missing parameter is considered invalid, just invoking the program by
its name will force the display of this text).

4.7.1 LAN Server Check (LSC)

This program allows the display of the general status of any server on your
network.

The syntax for this tool is:

LSC Server Nane </ STAT>
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where:

Ser ver Nane Represents the Universal Naming Convention (\\ ser ver nane)
name of the machine to be queried or an asterisk (*) may be
used to represent the local machine.

STAT Performs the check and provides statistics.

4.7.2 LAN Server Domain Controller Data Base (LSDCDB)

This tool can be used to verify the correctness of the access control profiles
that are associated with the Domain Controller Database. It also allows the
administrator to fix any incorrect value.

The syntax is:

LSDCOB DCNarre </ FI X>
DCN\ane Represents the UNC name of the PDC/BDC to be queried.

FI X Is a request to fix damaged access control profiles.

Note

Use the /FI X option only to a Primary Domain Controller. Changes made
on the PDC are replicated to the BDC. Therefore, it does not make sense to
fix the BDC since errors that existed on the PDC will continue to be
replicated during normal server operation.

4.7.3 Add a Server to a Domain (AddSrv)

This program will perform for you all the needed steps to declare a new server
to your domain. It will declare the required server user ID and add it to the
SERVERS group. This is the only requirement when declaring a new server
into your domain.

The Syntax is:

AddSrv PDONane Server Nane  Ser ver Conment

Where:

PDCN\ane The name of the Primary Domain Controller (without the
leading \\)

Ser ver Nane The name of the server to be added

Ser ver Conment The comment associated with this server
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4.7.4 Resynchronize Passwords (ResyncPW)
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When a server has been down for some time or restored from a previous
backup, you may receive a NET3062 error message when the SERVER service
tries to start. If you then ask to have the explanation of the error (by typing NeT
ERRCR), you are informed that the NETLOGON service could not be started.
The reason is that the password used by the server has been changed since
the last backup. (Since this process is fully automatic, it is difficult to predict
when it occurs). In order to fix this problem, you must extract the password
used on one machine and update the one that is stored at the Domain
Controller with this value. To accomplish this, the following steps can be
performed:

Change the role of the server with the NET3062 error to STANDALONE
Logon locally on the server as an administrator.

Extract (or change) the password for the server.

Logon on the domain as an administrator.

Change the password of the server to the extracted value.

Change back the server role to what it was before.

ogakrwnRE

Extraction and setting of the passwords can be achieved by using PWEXP. EXE
and PWD MP. EXE: The data are in hexadecimal format and the values are still
encrypted and stay that way during the process.

The RESYNCH.CMD file does all this asking you only for an administrator 1D
and password.

If you just installed a new domain, you will have to use the USER O PASSWRD
initial ID and password to log on locally. The program will then ask you for a
valid Administrator/Password pair on your domain. As soon as the
NETLOGON service will have started, the NET.ACC file of the server will be
updated with the definitions valid on the domain, and the USER DY PASSWRD
default pair will probably become invalid for this server as a local logon
option.

If the server was down for some time, or if you just restarted it after a restore,
then the USER DY PASSWIRD pair will be invalid, but a previously declared
administrator should be accepted for the local logon assuming that the
Administrator ID has not had its password changed in the meantime. The
domain logon will use the same user ID and password, and you will not be
asked to enter this information twice.

This program doesn’t require any additional parameters, but it must be run at
the failing server (to perform a local logon).
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Chapter 5. Unattended CID Migration

This chapter provides a quick overview of CID and then describes the
procedure of unattended installation of the various components of OS/2 Warp
Server for e-business. We include actual response files for the products that
we tested with so that administrators can modify these for their unique
environment. To obtain a copy of the response files shown in this chapter,
follow these steps:

1. Unzip the MIGRATE.ZIP file under the \BOOKS directory of the OS/2 Warp
Server for e-business CD-ROM.

2. One of the files unzipped is RBSAMPLE.ZIP. Unzip this file. Make sure to
use the -d option to obtain the subdirectories.

3. You should see a directory called \RSPFILES. The response files are
contained in this directory.

There are also sample response files available in the WARPSRV.ZIP file in
the \ A D\ SERVER MPTS\ UTI LI T™Y\ LU directory of the OS/2 Warp Server for
e-business CD-ROM.

5.1 Introduction

In a complex environment with a large number of servers and hundreds, or
even thousands, of clients, it quickly becomes very time consuming if
systems must be migrated manually. Automating the procedures makes the
entire process easier to handle.

The method used to achieve this is a concept called Configuration,
Installation, and Distribution (CID).

There are other reasons to use CID besides time and resource optimization.
Imagine that a machine you have to update is not physically accessible, or
that the migration must be completed overnight when no one is present to
interact with the installation, such as to insert diskettes, click on buttons, and
S0 on.

5.1.1 Migration Versus Pristine Installation

This book focuses on migration. However, most of the information contained
in this chapter can also be used during a pristine installation. Where it cannot,
the differences are highlighted.
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The main difference between a pristine installation and a migration is whether
a format of the hard disk is done. A pristine installation assumes that there is
no existing valid operating system already on the target machine. Some disk
partitioning is also likely in pristine installation. In addition, the way the
installation is handled requires certain additional procedures to ensure
everything completes successfully.

One approach to migration, outlined in Chapter 6, “Migrating Hardware” on
page 183, does, in fact, involve a pristine installation on a new machine.

This chapter provides the necessary information required to complete an
unattended migration, or installation, to OS/2 Warp Server for e-business. For
the sake of clarity, the installation is discussed initially from a migration
viewpoint. At each stage, we highlight whether there are specific and different
considerations that need to be applied to a pristine installation.

5.2 What is CID?

This section briefly discusses the CID concept and its implementation.

5.2.1 Principles of CID

First, let us describe briefly what CID is. Some of the CID architecture’s
primary goals are to:

« Simplify the installation of software

¢ Reduce installation time

¢ Centralize configuration and remote installation of software

* Reduce software installation costs

« Minimize or eliminate human intervention at the target workstation

« Enable the code executed at the target workstation to perform all required
configuration and installation tasks including the integration of previous
customization

5.2.2 CID Enablement

98

Software that is capable of being distributed and configured through the LAN
is called CID-enabled. CID-enabled products can be configured and installed
remotely on LAN-attached clients with limited or no interaction required
locally at each client. CID-enabled software must be able to use a response
file to determine which options to install, use a redirected drive, and also log
results of the installation to a file.
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5.2.3 CID for Migration

In the context of migration, then, the purpose of CID is to enable remote,
unattended (or at least lightly attended) software installation. This is achieved
by providing answers to installation questions through response files and the
actual procedures required for the installation itself.

5.2.4 Response Files

Response files provide predefined responses to any prompts normally aimed
at the user during the installation or configuration process. This allows user
interaction with the installation process to be bypassed.

Response files are product-specific ASCII files that contain sequences of
keyword-value pairs. They are interpreted during the installation and
configuration process of a product by the installation (and configuration)
program.

5.2.5 Redirected Drives

CID also supports the capability to install from a drive other than A:. This
drive could be an alternate drive on the target system, a redirected drive on a
LAN or other network, or some other device that appears to the operating
system as a logical drive, such as a CD-ROM device.

The workstation that uses a remote (redirected) drive is known as the client
or redirector, and the workstation that provides a remote (redirected) drive is
known as the server, software distribution server, or code server.

The client workstations will access the drive on the server where the product
images reside and will perform the installation. Depending on the method of
communications used, there are different ways to connect to a code server. In
most cases, the redirected drive will be accessed through a Local Area
Network (LAN).

5.2.6 Code Servers

Before starting a CID installation, a code server is required. A code server is
the system that contains the source files (or installation diskette images) to
be used during the installation or maintenance process. It also contains the
response files for each product and an area for log files produced by the
installation routines.

Aside from containing the files and programs required for installation, in some
environments, the server may also initiate and/or manage the installation of
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code in one or more of its clients. In this case, the code server provides more
functions than just file sharing.

Some software distribution managers, such as NetView DM/2, implement, for
example, functions to schedule or remotely invoke software installation
processes. Others, such as LAN CID Utility (LCU), do not have a scheduling
capability.

The features of the particular software distribution manager also determine
within which system environments it is able to drive the automated installation
process. Additionally, these features decide whether this process is required
to be invoked locally (at the target workstation) or whether it may be invoked
remotely (at the client or server) or at the central site.

A system that is being installed, configured, or maintained, is called the client.
It utilizes the resources of a code server to gain access to the files and
programs it requires, and in some cases, will operate under the direction of a
software distribution manager.

In unusual cases, where only very few machines must be installed, or if no
network connection exists, an image of the code server can be provided on
CD-ROM or on the local hard disk.

5.3 LAN CID Utility
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A simple and powerful tool called LAN CID Utility (LCU) ships as part of
Multi-Protocol Transport Services (MPTS) included in OS/2 Warp Server for
e-business.

From a software distribution standpoint, MPTS consists of three primary
components:

e Adapter and Protocol Services
« LAN CID Utility (LCU) and Code Server Setup Utility (CASSETUP)
» SrvIFS (Server Installable File System)

The Adapter and Protocol Services component provides the LAN transport
(network communication) subsystem for OS/2 environments. The LCU utility
is designed to allow an administrator to chain together a series of CID
installations. SrvIFS is actually a small NetBIOS-based file server and
requester (THINIFS). This utility provides file redirection in a CID
environment, enabling clients to access the code server and, consequently, to
install from diskette images.
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For complete information on how to set up this feature, please refer to the
on-line information (.INF) file The LAN CID Utility Guide.

5.4 Software Distribution Managers

Another way to provide a code server is to use a software distribution
manager, such as NetView DM/2 (NVDM/2) or Tivoli Software Distribution for
0S/2 (SWD).

It is beyond the scope of this book to describe the setup, configuration, and
installation of such distribution managers. For complete information on how to
set these up in your environment please refer to the documentation that ships
with these products.

In this chapter, we consider the following types of code server:
* LAN CID Utility (LCU)
* NetView Distribution Manager/2 (NVDM/2)
* Tivoli TME 10 SD 3.1.3 (SD40S2)

In our experience, administrators using the latter two distribution managers
are also familiar with the underlying CID techniques.

These three distribution managers share much of the underlying functionality
of CID. The product response files are the same since they are independent
of the software distribution manager. The installation syntaxes are slightly
different in NVDM/2 (and its successor, SWD) from LCU. In fact, it is a simple
matter to adapt LCU syntaxes to NVDM/2 or SWD Change File Profiles. For
this reason, and because there are other good ITSO publications dealing with
CID, we have not provided a complete set of NVDM/2 or SWD profiles.

However, we have considered specific issues related to NVDM/2 or SWD in
Section 5.12, “NVDM/2 and SWD Implementation” on page 181.

5.5 Chapter Objectives

The principal objective of the remaining sections of this chapter is to
demonstrate how to use CID techniques to migrate your existing servers to
0OS/2 Warp Server for e-business.

Based on our experiences, we have documented all of the steps necessary to
complete an unattended migration or installation to OS/2 Warp Server for
e-business.
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To achieve this, we have provided:

1. Tested, working response files for each installable product

2. LAN CID Utility (LCU) command line installation invocation syntax

The first part of this chapter discusses installation from a LAN CID Utility
perspective. Later in the chapter, we provide the specific information needed

for installation through NetView DM/2 (NVDM/2). As already stated, the
Change Profiles will need to be built from the LCU syntaxes.

5.6 Assumptions in this Chapter

The assumptions we made when writing this book are discussed in the
following sections.

5.6.1 Migration

Above all else, please remember that the installation we are performing is a
Migration. That is, moving an existing server configuration to OS/2 Warp
Server for e-business. Therefore, we do not introduce new functionality to the
server as part of the installation.

5.6.2 Distribution Managers

As already discussed in Section 5.4, “Software Distribution Managers” on
page 101, we feel that anyone using remote installation techniques today
using NVDM/2 or SWD will be able to take our examples and modify them to
suit their environment.

5.6.3 Pristine Installation

In spite of the fact that we are considering a migration scenario, the
installation of new products that come with OS/2 Warp Server for e-business
has been discussed here. However, we emphasize that it is not a specific part
of this migration scenario.

New product installation scenarios are described fully in a forthcoming
redbook titled Inside OS/2 Warp Server for e-business, SG24-5136, available
shortly after OS/2 Warp Server for e-business is released.

5.6.4 CID Knowledge

Throughout this chapter, we assume a basic knowledge of CID techniques.
We believe that many of the existing Enterprise customers already use either
CID, NVDM/2, or SWD products.
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If

CID concepts are new to you, and you are interested in this very powerful

software distribution technique, you may like to read the redbooks titled The
0OS/2 Warp 4 CID Software Distribution Guide, SG24-2010, and OS/2
Installation Techniques: The CID Guide, SG24-4295.

5.6.5 Latest Information

For the latest information on CID-related installations of 0S/2 Warp Server for
e-business, please refer to the README A Don the OS/2 Warp Server for
e-business CD-ROM.

—— Important Notice

The response files provided here are tested, working examples, using real
parameters related to our environment. /It is vitally important that these files
are tailored to YOUR environment prior to installation. This serves two
purposes. It accommodates your configuration and avoids problems where
the installed options within any given product vary. In addition, we strongly
recommend that you thoroughly test your CID installations before using
them in a production environment.

5.7 Preparing the Code Server

This section discusses the preparation required to set up a code server. It is
provided by way of background information only. If you already are
experienced with unattended software distribution, you can skip this section.

5.7.1 Installing and Tailoring the Code Server
The code server set up consists of the following broad steps:

1.

o > 0N

Create the appropriate CID directory structure
Load OS/2 CID Utilities to the code server

Load product images to server

Create response files for each installable product

Set up the software distribution manager, if applicable

5.7.2 CID Directory Structure

Most code servers use a redirected client read-only drive for storing product
images and response files and a read-write client redirected drive for storing
installation log files.
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Some possible structures are discussed in detail in The OS/2 Warp 4 CID
Software Distribution Guide, SG24-2010, or OS/2 Installation Techniques:
The CID Guide, SG24-4295.

5.7.2.1 The ITSO CID Test Environment

The structure that we have implemented in our environment, from which we
provide tested, working examples of LCU syntaxes and response files, is
illustrated in 6.8, “Description of the Example Domain” on page 188.

The two top level directories are used to enable coexistence between LCU
and NVDM/2. They conform to the NVDM/2 implementation as directories
\SHAREA and \SHAREB. The SHAREA directory is read-only. In the
SHAREB, read-write directory, we store our client LCU installation command
files, log files and response files. Below SHAREA, we have the \SHAREA\IMG
directory that contains all product images by name. Below each product
image directory is a version or SYSLEVEL directory. This helps us to manage
multiple releases of the same product. You might implement it differently, but
this works for us.

Although it is possible to keep our LCU installation command files and
response files in a read-only area, our implementation provides flexibility in a
working, production environment.

Let us explain what we mean by this. When new LCU batch and response
files are created by designated CID administrators, they are created
dynamically from a front end user written REXX procedure, which provides
some degree of automation. In order to have access to support the dynamic
creation of such files, read-write access is needed.

Flexibility in Directory Setup
There is no right or wrong way to set up your code server directory
structure just as long as it is consistent and it works for you.

The image of the base operating system is located in the directory
\OS2IMAGE. All other products are located in \CID\SERVER. Copy the
images to the appropriate directories on your code server. If you want to use
our directory structure, you can see it in Figure 37 on page 105.

Once the code server has been installed, the product images must be copied
into the correct directories. All product images can be found on the OS/2
Warp Server for e-business Server Pak CD-ROM.
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Figure 37. CID Directory Structure in Our Examples

In addition to the images, you will also need a collection of tools that are also
delivered on the CD ROM. These utilities provide the LCU code, the REXX
library, and executable code that enables the creation of client boot diskettes,
supports the installation itself, and some template files with which to build
your installation routines.

You can find the utilities in \a D DLL\ O82, \ O D BEXB\ C&2, \ A D EXB MPTS, and
\' A D LAO NSTU directories on the CD-ROM. If you need further information
about any of these utilities, please refer to the README.CID file on the
Server Pak CD-ROM.

The following commands will copy the necessary additional files to the right

places in the CID tree based on the environment described above. In this set
of commands, X is the drive that your CID directory tree is installed on, and

D is the drive letter assigned to your CD ROM drive.
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XGPY D\A D LA NSTU X \SHAREA DLL /S /E
XCPY D\ADDLL\GB2 X \SHAREA DLL\ /S /E
XCPY D\AD BB MTS X \SHAREABEXR /S /E
XQCPY D\AD BB 2 X\SHAREA BEXB /S /E

5.7.3 Creating Response Files
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The code server administrator must build the response files in order to install
the products on the system that must be migrated. There are several ways to
do this.

1. Use Our Supplied Examples

We have provided sample response files that can be tailored to your
environment. They represent working examples, but they are specified
with our configuration parameters and will need to be modified prior to
being used in another environment.

2. Use Versions Created by Install Program

Alternatively, after manually migrating a server to OS/2 Warp Server for
e-business, or installing all required components on a pristine system, a
set of response files are created, built from the user interaction with the
GUI.

Behind the installation shield, the CD-ROM-based installation of OS/2
Warp Server for e-business uses CID techniques. The graphical user
interface collects all the necessary configuration information from the user
and combines it with template LCU parameters and response files. It then
completes a CID installation.

On a server that has been installed with OS/2 Warp Server for e-business,
the response files representing the user’s selections for each product are
placed in the directory \ | BM NST\ RSP\ LOCAL of the boot drive. This is
particularly useful if the test machine is installed with the same or similar
configuration as other systems that you might want to migrate later on.

The response files, like our supplied, working sample response files, can
then be customized to meet your specific needs.

3. Write Your Own Response Files

Using the information available to you (the sample response files and
README.CID file supplied with the product, this redbook, and access to
the CID redbooks The OS/2 Warp 4 CID Software Distribution Guide,
SG24-2010 or OS/2 Installation Techniques: The CID Guide, SG24-4295)
it is possible to construct your own response files for use in a CID
installation.
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We feel that this third option has no advantages given, and that options (1)
and (2) provide all necessary information.

The CD-ROM contains numerous README files and sample response files
that are delivered with the components. For example, on the CD-ROM in the
\'| BM NST\ TABLES directory there are a number of template response files. We
believe that a review of all available information will help the administrator
decide on the best way of creating the response files.

5.7.4 Introducing Feature Installer

Feature Installer, or Command Line Interface Feature Installer (CLIFI) was
introduced in OS/2 Warp, Version 4. Feature Installer offers a set of
installation services available to software developers that frees software
developers from writing customized installation code to install their software.

You can find the executable CLIFI.EXE in the \ 082\ I NSTALL of your boot drive.
CLIFI needs two response files for unattended installation:

« A Generic Response File

This is a response file generated with the CLIFI developers toolkit. It
contains a detailed description of all files and objects to be installed. The
general response file is often very long, sometimes more than 1 MB. It
should not be modified by the user.

e A Partial Response File

This is a response file that is created/managed by the CID administrator. It
contains the user specific details, such as the selection of components,
target paths, and other selections. The settings in the partial response file
override the defaults from the generic response file.

Before installing any additional components, Feature Installer, itself, must be
installed. This happens automatically when the base OS/2 operating system
is installed. Since Feature Installer execution requires a Presentation
Manager environment, it cannot be started from a maintenance system,
which is command-line only.

You can find out more about CLIFI and the generic response files (the
response files that comes with every CLIFI-enabled product) in the redbooks
The OS/2 Warp 4 CID Software Distribution Guide, SG24-2010 and The 0OS/2
Warp 4 CID Rapid Deployment Tools: Migration and Installation Scenarios,
SG24-2012.

The following products are installed using Feature Installer:
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386HPFS

Java Development Kit (including Java Runtime Environment - JRE)
0OS/2 Printer Utilities (HP JetAdmin and Lexmark MarkNet)

Personally Safe 'n’ Sound

Lightweight Directory Access Protocol (LDAP) Client Toolkit
TCP/IP Applications

In this redbook, we discuss Feature Installer only as it directly relates to the
installation of the products in this migration scenario.

5.7.5 Introducing Software Installer

Some products are still installed by the Software Installer program. They are:
e Lotus Domino Go Webserver 4.6.2.5
¢ Netscape Communicator 4.04

¢ Tivoli Management Agent: TME Endpoint 4.0

Software Installer CID Installation Syntax

INSTALL.EXE /X /Al /Qdrive /L1:<error_|log_file /L2:<history log file>
/R <response_fil e>

In this redbook, we provide sufficient information (through syntaxes and
response files) to enable the installation each of these products. Therefore,
there is no need to consider Software Installer any further.

For more detail on Software Installer, including its installation syntax, please
refer to the redbook titled Examples of Using Software Installer, GG24-2529.

5.8 Overview of Installation Steps

108

This section discusses the installation steps required when migrating a
previous version of OS/2 LAN or Warp Server or installing a pristine system.

The installation steps appear in this chapter logically divided into different
phases roughly in the order that they need to be executed. Once in
Presentation Manager mode, after Phase One, there are no real limitations
on the order of installation. There are some prerequisites for specific
products, and we highlight them.
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We expect that, according to environmental requirements, you might want to
add additional steps or modify the order.

—— Note on Installation Order

We have tried to highlight inter-dependencies between individual product
installation steps, but it is impossible to guarantee that in your environment
you will not encounter additional issues. Therefore, we repeat our advice
that you fully test your CID environment prior to actually migrating a
production system.

The complete installation of all products can be divided into a number of
broad phases. These help in understanding the different parts of the
installation. The installation order within particular phases are, broadly
speaking, only important in the preparation phase and Phase One. We
highlight product prerequisites where they exist.

Some products require a reboot after installation. However, in many cases, it
is possible to install multiple products before calling the reboot. Thus, the
installation order can be optimized, depending on the set of products that are
being installed, to reduce the number of overall system boots.

The first part of this section provides an overview of the installation order
were we to install all of the available products.

This overview is followed with more detailed information on each product’s
individual installation requirements including prerequisites where they exist. It
is in these sections that the working response files and LCU syntaxes are
provided.

5.8.1 Preparation Phase

The first part of the installation involves procedures related to system
preparation. This phase occurs in advance of the main installation and
provides file system access to both the local disk and to the redirected
installation drives. It also ensures that no system files are locked, which
would prevent installation. The steps involved in this section are described
below.

5.8.1.1 Create Maintenance System (SEMAINT)

SEMAINT creates a minimal, maintenance system for the purposes of
installation when system files would otherwise be locked. During migration, a
maintenance system is necessary because a new version of the operating
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system is being installed over the top of an existing installation, and system
files are locked.

During a pristine installation, this step is not required.

A maintenance system is a minimal version of the operating system that is
stored in a different directory (that is, C \ MAI NT instead of C \ G82). It may be
stored on a different partition, but this is not essential. The existence of a
maintenance system eliminates the need to boot from diskettes.

5.8.1.2 Logical Volume Manager (LVM) Issues

0OS/2 Warp Server for e-business includes a feature called Logical Volume
Manager, which replaces older versions of 0OS/2’s FDISK utility. LVM can
handle the new logical volumes available with OS/2 Warp Server for
e-business. This introduces some additional considerations into the
installation scenario.

5.8.1.3 Seed LAN Transport (THINLAPS)
This program creates a seed LAN transport system.

5.8.1.4 File System Redirection (THINIFS)

The SrvIFS (Server Installable File System) provides an easy means of
redirection. THINIFS installs the necessary SrvIFS redirection files on the
hard disk.

5.8.1.5 Access to 386 HPFS Volumes (THIN386)
This step is necessary for access to 386 HPFS volumes. We explain this in
Section 5.11.4, “386HPFS” on page 155.

5.8.1.6 LCU Installation (CASINSTL)
CASINSTL installs the LAN CID Utility client code.

5.8.2 Base 0OS/2 Installation - Phase One

110

Phase One of the installation installs the base OS/2 operating system and a
full LAN transport system.

5.8.2.1 Install Base OS/2 Operating System (SEINST)

The base OS/2 operating system is installed in two parts. In Phase One,
SEINST installs the base OS/2 operating system, after which, OS/2 boots to a
Presentation Manager (PM) interface.

In Phase Two (see 5.8.3, “Installation - Phase Two” on page 111), additional
applications are installed through the use of Feature Installer.
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5.8.2.2 Multi Protocol Transport Services (MPTS)
MPTS installs LAN transport code (Adapter and Protocol Services) onto the
system.

5.8.3 Installation - Phase Two

Phase Two occurs in the Presentation Manager mode. During this phase, any
or all of OS/2’s installable features (which cannot be installed in maintenance
mode) can be installed. The features are installed using OS/2 Feature
Installer.

5.8.3.1 Display Driver Install (DSPINSTL)

If SVGA display resolution is required (which generally is unnecessary on a
server), it can be installed during this phase of installation. At the time of
writing, however, Netscape Communicator requires 256-color support and,
thus, installation of an SVGA display is essential. (A version of Netscape
Communicator with 16-color support was expected for the final release of
0OS/2 Warp Server for e-business.)

5.8.3.2 0OS/2 Feature Installer (CLIFI)

New to OS/2 Warp, Version 4, and now included in OS/2 Warp Server for
e-business, the Feature Installer program installs some additional OS/2
features. As previously mentioned, Feature Installer requires a OS/2
Presentation Manager (PM) interface. Feature Installer is also used to install
other applications (see Section 5.7.4, “Introducing Feature Installer” on page
107).

5.8.4 Main Applications
All other applications shipped with OS/2 Warp Server for e-business can also
be installed in PM mode during Phase Two. However, for clarity, this section
deals with what we consider to be the major applications. These include the
File and Print Sharing Services and TCP/IP Application Services.

5.8.4.1 File and Print Sharing Services (LANINSTR)
This installs File and Print Sharing Services, also known as OS/2 LAN or
Warp Server.

5.8.4.2 386HPFS (CLIFI)

386HPFS provides improved access to large disk volumes, and it optimizes
performance in a server environment where many files are open
simultaneously from multiple clients.
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If 386HPFS is already installed on the system being migrated, it will be
updated. If it is not already on the system, then it can be installed. The install
uses Feature Installer. An additional license is required.

5.8.4.3 First Failure Support Technology/2 (FFSTINST)
FFST/2, which used to be installed as part of OS/2 LAN Server or DB2/2, is
now installed with the operating system during a local CD-ROM-based install.

In a CID environment, it must be installed by a separate install procedure.

5.8.4.4 TCP/IP Application Services (CLIFI)

Any subset or all of the TCP/IP Application Services can be installed.
Individual requirements will vary between environments. It is installed using
Feature Installer.

5.8.4.5 Netscape Communicator (INSTALL)

In addition to navigating the World Wide Web, Netscape Communicator can
be used as a Graphical User Interface (GUI) for the installation, configuration,
and uninstall of various products, for example, TCP/IP installation. It is
installed using Software Installer.

5.8.5 Additional OS/2 Warp Server Applications

112

Also installable in PM mode during Phase Two, this section considers
applications that were included in OS/2 Warp Server, Version 4 but not in
earlier versions of OS/2 LAN Server. We have grouped the applications here
for reasons of clarity alone.

5.8.5.1 Personally Safe 'n’ Sound (CLIFI)

Personally Safe 'n’ Sound (PSnS), or Backup and Recovery Services, was
available in the Warp Server, Version 4 package and could be purchased also
as a separate product. It is installed using Feature Installer.

5.8.5.2 Remote Access Services (or PPP Server) (INSTALL)

LAN Distance Connection Server was available in the OS/2 Warp Server,
Version 4 package and could be purchased also as a separate product. It has
now been replaced by Remote Access Services (or PPP Server as it is
known), which allows clients using the PPP protocol to use the LAN by dialing
the Remote Access Services server. Any existing OS/2 LAN Distance must
first be removed before installing the updated version.
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5.8.5.3 Print Services Facility/2 (PSF/2)

Advanced Print Services, or Print Services Facility/2, allows you to print file
formats that your printer typically does not support. For example, you can
define print transforms that allow you to print postscript output on
non-postscript printers.

5.8.5.4 0OS/2 Warp Server for e-business Books (INSTBOOK)
The on-line books can be installed, if desired, during Phase Two using
Feature Installer.

We believe that the majority of server administration in an Enterprise
environment is conducted from an administrator client workstation. It is,
therefore, not necessary to install this documentation on the server.

5.8.6 New Applications

The last install section considers applications that have not been shipped
with any previous versions of OS/2 LAN or Warp Server. These too can be
installed in PM mode during Phase Two. We have grouped the applications
here for reasons of clarity alone.

As these applications have not previously been available with OS/2 LAN or
Warp Server, they should not be considered part of a true migration scenario.
Instead, they are new applications and can be, therefore, considered new
installations.

However, we understand that you might want to install these applications.
Therefore, we briefly discuss installation of these applications and provide
the necessary information required to complete the installation.

5.8.6.1 Netfinity Services (NETFINST)

Netfinity Services supersedes OS/2 SystemView and TME10 Netfinity Server,
Version 4. SystemView was included with OS/2 Warp Server, Version 4. An
upgrade to TME10 Netfinity Server was available after initial shipment of
0OS/2 Warp Server, Version 4.

Netfinity Manager and Client Services are highly responsive hardware
management features that support key systems management tasks. They
can be installed in Phase Two of the installation.

5.8.6.2 Lightweight Directory Access Protocol (LDAP) (CLIFI)
OS/2 Warp Server for e-business supports Lightweight Directory Access
Protocol (LDAP) client toolkit. It is installed using Feature Installer.
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5.8.6.3 Tivoli Management Agent (INSTALL)

TMA is a replacement for the SystemView agent. It is used for managing PC
Servers and supports OS/2 using TCP/IP. It can be installed in Phase Two
using the Software Installer program.

5.8.6.4 Lotus Domino Go Webserver (INSTALL)

0OS/2 Warp Server for e-business includes a fully functional trial version of
Lotus Domino Go Webserver. It can be installed during Phase Two of the
installation using the Software Installer program.

5.8.6.5 WebSphere Application Server (WEBSPHER)

WebSphere Application Server is a plug-in for Lotus Domino Go Webserver
that adds Java support. It too can be installed during Phase Two of the
installation but requires Lotus Domino Go Webserver to be functional prior to
installation.

5.8.7 Final Phase - Clean Up

The final phase of the installation cleans the system up and removes all
traces of the CID installation. In our environment, we leave the LCU and
SrvIFS support installed on the systems but ensure that no connection exists
with the remote server at boot time. We do this by removing the SR/ATTCH
statement from the client CONFIG.SYS file.

5.8.7.1 Delete SrvIFS (IFSDEL)
IFSDEL removes the files installed by THINIFS.

5.8.7.2 Delete LCU (CASDELET)
CASDELET removes LCU files from the system. It is executed as the last
step.

5.8.8 Fixpak Installation
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At the time of writing, no fixpaks exist for any of the products in the OS/2
Warp Server for e-business package. If, at time of General Availability (GA),
fixpaks are required for any of the individual products contained within the
product, they should be applied during the overall installation.

We consider this step for completeness because some products, such as the
Java Runtime Environment, are developing at a rapid pace.

If the products are OS/2 or LAN Server type products, then the update
program to use will be FSERVICE. If the product is a Feature-Installed
product, then Feature Installer should be used to update the program. If the
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product is a Software-Installed product, then Software Installer should be
used to install the fixpak. The update could be an update or a replacement.

Generally, at least one reboot should have taken place between the
installation of the base product and the fixpak or update installation although,
in the case of an update, it will probably be possible to substitute the product
in the installation scripts.

5.9 CID Installation Parameters

In this section, we discuss the individual product installation sections, already
outlined in Section 5.8, “Overview of Installation Steps” on page 108, in more
detail. In addition we provide working, tested LCU parameters and valid
response files.

NVDM/2 and SWD special considerations are considered in Section 5.12,
“NVDM/2 and SWD Implementation” on page 181.

—— Note

We have made extensive use of OS/2 environment variables in our LCU
Command File for the purposes of simplifying management of our
procedures. The general variables we have used in the LCU installation
syntaxes are highlighted in Figure 38. Product-specific variables are
provided, as necessary, with each particular product.

ingdir = shareA \lI M5

cnddi r = shareA \QVD

dl I path = shareA \ DLL\ XR09999’
exepat h = shareA \ EXE\ XR09999'
| cucnd = shareB \client’
logdir = shareB \LOG

resdir = shareB \ RSP

Figure 38. General LCU Variables

5.10 Preparation Phase

This section describes the steps required in the preparation phase.
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5.10.1 Create LCU Boot Diskettes

In a pristine installation, it is necessary to create LCU boot diskettes for the
system that will be installed. This is not necessary in a migration scenario.

For assistance with the creation of boot diskettes, please refer to The 0OS/2
Warp 4 CID Software Distribution Guide, SG24-2010 and also to the
README. A Don the OS/2 Warp Server for e-business CD-ROM.

We briefly describe the steps necessary to create some client boot diskettes
for a pristine installation. We assume that the code server is installed already.
Create Original Boot Diskettes from CD-ROM images

Add LAN Transport and Adapter Support to the diskettes

Add LCU Client Support to the diskettes

Create a Startup Script

Clean up the CONFIG.SYS on DISK 1

Make Disk 2 unbootable using DBOOT

A T

When you have prepared your code server, you will be ready to boot with
client diskettes and start your pristine installation.

5.10.2 Create Maintenance System (SEMAINT)
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The update of the base OS/2 operating system is the most complicated part
of the installation. It is not simply a case of executing the installation program.
Some preliminary steps are required.

SEMALNT creates a maintenance system on your bootable partition or on
another partition that will be booted in order to install OS/2. It copies a
minimal version of the operating system to a new directory on a designated
drive. When booted from the maintenance system, only text-mode programs
can run.

SEMAI NT also alters the boot sector of that drive. On the next reboot, the
system does not load the previously installed version of the operating system
but the newly-created maintenance system.

SEMAINT Syntax

SEMAINT / S: <Sour ce_Pat h> / S2: <Servi ce_Pak> / T: <Tar get _Pat h>
/ B: <Boot _Drive> /L1: <Pat h><Log_Fi | e_Name>
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For full details of the syntax of SEMAI NT, refer to The OS/2 Warp 4 CID
Software Distribution Guide, SG24-2010 or OS/2 Installation Techniques: The
CID Guide, SG24-4295.

5.10.2.1 SEMAINT LCU Command File Syntax

We have implemented procedures in order to execute SEMAINT for various
reasons. If you want to execute the program in a simple LCU command file,
we recommend that you refer to the books cited above.

However, if you would like to review our implementation, please refer to
Section 5.10.3, “Migration Implementation for SEMAINT” on page 118.

Note: Following successful execution of SEMAINT (if executed on the boot
drive), the previous version of OS/2 will no longer work since SEMAINT
replaced some hidden files on the boot drive (OS2KRNL) with a newer
version. If the installation fails at this point, it is probably wise to restore the
system from the backup taken before the installation.

Some administrators plan their disk partitioning prior to the initial installation,
creating a small partition to be used for maintenance and in recovery
situations. We implement this in our environment. Our standard installation
uses a small primary C: drive for the maintenance partition with logical drive
D: as our boot partition.

—— Hint

If you have a bootable partition (or maintenance partition) other than the
system boot partition on your server, we recommend that you install the
maintenance system onto it. That way, if SEMAINT fails, your original
system partition will be unaffected, and there should be no need for
restoration.

5.10.2.2 PREPMNT Utility for SEMAINT

If you will run SEMAINT or CHKINST on a system where you have never
installed OS/2 Warp Server for e-business, then you must run the
PREPMNT.CMD utility. This utility updates the device drivers in the
\OS2\BOOT directory.

You must copy a new version of the device drivers from the OS/2 Warp
Server for e-business CD-ROM. These drivers are located in the

\ O82I MM\ D SK_1 directory on the CD-ROM and need to be copied to the
\ G2\ BaOT directory of the partition from which you have booted up.
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This step can be done manually or by running the PREPMNT. CMD REXX utility
available in the \ O D BEXB G382 directory of the OS/2 Warp Server for e-business
CD-ROM. PREPMNT will back up the current device drivers to the \ G52\ BOON BKP
and then copy the new drivers to \ G52\ BOOT. PREPM\T uses an executable called
FI NDBOOT. EXE (in \ C&2I MAGR\ Dl SK_0 on the OS/2 Warp Server for e-business
CD-ROM) to determine the boot drive.

PREPMNT can be run from LCU or a Software Distribution Manager
environment. After PREPMNT is run successfully, the system will reboot and you
can now run G-KI NST or SEVAI NT.

The syntax for PREPMNT is
PREPMNT <Sour ce_pat h> [ Logfil €]
where:

Sour ce_pat h The fully qualified path to the OS/2 images. This parameter is
required.

Logfile The fully qualified name of the file into which log information is
to be placed. The directory in which the log file is to be placed
must already exist. This parameter is optional.

Example: prepmnt f:\o0s2i mage W\ ogs\ prepmt .| og

5.10.3 Migration Implementation for SEMAINT
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Further to the generic description of SEMAI NT given in 5.10.2, “Create
Maintenance System (SEMAINT)” on page 116, we now describe our
implementation for the migration scenario.

At the time of writing, there were some problems that required intervention in
order for the CID installation to work successfully.

— Important: SEMAINT and VCU

Logical Volume Manager relies on the utility Volume Conversion Utility
(VCU) to have been run and to have created LVM compatibility volumes on
disk. These are volumes that LVM is aware of. Since VCU is called from
BOOT(0on the boot diskettes) or from RSP NST (which itself is called from

SEl NST), this presents a problem. In a maintenance environment for
migration, VCU will not yet have been called. The effect of this is that no
drive letters are assigned, and the installation fails. Furthermore, the time
or writing drive letter assignment from the command line was not possible.
We now discuss how we overcame these problems.
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5.10.3.1 Worst Case Scenario

In determining how to overcome this problem, there were many possibilities
open to us. We decided to choose the worst case scenario. That is, we
assumed that no remote management software was available, and that the
remote server was inaccessible (in a locked room, remote branch, or another
country).

The only prerequisite was that the code server was accessible to the remote
server on which the procedure would be run over NetBIOS or TCPBEUI.

We felt that should we be able to overcome this problem simply by using the
functions and features of the products we are using (LCU, REXX, LAN Server
and 0OS/2). With systems management software, the task would be even
easier.

Prerequisite Knowledge
In describing our procedures, some knowledge of REXX is assumed. If you
are new to the CID environment or have limited REXX knowledge, then
these procedures may be difficult to understand. Our intent is to provide a
technique that the experienced CID administrators will be able to use.

5.10.3.2 The Temporary Solution
We wrote some powerful REXX procedures that perform the following
functions remotely and unattended in a migration scenario.

—— Note

All procedures are included on the CD ROM in the \ SEMA NT directory.

The procedures execute the following tasks:

Copy the REXX procedures and required files to the remote server
Set up installation environment for SEMAINT

Create an icon for the REXX program and launch it

Create a maintenance system on the remote server using SEMAINT
Create a seed LAN transport system

Install SrvIFS redirection files on the hard disk

No g ks~ owbdPe

Create Compatibility Volumes on the server with VCU

It also provides a means for querying the disk layout; so, the administrator
can verify the events that should have occurred.
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When all of the above have been verified, the system can be rebooted to the
maintenance partition.

5.10.3.3 The Temporary Solution in Detail

These procedures are somewhat limited in that they do not provide a high
degree of error checking. Also, administrator-level access from the
workstation initiating the procedures is required. In addition, some advanced
configuration of INI files is necessary.

Step 1

The first command file that is executed is SE. OWD(see Figure 39 on page 120).
This copies the REXX procedures and other files needed for the REXX
procedures to the target system. The SE QWb procedure accepts three
parameters:

» The name of the server to be installed
* The network interface file (NIF) to be used
« The hard drive letter on which the maintenance system will be installed

/* SE.QVD */
@cho of f
if .94 == . goto Syntax
if .92 == . goto Syntax
if .98 == . goto Syntax

echo * Installing Maintenance Partition on: %
echo * Using a NC %

echo * On Disk: 9%

pause

copy nsemaint.cnd \\ %\ i bm an$\ net prog
copy nsemaint.ini \\%\ibm an$\ net prog
copy nseobj.cnmd  \\%\ibm an$\ net prog
copy lvneli.cmd  \\9%\ibni an$\ net prog
net admn \\% /c nseobj % %2 9B

echo * Wait for at least 1 minute and press [ ENTER|
pause

net admn \\% /c lvntli

goto End

1 SYNTAX

Echo ! Error: Invalid Paraneter

echo * Syntax: SE {ServerNane} {N CType} {TargetD sk}

:END

Figure 39. SE.CMD
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Step 2

After the files have been copied, you will notice that SE Qbruns a NET ADM N
command to invoke the next REXX procedure, MSBECB]. OMD (see Figure 40).

! O eate an object & start the object (O A Rykaert - NOv98-NOV98 !
\* __________________________________________________________________________ */
Version = '1.02

Parse Upper Arg PWBName NI CType Tar get Di sk

If PABName = '’ | TargetDisk ="'’ | N CType ="’
Then Do
Say '! Invalid syntax’ '07' x
Say '*’
Say '* Usage: MSECBJ {WrkStationNane} {N CType} {TargetD sk}’
Say '*’
Say '* Sanple: MSEOBJ D01 IBMWC.NIF C:’
Exi t
End
El se Nop
/* */
Cbj ect I D = ' <Cl D_CS2_MAKEDI SK>'
Title = ' Mai ntenance Partition”Creator’
InstProg = 'nsenaint. cnd’
/* */

I'f RxFuncQuery(’ SysLoadFuncs’)

Then Do
Cal | RxFuncAdd ' SysLoadFuncs’, 'RexxWil’, ' SysLoadFuncs’
Cal | SysLoadFuncs
End
El se Nop

Say '* Creating object’ ChjectID ’'in the Desktop’

d ass = ' WPPr ogr am
Title =Title
Location =’ <WP_DESKTOP>'
Set up = ' OBJECTID=" Ovj ectI D ;’ I,
" EXENAME=' I nst Prog’ ;' I,
" PROGTYPE=wi ndowabl evi o;’ I,
" PARAMETERS=" PWBName NI CType TargetDisk';’ ||,
" OPEN=Def aul t;’ I,
" NCAUTOCLOSE=yes’
Update = 'Replace’
RC = SysO eate(hject(dass, Title, Location, Setup, Update)
If RC<>1
Then '! Error while creating object, ReturnCode:’ RC
El se Nop
Exi t

Figure 40. MSEOBJ.CMD
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Our reason for implementing this REXX procedure is that it is not possible to
invoke MBEMAI NT. VD remotely by using NET ADM N By running MBEMAI NT and
creating a Program Reference Object for MSEMA NT. VD with the property
<CPEN=DEFALLT>, it is launched on creation.

Step 3
The MBEMAI NT. OMD procedure (see Figure 41 on page 124) is included on the
CD-ROM as already discussed. MSEMAI NT. QWD executes the following actions:

* Format the Maintenance Partition on demand

—— Note

Be careful not to use this option if you will be installing the maintenance
partition to the boot drive.

e Create a Maintenance System using SEMAINT
e Create a seed LAN transport system using THINLAPS
Install SrvIFS redirection files on the hard disk using THINIFS

« Set up environment information required for the procedures

« Create Compatibility Volumes on the server with VCU
SEMAINT, THINLAPS and THINIFS use the parameters passed to SE.CMD
to execute correctly. The commands themselves are described in Section

5.8.1, “Preparation Phase” on page 109; so, they will not be discussed
further.

The main procedure, MBEMAI NT. VD is shown in Figure 41 on page 124. The
main steps in the procedure are as follows:

Read the MSEMAINT.INI file and store the parameter values in memory.
Display these values on the workstation screen (usability feature).
Verify all required files are available before proceeding.

Extract existing system environment data.

Check that required local files are present.

Invoke SEMAINT to install maintenance system using INI file parameters.
Invoke THINLAPS to install a seed LAN transport system.

Invoke THINIFS to provide drive redirection.

Copy LVM related files and VCU.EXE to the Server.

© ® N o g A~ 0P
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— Note

At the time of writing, the LVM-related files could be found on DISK 6, and
the VCU executable could be found on Disk 2. This might change by the
final release of OS/2 Warp Server for e-business.

10.Update CONFIG.SYS on maintenance partition to transfer control to our
own LCU procedure CID.CMD when rebooted to the maintenance
partition.

11.Execute VCU to generate compatibility volumes and assign drive letters.

The MSEMAI NT. OMD procedure follows:
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| Make SEMAINT partition (O A Rykaert + JP Cabani e - NOV98- NOV98 |
\* ___________________________________________________________________________ */
Version = '1.02
Say '* MSEMAINT Version' Version

Parse Upper Arg PWBNane NI CType Tar get Di sk .

If PANane = '’ | NICType ="'’ | TargetDisk ="’
Then Do
Say '! Error: Invalid paraneters’
Say ' *’

Say '* Usage: MBEMVAI NT {WrkStationName} {N C Type} {TargetD sk}’
Exit X2D(' 1600’ )

End
El se Nop
Cal I Readl ni /* Read the .IN file*/
/* Display the curent values as extracted fromour .IN file */

Say '* PWsNane :’' PWBNane
Say '* N CType :' N CType
Say '* TargetDisk :’ TargetD sk

Say '* UserlD:' UserlD

Say '* Donmin :’ Domain

Say '* Alias :' Aias

Say '* DrivelLetter :’' DrivelLetter

Say '* SeMaintOm :’ SeMint Ond

Say '* SeMaint Source:’ SeMintSrc

Say '* Thin386 Command:’ Thi n386Cnd

Say '* Thi nLaps Command:’ Thi nLapsCnd

Say '* ThinLaps Source :’' ThinLapsSrc

Say '* Thinlfs Command:’ ThinlfsCOm

Say '* Thinlfs Source :’ ThinlfsSrc

Say '* Alias 1 :' CIDAiasl

Say '* Drive 1 :' ClDDrivel

Say '* Alias 2 :' CIDAias2

Say '* Drive 2 :' ClDDrive2

Say '* CD Command :' C DO

" @cho of f’ /* Avoid display of issued commands*/
ESC = ' 1B x /* Declare some ANSI control sequences*/

Red = ESC [0; 1; 41mi
Bl ue = ESC [0; 1; 44m
Reset = ESC [Oni

Boot Drive = Left(Val ue(’ ConSpec’,,’ OS2Environment’), 2)
Say Blue '* BootDrive :’' BootDrive Reset
/* This is for Futher Use

Figure 41. MSEMAINT.CMD (Part 1 of 5)
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Say Blue '* Check if the Target disk is bootable Reset
Cal |l ChkFile BootDrive'\os2\fdisk.com
RQ = RxQueue(’ Create’)
Call RXQueue ’Set’, RQ
"fdisk /query | RxQueue’ RQ
Check = 0
Do Wile Queued() > 0
Pul'l LLi ne
Parse Var LLine . . Drive . . Status .
If Drive = TargetDisk & (Status = '1" | Status ='5 | Status ='6")
Then Check = 1

El se Nop
End
Call RXQueue 'Delete’, RQ
If Check =1
Then Nop
El se Do
Say '! Error: Drive’ TargetDisk 'is not bootable’
Exit X2D(' 1204")
End
*/

Say Blue '* Check Resources’ Reset
Cal | ChkResour ce

Say Blue '* Check Files' Reset

Cal | ChkFile BootDrive' \os2\format.coni
Cal | ChkFile BootDrive’'\os2\I| abel . coni
Call ChkFile SeMaintCOml

Cal | ChkFile Thin3860m

Cal | ChkFile Thi nLapsOrd

Call ChkFile G dCd

If FormatSeMaintDisk = 1
Then Do
Say Red '* Formatting the disk’ TargetD sk Reset
"l abel’ TargetDisk || 'sermaint’
For mat RSP = Boot Drive’ \os2\format. rsp’
"if exist’ Format RSP ’'del’ FormatRsp
Cal | LineQut FormatRsp, ’'semaint’
Cal | LineQut FormatRsp, 'yes’
Call Stream FormatRsp, 'C, ' ose’
Call Doit 'format’ TargetDisk '/FS:fat /V:.senmaint < FornmatRsp
End
El se Nop
Say Blue '* Add M ni num Base OS/2 support’ Reset
Call Doit SeMaintOrd '/S:’ SeMaintSrc,
"/ T:’ Target Di sk’ \ SEMAI NT / B:’ Tar get Di sk,
"/ L1:" Target Di sk’ \ SEMAI NT. LOG
/* It's not supported with Aurora
Say Blue '* Add the Thin386 support’ Reset
Call Doit Thin3860rd '/B:’ TargetDi sk,
"/ T:’ Tar get Di sk’ \ SEMAI NT" ,
"/ L1:" Target Di sk’ \ THI N386. ERR ,
"/ L2:’ Target Di sk’ \ TH N386. LOG
*/
Say Blue '* Add the Thi nLaps support’ Reset
Call Doit ThinlapsCmd Thi nLapsSrc Target Di sk’ \ SEMAINT' NI CType

Figure 42. MSEMAINT.CMD (Part 2 of 5)
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Say Blue '* Add the SRVIFS support’ Reset
Call Doit ThinlfsOmd '/S:' ThinlfsSrc '/ TU ' Target D sk,
"/ T:’ Target Di sk’ \semaint /SRV:' G DAli asl,
"/ REQ ' PWsNane ' /D’ O DDrivel
Call Doit ThinlfsOrd /S ' ThinlfsSrc '/ TU ' Target D sk,
"/ T:’ TargetDi sk’ \semai nt /SRV:’ O DAli as2,
"/ REQ ' PWBNane ' /D:’ O DDrive2

Say Blue '* Copy D Command File’ QDO '"to' TargetDi sk’\cid.cnd” Reset
Call Doit 'copy' O DOm TargetD sk'\cid.cnd’

Say Blue '* Add the CID Cormand to' TargetDi sk’ \config.sys' Reset
Cal | LineCQut TargetD sk’\config.sys’,,

"set 0s2_shel | =\ semai nt\cnd. exe /k cid. cnd’
Call Stream TargetDi sk’ \config.sys', 'C, 'd ose

Say Blue '* Add LVM & VCU Support’ Reset
/* By chance, these Lan Server for e-business utilities run on Warp 3.0 */
"copy’ SeMaintSrc’\disk_2\vcu.ex*’ TargetD sk’\senaint’
"copy’ SeMaintSrc’\disk_2\vcu.nms*’ TargetD sk’ \semaint’
"copy’ SeMaintSrc’\disk_6\lvmex*' TargetD sk’\semaint’
"copy’ SeMaintSrc’\disk_6\lvmdl* TargetD sk’\senaint’
"copy’ SeMaintSrc’\disk_6\lvmnms*’' TargetD sk’\semaint’
"copy’ SeMaintSrc’\disk_6\lvnh. ns*’ Target D sk’\senaint’

Say Red Copies('*', 40) Reset
Say Red '* REBOOI THE SYSTEM FROM DRI VE' Tar get Di sk Reset
Say Red Copies(’'*’, 40) Reset

Say Blue '* Execute VQU to get the drive letters for LV Reset

Tar get Di sk /* Change default drive*/
"cd\semai nt’ /* Change default directory*/
ey

/* The VQU utility is neant to work in an interactive way and will stay in */
/* suspend node after having declared the conpatibility volumes and */
/* assigned drive letters to them That means that the following lines will*/
/* never be executed unless a second install is done in which case, VQU */
/* will just act as a nop */

Say Red '* Done’ Reset

Exit X2D(' FEOO')
/* AD Return code : Success / Reboot / Don’t call me back */

READI NI i /% = mm e e e e e e e e e e e e e e */
Parse Upper Source . . ProgNane . /* determine the IN Fil eName*/
Parse Val ue Reverse(ProgNane) Wth . '.’' Peek
I'ni Fil eNanme = Reverse(Peek) || ".IN"

Say '* IniFileNane:’ |niFileName
Cal | CHKFI LE I ni Fi | eNane
/* Initialize our FormatSermaintDi sk is assigned the value 0 while all the */
/* other ones are affected an enpty string value... */
Parse Value '0' Wth Fornat SeMai nt Di sk User | D Domai n Driveletter ,
Alias SeMai nt Ond SeMai nt Src Thi n3860nd s
Thi nLapsOrd Thi nLapsSrc ThinlfsCd ThinlfsSrc ,
CDAliasl CIDAlias2 CDDrivel CDDrive2 ,
a bomd

Figure 43. MSEMAINT.CMD (Part 3 of 5
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/* Read the .IN file and update the previous variables with the val ues */
/* specified in this file. */
Do Wil e Lines(IniFileNane)
LLine = Strip(Lineln(lniFileNane))
If Left(LLine, 1) =';’ | Left(LLine, 1) ="'*
Then Iterate /* Cormment */
El se Interpret LLine
End

Return
[0 [ N o R e D LR LT T */
Parse Arg File_To_Check
If Strean{(File_To_Check, 'C, 'Qery Exists') ="~
Then Do
Text ='! File not found File_To_Check
Say Text ' 07’ x
Exit X2D(' 0800’)
End
El se Nop

Return

Parse Arg InstProg

I nst Prog

If RC=0] RC=-512
Then Return
El se Do

Say Copies('!’, 40)
Say Red '! Error:’ RC '070707 x Reset
Say Copies('!’, 40)
Exit RC
End

"logoff /y’
"logon’ UserID’'/d:' Domain '/v:d /r’
If RC=0
Then Nop
El se Do
Text ='! Error: could not |ogon’ UserID’'to Donain
Say Text
Exit X2D(' 1604’ )
End
"net use’ DrivelLetter ’>nul’

Figure 44. MSEMAINT.CMD (Part 4 of 5)
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If RC=0
Then Nop
El se Do
"net use’ DrivelLetter Alias '/domain:’ Domain
If RC=0
Then Nop
El se Do
Text ='! Error: could not find DrivelLetter
Say Text
Exit X2D(’' 1604’)
End
End
Return

Figure 45. MSEMAINT.CMD (Part 5 of 5)

The environment information is obtained from an INI file called MSEMAINT. I N
(see Figure 47 on page 129). As we already stated, these procedures are
somewhat basic. We stored these parameters in an ASCII INI file because we
felt they might not change very often.

One parameter of particular note within the INI file is For mat SEnai nt D sk, which
determines whether the installation partition is formatted. A value of 1 means
format. A value of 0 means do not format.

Definitions for the Setup of the Mintenance Partition

User | D = C D01 /* User| D used during the Run*/
Domai n = DO1 /* Domai n where to Logon*/
DrivelLetter = Z: /* DriveLetter of all the Executables and Sources*/
Alias = ShareA /* Domain Alias of the |mages*/
Format SEmai nt Di sk = 1 /* 1=Format, O=no For nat*/
Semai nt Ond = z:\ | cu\ xr 09999\ semai nt . exe /* SeMai nt Executabl e*/
Semai nt Src = z:\ing\ 0s2\ xr 09999 /* SeMai nt Source Path*/

Thi n386Cmd = z:\ing\lsr\ip08700\i bnb00s1\ Thi n386. exe/ * Thi n386 Execut abl e*/

Thi nLapsCrd = z:\i ng\ npt s\ WR08620\ Thi nl aps. exe /* Thi nLap Execut abl e*/
Thi nLapsSrc = z:\i ng\ npt s\ WR08620

ThinlfsOrd = z:\ing\srvifs\thinifs.exe /* Thinlfs Executabl e*/
ThinlfsSrc = z:\ing\srvifs /* Thinlfs Source Path*/
LogFi | eNane = \ nsenai nt. | og /* Log Fil eNanme*/

Figure 46. MSEMAINT.INI (Part 1 of 2)
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abom = z:\dsk\cid. cnd /* LCU Batch Fil ename*/

* Definitions for the Standard QD

CI DAl iasl = CODESERV /* AiasName 1 during the Standard O D/
CiDDrivel = Z: /* DriveLetter 1 during the Standard O D¢/
ClI DAl i as2 = CCDESERW\ PWS /* AiasName 2 during the Standard O D/
ClDDrive2 = X /* DriveLetter 2 during the Standard O D¢/

* Remark: The WrkStations Nane is collected via the external Paraneter

Figure 47. MSEMAINT.INI (Part 2 of 2)

At the end of program execution, the command window can stay open as long
as necessary.

Step 4

We have provided an additional procedure in SE.CMD in the form of

LWLl . OV This reports the state of the disk to the administrator, which can
be helpful as a verification that all is well.

/* LVMCLI. C\VD */
@cho of f
if .94 == . goto Syntax
echo * SEMaint Drive: %
if not exist %)\semaint goto D rNot Found

%

cd\ senai nt
Ivm / query
goto End

1 SYNTAX

echo ! Inavlid paraneter

echo *

echo * Usage: LVMCLI {SEMaintDrive}
echo *

echo * Sample: LVWMLI C

goto End

: DI RNOTFQUND
echo ! Directory %\senaint not found

: END

Figure 48. LVMCLI.CMD
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Step 5

Lastly, the administrator remotely can issue a SETBOOT command to reboot the
remote system to the maintenance partition and start the installation. For
example:

NET ADM N \\ ServerNane /C SETBQOOT /1 BD C

and press Enter. The installation will then start from whatever maintenance
partition was defined.

Step 6
The entire process is documented in a log file. Because of the length of this
file, we have placed it in Figure 136 on page 250.

5.10.4 386HPFS File System Access (THIN386)

130

In past migrations, if you were using 386HPFS formatted drives, THIN386
had to be run. THIN386 installed the 386HPFS file system drivers onto the
maintenance system, which ensured that the installation process had
unrestricted access to all server drives, which is required during the migration
process.

You have the choice of either running THIN386 as in the past, or you can
remove the access controls from the file system prior to the migration using
PREPACL. If you use PREPACL, then THIN386 is not required. However,
PREPACL requires that an ID with administrator privilege be logged on the
system, which may be unlikely in the case of a CID installation. In this case,
THIN386 is still the preferred mechanism for supporting 386HPFS.

If 386HPFS is not yet installed on the system, or if a pristine installation is
being performed, this PREPACL step is not necessary.

Because of the fact that the installation routine removes 386HPFS (see
Section 5.11.4, “386HPFS” on page 155 for important installation
information), THIN386 should be run twice, once before SEINST and again
after running SEINST.

There are some new features included in THIN386 to help with migrating a
server with the 386HPFS file system installed. There is a new required switch
called / 386Pat h that needs one of two paths.

1. The directory where the 386HPFS2.ZIP file resides, usually on the OS/2
LAN Server image |1 BVb00S1 in versions previous to OS/2 Warp Server for
e-business. This file can also be copied to another location. Here’s an
example of this usage (other required TH N386 parameters are not listed):
TH N386 / 386Pat h: e: \ wssnp\ ci d\ server\i bm s\i bnb00s1
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2. If the 386HPFS2.ZIP file is not available, point to the directory where the
current installed HPFS386 files reside (usually in C:\IBM386FS). Here’s
and example of this usage (other required parameters are not listed):

TH N386 / 386Pat h: c: \ i bn886f s

5.10.5 Logical Volume Manager (LVM) Issues

0S/2's FDISK utility has been replaced by the Logical Volume Manager
(LVM). During migration, the existing partitions must be converted to LVM
Compatibility Volumes.

At the time of writing, we had to implement a workaround in order that the
installation completed unattended. This is described in Section 5.10.3,
“Migration Implementation for SEMAINT” on page 118.

In a CID installation for a pristine environment, the disk must be partitioned
through command line procedures using LVM. FDISK, since it is not available
and no longer applies especially since FDISK doesn’t know how to set up
LVM and Compatibility volumes required for installation.

5.10.5.1 Disk Partitioning Using LVM during CID

If you are installing a new server from scratch (that is, pristine installation),
and you want to install it unattended using CID, then you need to partition the
disks and set up the volumes as required for the rest of the installation.

The supporting files for LVM are located on the OS/2 Warp Server for
e-business CD-ROM in \ O&2I MM D SK_6. They are:

* LVM.DLL
* LVM.EXE
* LVM.MSG
* LVMH.MSG

The following example illustrates the use of LVM from the command line. Your
syntax may vary depending on how you want to set up your server disk. The
full command-line syntax of LVM is available in Appendix A.3, “LVM
Command-Line Syntax” on page 250.

1. First, we delete all definitions on the hard disk by typing:

lvm/del ete:all, vol unes
lvm/del ete:all, unused
Ivm/delete:all, prinmary
lvm/delete:all,lvm
Ivm/delete:all, | ogical
Ivm/delete:all,conpatibility
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2. Now that the disk is empty, create a Boot Manager partition:
I vm /boot ngr: 1
3. Partition the hard disk and create volumes:

Ivm/create: partition, SoS, 1, 32, prinary, boot abl e

I vm/ creat e: vol ure, conpati bi I ity, bootos2, c:, SoS, 1, SoS

Ivm/create: partition, systeml, 512, | ogi cal , boot abl e

I vm/ creat e: vol une, conpati bi | ity, boot 0os2, d: , system 1, syst em
Ivm/create: partition, dunp, 1, 129, | ogi cal , nonboot abl e,[ FS1 ], fronstart
I vm/ creat e: vol une, conpat i bi | i ty, noboot, e:, dunp, 1, dunp
Ivm/create:partition,data, 1,512, ogical, nonbootable,[ FSL ],fronstart
|vm/create:volune, |vmf:, data, 1, data

For our example, our definitions produce the following disk layout when using
the | vm/query command as shown in Figure 49:

O sk S ze (MB) Free Sace: Total Largest
4118 2902 2902
O sk Partition S ze (M) Type Satus Logi cal Vol une
[ BAOT MNAGER | 7 Prinmary In use
SoS 39 Prinary In use SoS
system 517 Logical In use system
dunp 133 Logical In use dunp
data 517 Logical In use data
[ Fs1] 2902 Logi cal Available

Figure 49. LVM Command Line Example Results

5.10.6 Install Base OS/2 Operating System (SEINST)

132

Once the machine has been booted from the maintenance system, SEINST
can be called to start the first phase of installation of the base OS/2 operating
system.

If an environment variable REMOTE_INSTALL_STATE exists, and if the value
is 0, SEINST first copies back the saved versions of CONFIG.SYS,
AUTOEXEC.BAT, and STARTUP.CMD. It then calls a program called
RSPINST, which actually performs the installation.

The directory or partition that the maintenance system was installed to is
specified by the / T: parameter of SEINST. After the successful installation of
0S/2, SEINST cleans up this directory since it is no longer required.
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SEINST Syntax

SEINST /S <Source_Path> / T: <Target_Path> /B <Boot _Drive> /L1: <Log_Fil e>
|/ R <Response_Fi | e>

For full details of the syntax of SB NST, refer to The OS/2 Warp 4 CID Software
Distribution Guide, SG24-2010 or OS/2 Installation Techniques: The CID
Guide, SG24-4295.

5.10.6.1 SEINST LCU Command File Syntax
In our working example, the invocation of SEINST, as provided in our LCU
client command file, is as follows:

X. sei nst =1
x. 1. nane ='082 4.0
x.1l.statevar = 'CAS’' || x.1.nane
X.1l.instprog = exepath’\seinst’,
" /b:’ bootdrive,
' [s:’ O82i ny,
"/t maintdir,
" /11" 1ogdir'\'client’.082",
Tolr
x. 1. rspdir = resdir’\ 082\’
X.1l.default ='UNIsrv.rsp’

Figure 50. Extract of LCU File lllustrating SEINST Program Invocation

Where the variable is:
OR2i ny = i ngdi r’ \ 082\ XRD9999'

— Note

SENST will return CID return codes 0xFF0O1 or OxFF02 (reboot and call me
back) upon successful completion when started from a maintenance
system or from boot diskettes.

The reason for this is that Feature Installer cannot be started since there is no
Presentation Manager in these environments. When called again following a
reboot, SEI NST starts CLIFI to complete the installation process.

When you are using co-requisite groups of NetViewDM/2, this will not work
correctly. Please refer to Section 5.12, “NVDM/2 and SWD Implementation”
on page 181 for further information.

We recommend that you ignore the return code and start Feature Installer
later whenever it is suitable during your installation process. In our
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environment, we have changed the REXX procedure so when SE NST returns
the OxFFO1 or OxFFO2 return codes, they are ignored, the Install State is
incremented regardless, and environment data is saved. Two extracts of the
LCU files before and after modification are shown in Figure 51 and Figure 52.

CheckBoot: /*-----------momonn- */

if QUEUE _REBQOOT <> 0 then do
if CALL_AGAIN == 0 then
rc = Set St at e( OVERALL_STATE+1)
Call SaveStates

Cal | Reboot
end
el se

rc = Set St at e( OVERALL_STATE+1)
Return

Figure 51. Extract of LCU Command File before Modification for SEINST

CHECKBOOT2: [ *-=-cmmmmmmma e m */
/* Rewitten to avoid SEINST for 2nd tinme */

i f QUEUE_REBQOOT <> 0

then do
RC = Set St at e( OVERALL_STATE+1)
Cal | SaveStates

Cal | Reboot
end
el se do
RC = Set St at e( OVERALL_STATE+1)
end
Return

Figure 52. Extract of LCU Command File after Modification for SEINST

SENST and CLIFI share the same response file. To see a working example,
please refer to Figure 55 on page 141.

5.10.6.2 What if Errors Occur?

A failure of SEI NST is probably one of the worst things that can happen during
the installation process. In most cases, many files have already been updated
resulting in an unpredictable mix of different versions on your hard disk. If this
situation arises, recovery can prove very difficult.

In the case of such a failure, make sure that you check the log file. If it tells
you that files were changed, you should restore the previous contents of the
hard drive from your backup, correct the problem, and start the migration
process from scratch. If the reason for the failure is obvious (such as
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insufficient hard disk space available) and nothing was changed, you may be
able to fix the problem and re-invoke SEI NST.

— Useful Hint

When SE NST aborts, reporting that RSPI NST could not be executed
successfully, you might try to call RSPI NST directly for testing purposes in
order to view the error messages. RSPI NST accepts only one parameter, the
fully qualified path and name of the response file. RSPI NST's return codes
are listed in Appendix A.1, “RSPINST Return Codes” on page 245.

—— Remember

The maintenance system is running in this situation. Therefore, the
collection of tools you can use is somewhat limited.

5.10.6.3 Base OS/2 Operating System Sample Response File

The tested, working response file used in our environment is shown in Figure
55 on page 141. For a detailed explanation of all keywords, refer to
SAMPLE.RSP in the \ D BEXB\ G82 of the OS/2 Warp Server for e-business
CD-ROM and to “New Keywords in OS/2 Response File” on page 135.

If you want to install the base OS/2 operating system in a CID environment,
make sure that the keyword Reboot Requi red = 0. Otherwise, the installation
will start again and run in a loop. The software distribution manager (for
example NetViewDM/2 or LCU) needs to receive a return code from S NST
and do some post-processing. The software distribution manager will check
the return code and then issue a reboot if applicable.

New Keywords in OS/2 Response File

There are a few new keywords in the new OS/2 response file. If you have
installed OS/2 Warp 4 using CID methods, you will already know most of
them but be aware that some of the keywords introduced with OS/2 Warp 4
(especially those related to Java) have changed for OS/2 Warp Server for
e-business.

New keywords control the installation of components, such as MarkVision,
which are installed with Feature Installer. The common syntax for these
keywords is:

Conponent . Vari abl e = Val ue
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All components that use the new syntax have, as a minimum, the keyword
Conponent . Sel ecti on. A value of 0 means Do not install while a value of 1
means Install. Drives are represented, for example, as D. .

For example, the new keyword HOTPLUG Sel ecti on=0 means that you do not
want to add the support for an external floppy disk drive.

— Note

It might differ from other information available to you. It is based on our
experience testing the product.

A very important new keyword is For mat JFS. It allows you to format any
partition (except the bootable partitions) with JFS. Just insert the drive letters
to be formatted (separated by a comma) after the equal sign.

A list of all the new keywords follows.
« External Floppy Drive (for Laptop Computers)
HOTPLUG Sel ecti on=
* Floppy/CDROM Swapping for Ultra Bay Devices

WARVBWAP. Sel ecti on=

WARMVBWAP. Thi nkPad=I BM Thi nkPad 755C0 CDV
WARVBWAP. Thi nkPad=I BM Thi nkPad 760C CD
WARMVBWAP. Thi nkPad=I BM Thi nkPad 760E
WARVBWAP. Thi nkPad=I BM Thi nkPad 760ED
WARMBWAP. Thi nkPad=I BM Thi nkPad 760EL/ ELD
WARVBWAP. Thi nkPad=I BM Thi nkPad 760X/ XD
WARMBWAP. S506Parn/ A1 /U 0

¢ Support for Dock Il Docking Station for IBM ThinkPads

WARMDOCK. Sel ecti on=

WARMDOCK. Thi nkPad=I BM Thi nkPad 755C0) CDV
WARMDOCK. Thi nkPad=I BM Thi nkPad 755CH CSH CJ/ CX
WARMDOCK. Thi nkPad=I BM Thi nkPad 760C CD
WARMDOCK. Thi nkPad=I BM Thi nkPad 760E

WARMDOCK. Thi nkPad=I BM Thi nkPad 760ED

WARMDOCK. Thi nkPad=I BM Thi nkPad 760EL/ ELD
WARMDOCK. Thi nkPad=I BM Thi nkPad 760X/ XD

* Printer Utilities
PR NTERUTI L. Sel ecti on=

e Jet Admin Server Support
PUHPJETSERVER Sel ect i on=
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PUHPJETSERVER Tar Drv=
e Jet Admin Client Support

BPHPJETCLI ENT. el ecti on=
BPHPJETCLI ENT. Tar Drv=

* MarkVision Support

PUVARKM S. Sel ecti on=
PUVARKM S, Tar Drv=

¢ MarkNet Port Driver Support

PUVARKNET. Sel ect i on=
PUMARKNET. Tar Drv=

» Extra Font Support

| BMFONTA Sel ecti on=
| BMFONTG Sel ecti on=
| BFONTT. Sel ecti on=
| BFONTJ. Sel ecti on=
| BWFONTC. Sel ecti on=
| BWONTS. Sel ecti on=
| BWONTK. Sel ecti on=
| BWONTU. Sel ecti on=
X BMFONT. | nst Dri ve=

* Format Partition with JFS
For mat JFS=
¢ Perform Quick Format of Partitions
For mat Qui ck=
« Install SMP Support
SWP=
e Path to SMP (PSD) Support Files
SWPPat h=C \ C82\ BOOT
The following new keywords are NOT included in SAMPLE.RSP but provide a

way of selecting or deselecting other software that is installed based on a
default setting when CLIFI is used.

« Application Registration
ART. Sel ecti on=
* Dax Base

DAXQOMPL. Sel ecti on=
DAXQOWPL. Tar Drv=
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Serviceability and Diagnostic Aids Option
SRVD AG Sel ecti on=

Serviceability Documentation Option
SRVDQC Sel ecti on=

Security Base

CDSECBASE. Sel ecti on=
CDSEBASE. Tar Drv=

Logical Volume Manager GUI
LW . Sel ecti on=
¢ Java Development Kit (JDK) v1.1.6

Javall. RunDrv=

Javall. Sel ection=

Runt i ne. Sel ecti on=

Runt i neconfi g. Sel ecti on=
Sanpl es. Sel ecti on=

Sanpl esconfi g. Sel ecti on=
Sanpl es. Shpdr v=

Sanpl es. Shppat h=\ JAVA11
Tool ki t. Sel ecti on=

Tool ki t confi g. Sel ection=
Tool ki t. Tktdrv=

Tool ki t. Tkt pat h=\ JAVAL1
Tl kt doc. Sel ecti on=

Tl kt docconfi g. Sel ection=
Tl kt doc. Tdocdr v=

Tl kt doc. Tdocpat h=\ JAVA11
Debugger . Sel ecti on=
Debugger conf i g. Sel ecti on=
Debugger . Dbgdr v=

Debugger . Dogpat h=\ JAVAL1\ | CATJAVA

— Note

If the Java Samples or the Java Toolkit is selected, the Java Runtime must
also be selected, or the Java Samples and the Java Toolkit will not be
installed correctly.

In addition, in order to install Java support, the target drive must be formatted
using HPFS or JFS since Java needs long file name support. If your boot
drive is not HPFS, or you have another HPFS or JFS drive that you want to
use for the Java selections, then add the following keyword on a new line
after the Javall. Sel ecti on keyword.
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FI BASE. Javalxi ve=X

where X is the drive you want to use.

In our working example OS/2 response file, shown Figure 53 on page 139, we
have included the keywords for all Feature Installer components that come
with the base OS/2 operating system. Note that, although we have included
all the keywords, not all are set to install.

The keywords set in the OS/2 response file needed by Feature Installer are
used during Phase Two of the installation.

When looking at the SEINST log file after successful completion, you will see
that it lists errors for some of the new keywords. Do not worry (see "Important
Note" earlier in 5.10.6.3 on page 135). SEINST ignores these keywords, and
CLIFI processes them correctly later.

Addi tional Printers=0

APNMEO

Al t er nat eAdapt er =0

* BaseFi | eSyst enrl

CDROMEL

Count r yCode=001

Count r yKeyboar d=US

Defaul t Printer=0

Di spl ayAdapt er =0

Docunent at i on=1

DOSSuppor t =0

W N- OG5/ 2Support =0

*W N- OS/ 2Deskt op=0

*EXi sti ngW ndowsPat h=

*W ndows| nst al | Sour cePat h=\ W NOS2\ DI SKETTES
*Shar eDeskt opConfi gFi | es=1
DPM =1

Exi t OnError=1

MousePor t =0

Optional Systemilities=1
Opt i onal Syst enConponent s=1
* (082l ni Dat a=/ AppNane/ KeyNare/ KeyVal ue/
PCMCI A=0

* Format FAT=C. , E:

* For mat HPFS=D:

* For mat JFS=F:

* Format Quick=C. ,D.,E , F:
Format Partition=0

* I ncl ude=i ncl ude. rsp

* | ncl udeAt End=at end. r sp

* I'ncl udel nLi ne=inline.rsp
M gr at eConfi gFi | es=1
Mouse=1

Figure 53. OS/2 Response File with All Base and CLIFI Options (Part 1 of 3)
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PCMCI AQpt i ons=0

Opti cal =0

I nfrared=0

Pri mar yCodePage=1

PrinterPort=1

ProcessEnvi r onnent =1

Progr essl ndi cati on=1

Reboot Requi r ed=0

SCSl =1

Seri al Devi ceSupport =1

* Sour cePat h=D: \ 0s2se20

Target Drive=D:

*W N- CS/ 2Tar get Dri ve=D:

SMP=0

SMPPat h=D: \ 052\ BOOT

Tool sAndGanes=2, 6

ConfigSysLine=cal | =D:\ OS2\ CMD. EXE / Q / C D:\ LCcl i ent . VD
Copy=vga D\ /n:ini.rc

Ear| yUser Exi t =T D\ config.sys

Ext endedI nst al | =PROGRAM EXE
SeedConfigSysLine=REM This is a remark line in the seed CONFI G SYS.
* User Exi t =T. EXE D:\ OS2\ | NSTALL\ | NSTALL. LOG

* %k ok ok

*DDl Src = Z:\DDP
*DDl Dest = D\
*DDlDDP = *. DDP
Mul ti medi aSuppor t =0

ART. Sel ecti on=0

DAXCOWPL. Sel ecti on=0
DAXCOWPL. Tar Dr v=d:

SRVDI AG Sel ecti on=1
SRVDCC. Sel ect i on=0
CDSECBASE. Sel ecti on=1
CDSECBASE. Tar Dr v=D:

PRI NTERUTI L. Sel ecti on=0
PUHPJETCLI ENT. Sel ecti on=0
PUHPJETCLI ENT. Tar Dr v=d:
PUHPJETSERVER. Sel ecti on=0
PUHPJETSERVER Tar Dr v=d:
PUVARKNET. Sel ecti on=0
PUVARKNET. Tar Dr v=d:
PUMARKVI S. Sel ect i on=0
PUVARKVI S. Tar Dr v=d:
HOTPLUG Sel ect i on=0
WARMBWAP. Sel ect i on=0

WARVBWAP.
WARVBWAP.
WARVBWAP.
WARVBWAP.
WARVBWAP.
WARVBWAP.

Thi nkPad=I BM Thi nkPad
Thi nkPad=I BM Thi nkPad
Thi nkPad=I BM Thi nkPad
Thi nkPad=I BM Thi nkPad
Thi nkPad=I BM Thi nkPad
Thi nkPad=I BM Thi nkPad
S506Par m=/ A'1 /U. 0

Sel ecti on=0

Thi nkPad=I BM Thi nkPad
Thi nkPad=I BM Thi nkPad
Thi nkPad=I BM Thi nkPad
Thi nkPad=I BM Thi nkPad
Thi nkPad=I BM Thi nkPad
Thi nkPad=I BM Thi nkPad
Thi nkPad=I BM Thi nkPad

755CD CbvV
760C/ CD
760E
760ED
760EL/ ELD
760X/ XD

755CD CbV
755CE CSE/ CVI CX
760C/ CD

760E

760ED

760EL/ ELD

760X/ XD

Figure 54. 0S/2 Response File with All Base and CLIFI Options (Part 2 of 3)
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Javall. RunDrv=d:

Javall. Sel ecti on=1
runtine. sel ection=1

runt i neconfi g. sel ection=1
sanpl es. sel ecti on=0

sanpl esconfi g. sel ecti on=0
sanpl es. snpdr v=d:

sanpl es. snppat h=\ JAVA11l
tool kit.sel ection=0

tool ki tconfi g. sel ecti on=0
tool kit.tktdrv=d:

tool ki t.tktpath=\JAVA1l
t1 ktdoc. sel ecti on=0

t1 kt docconfi g. sel ecti on=0
t1 ktdoc. tdocdr v=d:

t1 kt doc. t docpat h=\ JAVA11
debugger . sel ecti on=0
debugger confi g. sel ecti on=0
debugger . dbgdr v=d:
debugger . dbgpat h=\ JAVA11\ | CATJAVA
| BMFONTA. Sel ecti on=0

| BMFONTG Sel ecti on=0

| BMFONTT. Sel ecti on=0

| BMFONTJ. Sel ecti on=0

| BMFONTC. Sel ecti on=0

| BMFONTS. Sel ecti on=0

| BMFONTK. Sel ecti on=0

| BMFONTU. Sel ecti on=1

XI BVFONT. | nst Dri ve=d:
LVM3U . Sel ecti on=1

Figure 55. 0S/2 Response File with All Base and CLIFI Options (Part 3 of 3)

Note

This response file installs OS/2 Warp Server for e-business without
formatting the boot partition because it is a migration. If this was a
pristine installation, then the following keywords could be used:

* Format FAT=C , E

* For mat HPFS=D

* For nmat JFS=F:

* FormatQuick=C ,D,E,F

5.10.7 Multi Protocol Transport Services (MPTS)

The easiest way to upgrade MPTS is to reinstall it using the same values in
the response file that were specified during the last installation. Installing
MPTS immediately following the migration of the base OS/2 operating system
saves one reboot in the overall installation cycle.
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During our testing, we found no significant changes in the way MPTS is
installed compared to previous versions.

MPTS CID Installation Syntax

MPTS / E: <env> / S: <sour ce_pat h> / T: <target _pat h> / TU <confi g_pat h>
IR <response_file> /L1l:<log file>

For full details of the syntax of MPTS, refer to The OS/2 Warp 4 CID Software
Distribution Guide, SG24-2010 or OS/2 Installation Techniques: The CID
Guide, SG24-4295.

—— Please Note

Of all the parameters used, it is important to note that we are installing in
maintenance mode, and, therefore, use the parameter / E MA NT for this.

5.10.7.1 MPTS LCU Command File Syntax
In our working example, the invocation of MPTS, as provided in our LCU
client command file, is as follows:

X. npts =2
X. 2. nane ="MPTS 5.5
X.2.statevar = 'CAS_' || x.2.nane
X.2.instprog = MPTSing’ \npts’,
' Je:maint’,
' /s:’ MPTSi ng,
"/t nptsdrive’\’,
' /tu:’bootdrive'\’,
/117 logdir'\'client’ . MPTS',
ol
X.2.rspdir = resdir’\npts\’
X.2.default = client’.rsp’

Figure 56. Extract of LCU File lllustrating MPTS Invocation
Where the variable MPTS ng is defined as:

MPTS ng = i ngdir’ \ MPTS\ WRD8620

5.10.7.2 MPTS Sample Response File
The working response file used in our environment is shown below.
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—— Please Note

No additional tuning has been done. This response file is just an example
that needs to be customized.
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R T s

* Mbdel Response File for : *
* *
* Multi Protocol Transport Services *

LR R R T T

I NST_SECTI ON = (

Install = Product
Tar get =D
Upgr ade_Level = New

)
PROTOCCL = (
[ PROT_MAN
DR VERNAME = PROTMANS
[1 BMXCFG

landd_nif = | andd. nif

net beui _ni f = netbeui.nif
tcpbeui _nif = tcpbeui.nif
tcepip_nif = tcpip.nif

i bmpc_ni f = i bmmpc. ni f

[ NETBI 08|

Driver Nanme = netbi os$
ADAPTERO = net beui $, 0
= tcpbeui $, 1

[l'andd_ni f]

Driver Nane = LANDDS
Bi ndi ngs = i brmpc_ni f
ETHERAND_TYPE = "1"
SYSTEM KEY = 0x0
OPEN_CPTI ONS = 0x2000

TRACE = 0x0
LINKS = 8
MAX_SAPS = 5
MAX_G SAPS = 0
USERS = 3
TI_TICK GL = 255
TLTICK GL = 15
T2_TICKGL = 3
TI_TICK @ = 255
TLTICK @ = 25
T2_TICK @ = 10

| PACKETS = 250
U PACKETS = 100
MAXTRANSM TS = 6

M NTRANSM TS = 2
TCBS = 64
GDTS = 30
ELEMENTS = 800

Figure 57. MPTS Response File Example (Part 1 of 3)
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NETFLAGS = 0x0
[ net beui _ni f]

Driver Nane = netbeui $
Bi ndi ngs = i brmpc_ni f
ETHERAND TYPE = "|"
USEADDRREV = " YES"
OS2TRACEVASK = 0x0
SESSI ONS = 254

NCBS = 254

NAMES = 40

SELECTORS = 50
USEMAXDATAGRAM = " NO'
ADAPTRATE = 1000

W NDOMERRCRS = 0
MAXDATARCV = 4168

T 30000

T1 = 1000

T2 200

MAXIN = 1
MAXQUT = 1
NETBI OSTI MEQUT
NETBI OSRETRI ES
NAMECACHE = 1000
RNDOPTI ON = 1

Pl GGYBACKACKS = 1
DATAGRAMPACKETS = 50
PACKETS = 300
LOOPPACKETS = 8
PIPELINE = 5
MAXTRANSM TS =
M NTRANSM TS =
DLCRETRI ES = 10
FCPRCRITY = 5
NETFLAGS = 0x0

500

i
[N

6
2

[t cpbeui _nif]

Driver Name = tcpbeui $
Bi ndi ngs = , i brmpc_nif
NCDETYPE = " B- Node"
OS2TRACEMASK = 0x0
SESSI ONS = 254

NCBS = 254

NAMVES = 40

SELECTORS = 15
USENMAXDATAGRAM = " NO'
NETBI OSTI MEQUT = 500
NETBI OSRETRI ES = 1
NAMECACHE = 1000
PRELOADCACHE = "NO'
NAMESFI LE = 0
DATAGRAMPACKETS = 20
PACKETS = 50

| NTERFACERATE = 300

[tcpip_nif]

Figure 58. MPTS Response File Example (Part 2 of 3)
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[i brmpe_ni ]
Driver Name = | BM\WPC$
Net Addr ess = "400000000163"
MaxTransmits = 31
MaxTxFr ameSi ze = 18000
M nRevBuffs = 20
Si zWor kBuf = 2048
Ml ticast Num = 16
Enabl eTxEof Int = "YES'
Enet 20UTP = " NO'
Enabl eH Pri Tx = "NO'
Hi Pri TxAccess = 5
Hi Pri TxThresh = 4
LLCOnly = "NO'
Enabl eTRFDX = " YES'
)
MPTS = (
[ CONTRQL]
Local _I PC = YES
| NET_Access = YES
NETBI OS_Access = NO
[1 FOONFI G
Interface =0
Addr ess = 9.3.1.163
Br dcast =
Dest =
Enabl e =W
Net Mask = 255, 255. 255. 0
Metric =0
Mu = 4096
Trailers = NO
Arp = NO
Bridge = NO
Snap = NO
Alrs = NO
802.3 = NO
I cnpred = NO
Canoni cal = NO
[ ROUTE]
Type = defaul t
Action = add
Dest =
Rout er =9.3.1.74
Metric =1
)
RESQLV = (
NAME = donai n itsc.austin.ibmcom
NAME = naneserver 9.3.1.69
)

Figure 59. MPTS Response File Example (Part 3 of 3)
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5.10.8 File System Redirection (THINIFS)

The SrvIFS (Server Installable File System) provides an easy means of
redirection. THINIFS installs the necessary SRVIFS redirection files on the
hard disk.

We executed THINIFS twice to obtain two redirected drives for the next part
of the installation having rebooted to enable Presentation Manager mode.

THINIFS Syntax

TH N FS /S <Source_Pat h> / T: <Tar get _Pat h> / SRV: <CodeSer ver _Nane>
/REQ<Qient_Name> /D <Drive_Letter> /TU <Confi gSys_Pat h>
/L1: <LogFi | e_Name> / NS: <NB_Sessi ons> / A <IFS (ption> /W

For full details of the syntax of TH N FS, refer to The OS/2 Warp 4 CID
Software Distribution Guide, SG24-2010 or OS/2 Installation Techniques: The
CID Guide, SG24-4295.

5.10.8.1 THINIFS LCU Command File Syntax

In our working example, the invocation of TH N FS, as provided in our LCU
client command file, is as follows:

16
" SRVI FS Request er’

X.thinifs
x. 16. name
x. 16. st at evar
X. 16. i nst prog

imgdir’\srvifs\thinifs’,
" /s:Vimgdir’\srvifs’,
' /t:'BOOTDR VE \srvifsrq',
" /tu:’ BOOTDRI VE \’,
" /11:"logdir’\'client’ .thinifs’,
" /req:’client,
" [srv:’serverl shareA,
" /d:’ shareA
X. 16. rspdir
x. 16. def aul t

Figure 60. Extract of LCU File Illustrating THINIFS Program Invocation

Where variable i ngdi r has already been explained.

— Note

Only one invocation of TH N FSis provided. The other is nearly identical.
Refer to the redbooks mentioned above for further assistance.
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5.10.9 LCU Installation (CASINSTL)

CASINSTL installs the LAN CID Utility client code, which is the actual
software distribution manager that works with SRVIFS.

CASINSTL Syntax

CASI NSTL / TU <Boot _Drive> /OMD <LQUJ Path> /D / D <Def aul t _QOVDFi | e>
/L1<LogFi | e> /L2<LogFi | e2> / PL: <Pat h_Val ues> / PA <LQU Pat h> / PD
/REQ <di ent _Nare> /0

For full details of the syntax of CASI NSTL, refer to The OS/2 Warp 4 CID
Software Distribution Guide, SG24-2010 or OS/2 Installation Techniques: The
CID Guide, SG24-4295.

5.10.9.1 CASINSTL LCU Command File Syntax

In our working example, the invocation of CASI NSTL, as provided in our LCU
client command file, is as follows:

X. casi nst| =18
X. 18. name ='LANCD Wility’
x.18.statevar ="’
X.18.instprog = ciddir’\locinstu\casinstl’,
" /cnd: ' | cucnd,
* /tu:’ BOOTDRI VE,
" [ pl:’ DLLPATH
' [pa:’ciddir’\locinstu’,
" /11:"logdir’\'client’.cluerr’,
" /12:"logdir'\'client’.clulog,
Told,
" /req:’client
x. 18.rspdir =
x.18. default =

Figure 61. Extract of LCU File lllustrating CASINSTL Invocation

5.11

Installation - Phase One

The following sections describe the process components of Phase One.

5.11.1 Display Driver Installation

148

If you need to have better resolution or more colors than the default
640x480x16 setup, you should install the appropriate display driver. For
example, Netscape Communicator needs at least 256 colors to run (although
a version of Netscape Communicator with 16-color support was expected to
be available with the final release of OS/2 Warp Server for e-business).
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The program that installs alternative display drivers is called DSPI NSTL.

DSPINSTL Syntax

DSPI NSTL. EXE / PD. <. DSC fil e> / T: <boot _dri ve> / S: <source_dri ve>
| RES: <resol ution> /U

If you have a system where the video chip set can be automatically detected,
then you can use the auto-detect option. If you do not know whether your
hardware can be auto-detected, we recommend that you try it out.

DSPINSTL Syntax - AutoDetect

DSPI NSTL. EXE / T: <boot _drive> / S: <source_drive> / RES: <resol uti on> /U
/ AUTO

If your video adapter is not supported by OS/2 Warp Server for e-business
with a display driver shipped with the product, you can try to use the Generic
Non-accelerated GRADD driver, or you can use the OS/2 display drivers that
came with your adapter. In this case, refer to the CID installation instructions
that came with the display drivers for assistance.

For full details of the syntax of DSPINSTL, refer to The OS/2 Warp 4 CID
Software Distribution Guide, SG24-2010 or OS/2 Installation Techniques: The
CID Guide, SG24-4295.

5.11.1.1 DSPINSTL LCU Command File Syntax

In our working example, the invocation of DSPI NSTL, as provided in our LCU
client command file, is as follows. It auto-detects the display adapter chipset
and sets a screen resolution of 800x600x256.

X. SVAA =7
X. 7. name = ' SVAA
X.7.statevar = 'CAS’' || x.7.nane
X.7.instprog = 'dspinstl’,
" /s’ OB2i ny,
" /t:’ bootdrive,
" /res: 800x600x256" ,
" Jauto’,
o
X.7.rspdir ="
X.7.default =

Figure 62. Extract of LCU File lllustrating DSPINSTL Program Invocation
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The variable O2i ng has already been explained.

5.11.2 Feature Installer

150

As previously mentioned, some components that belong to the base 0OS/2
operating system are installed by Feature Installer. After the initial installation
using SEINST and following a reboot, the Presentation Manager interface is
active. With this prerequisite fulfilled, CLIFI.EXE can be used to complete the
update.

Since Al FI and SEI NST share the partial response file for keywords of the
Conponent . el ect i on type, we can still use the same file from Phase One.

The general response file for this invocation of QLI FI is FI BASE. RSP which can
be found in the \ O82\ I NSTALL directory of the boot drive.

CLIFI CID Installation Syntax

CLIFl /A C /S <source _path> /B <boot_drive> /F: <boot_drive>\ C82\ | NSTALL
/R <generic_response_file> /R <partial _response fil e>
/L1l:<error_log file>/L2: <history |og file>

For a description of Feature Installer, please refer to Section 5.7.4,
“Introducing Feature Installer” on page 107. For full details of the syntax of
CLIFI, refer to The OS/2 Warp 4 CID Software Distribution Guide,
SG24-2010.

—— Important Note

When QI Fl . EXEis invoked during the Phase Two, it installs Systems
Management by default. This is required for many other applications, such
as Communications Server. Therefore, it is advisable to call QLI A . EXE at
least once, as soon as possible, after installing the base OS/2 operating
system.

5.11.2.1 CLIFI LCU Command File Syntax
In our working example, the invocation of QLI FI, as provided in our LCU client
command file, is as follows:
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base conponents

X. Fl base =4
X. 4. nane = 'Feature Install 1.2.3 -
x.4.statevar = 'CAS’' || x.4.nane
X.4.instprog = ' CLIFl. EXE ,
' /s’ O82ing \Fl',
T la:C,
" /b:’ bootdrive,
" /r:"bootdrive \ OS2\ | NSTALL\ FI BASE. RSP’ ,
* /f:" bootdrive \ OS2\ | NSTALL’,
" /11" 1ogdir'\'client’.Flerr’,
" /12:"logdir’\"client’.Fllog',
lr2:
X.4.rspdir = resdir’\ 082\’
x.4.default = 'server.rsp’

Figure 63. Extract of LCU File Illustrating CLIFI Program Invocation

Where variable C82i ng has already been explained.

5.11.2.2 CLIFI Sample Response File
The working response file used in our environment is shown below. We have

included only those parts of the response file that are specific to Feature

Installer because the base OS/2 response file is already illustrated in Figure

53 on page 139.

PRI NTERUTI L. Sel ecti on=0
PUHPJETCLI ENT. Sel ecti on=0
PUHPJETCLI ENT. Tar Dr v=d:
PUHPJETSERVER Sel ect i on=0
PUHPJETSERVER. Tar Dr v=d:
PUVARKNET. Sel ecti on=0
PUMARKNET. Tar Dr v=d:

PUVARKMI S. Sel ecti on=0

PUMARKVI S. Tar Drv=d:

HOTPLUG Sel ecti on=0

WARVBWAP. Sel ecti on=0

WARVBWAP. Thi nkPad=I BM Thi nkPad
WARVBWAP. Thi nkPad=I BM Thi nkPad
WARVBWAP. Thi nkPad=I BM Thi nkPad
WARVBWAP. Thi nkPad=I BM Thi nkPad
WARVBWAP. Thi nkPad=I BM Thi nkPad
WARVBWAP. Thi nkPad=I BM Thi nkPad
WARVBWAP. S506Parme/ A:1 /U. 0
WARVDOCK. Sel ecti on=0

WARVDOCK. Thi nkPad=I BM Thi nkPad
WARVDOCK. Thi nkPad=I BM Thi nkPad
WARMVDOCK. Thi nkPad=I BM Thi nkPad
WARVDOCK. Thi nkPad=I BM Thi nkPad
WARVDOCK. Thi nkPad=I BM Thi nkPad
WARMVDOCK. Thi nkPad=I BM Thi nkPad
WARVDOCK. Thi nkPad=I BM Thi nkPad

755CD CbV
760C/ CD
760E
760ED
760EL/ ELD
760X/ XD

755CD ChvV
755CE/ CSE/ CV/ CX
760C/ CD

760E

760ED

760EL/ ELD

760X/ XD

Figure 64. FI-Specific Portion of Feature Installer Response File (Part 1 of 2)
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Javall. RunDr v=d:

Javall. Sel ecti on=1
runtine. sel ection=1

runti neconfi g. sel ection=1
sanpl es. sel ecti on=0

sanpl esconfi g. sel ecti on=0
sanpl es. snpdr v=d:

sanpl es. snppat h=\ JAVA11l
tool kit.sel ection=0

tool ki tconfi g. sel ecti on=0
tool kit.tktdrv=d:

tool ki t. tktpat h=\JAVA11l
t1 kt doc. sel ecti on=0

t1 kt docconfi g. sel ecti on=0
t1 ktdoc. tdocdr v=d:

t1 kt doc. t docpat h=\ JAVA11
debugger . sel ecti on=0
debugger confi g. sel ecti on=0
debugger . dbgdr v=d:
debugger . dbgpat h=\ JAVA11\ | CATJAVA
| BMFONTA. Sel ecti on=0

| BMFONTG Sel ecti on=0

| BMFONTT. Sel ecti on=0

| BMFONTJ. Sel ecti on=0

| BMFONTC. Sel ecti on=0

| BMFONTS. Sel ecti on=0

| BMFONTK. Sel ect i on=0

| BMFONTU. Sel ecti on=1

XI BMFONT. | nst Dri ve=d:
LVM3U . Sel ecti on=1

Figure 65. FI-Specific Portion of Feature Installer Response File (Part 2 of 2)

5.11.3 File and Print Sharing Services
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The most important difference between this and the previous versions of
0OS/2 LAN or Warp Server is that LAN NSTR(the File and Print Sharing Services
installation program) no longer installs 386HPFS. However, the parameters of
LAN NSTRremain unchanged.

— Note

At the time of writing, following a pristine installation, the MAXCONNECTI ONS
parameter was not installed, and this prevented the server service from

starting. A manual addition was required to overcome this problem. We

expect that this will be fixed by the time the final product is available.

— LANINSTR Syntax

LAN NSTR / <type> /R <response_fil e> /G <i ncl uded_rsp_fil es>
/L1:<error_log> /L2: <hi story_| og>
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For full details of the syntax of LAN NSTR, refer to The OS/2 Warp 4 CID
Software Distribution Guide, SG24-2010 or OS/2 Installation Techniques: The
CID Guide, SG24-4295.

5.11.3.1 LANINSTR LCU Command File Syntax
In our working example, the invocation of LAN NSTR as provided in our LCU
client command file, is as follows:

x.lanserver =3
X. 3. name = 'LAN Server 5.2
X. 3.statevar = 'CAS_' || x.3.nane
x.3.instprog = LSRing’\laninstr’,
" /117 logdir’\'client’.Isr’,
"o lsrv’,
“olr
x.3.rspdir = resdir’\LSR"’
x.3.default = 'lansrv.rsp’

Figure 66. Extract of LCU File Illustrating LANINSTR Invocation
Where the LSR ng variable is defined as:
LSR ng = i mydi r’ \ LSR | PO8700’

5.11.3.2 LANINSTR Sample Response File
The working response file used in our environment is shown in Figure 67.

DELETElI BMLAN = Net wor ks<

net 3
net 4
netlb =

>
UPDATEI BMLAN = Net wor ks<

netl = NETBEU $, *, LMLO, *, *, *
net2 = TCPBEU $, *, LMLO, *, *, *
>

DELETElI BMLAN = Requester<

wrknets = NETLB, NET3, NET4
>

UPDATElI BMLAN = Request er <

Conput er nane = SRV163
Domai n = D01
useal | mrem = Yes

Figure 67. Working OS/2 Warp Server Response File (Part 1 of 2)
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ADDI BMLAN = Requester<

wr kservi ces = MESSENGER
w knets = NET1, NET2

>
DELETEI BMLAN = Server <

srvservi ces=ALERTER, DCDBREPL, NETRUN, REMOTEBQOT, REPLI CATCR, UPS
srvnets = NETLB, NET3, NET4

>
UPDATEI BMLAN = Ser ver <
autopath = \ | BMLAN\ PROFI LES\ SRVAUTO. PRO

>
ADDI BMLAN = Server <

SrvServi ces = LSSERVER, NETLOGON
srvnets = NET1, NET2

>

Conf i gAppl DunpPat h Mgrate
Conf i gAppl MaxDunps Mgrate
Confi gAut oSt art FFST = YES
ConfigAutoStartLS = No

Confi gCopyDLR = Copyl! f Requi red
Conf i gCopyLSP = Copyl f Requi red
Confi gD splayMsg = ON

Confi gDosNunber = 0

Conf i gMsgLogNane = Mgrate
Confi gRout eAl ert sTo = NETVI EW
Conf i gServer Type = Additional Server
ConfigSourceDrive = None

Conf i gSyst enDunpPat h = d: \ O82\ SYSTEM
Conf i gSyst emvaxDunps = 32
ConfigTargetDrive = D
ConfigWld = DO01
ConfigWSeriall = Mgrate
ConfigWSerial2 = Mgrate
ConfigWTypel = Mgrate
ConfigWstype2 = Mgrate

I nstal | DosLanApi = REMOVE
Instal | DosRenot el PL = REMOVE
Install GenericA erter = I NSTALL
Install I nstall Program = REMOVE
I nstal | LoopBackDri ver = REMOVE
I nstal | OS2Renot el PL = REMOVE
Instal | Server = | NSTALL

Instal | UPM = | NSTALL

Instal | Ups = REMOVE

I nst al | MSGPopup = REMOVE
Instal | QU = REMOVE

Instal | dipBoard = REMOVE

I nst al | Deskt opl cons = YES

Figure 68. Working OS/2 Warp Server Response File (Part 2 of 2)
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Please note that the response file shown in Figure 68 on page 154 contains
the line:

Conf i gServer Type = Addi ti onal Server
Be sure to change this to the appropriate value if you are migrating a Domain

Controller or Backup Domain Controller. You will also change the
performance and capacity parameters according to your needs.

—— General Tip

In general, don't install a Primary Domain Controller when introducing a
server into an existing domain. Always install it as a Backup Domain
Controller and then promote it to Primary Domain Controller as required.

5.11.4 386HPFS

Because 386HPFS is now shipped as a separate product, it is no longer
installed by LANINSTR.

— Installing 386HPFS

If you are migrating a server using CID, make sure that you install
386HPFS directly after File and Print Sharing Services before rebooting the
machine. Otherwise, you will have problems rebooting the system.

If you are migrating an existing 386HPFS drive, you do not need to purchase
386HPFS as a separate product. During the installation of the base 0S/2
operating system, the file system drivers are detected and removed.
However, the installation process stores some information recording that
386HPFS was installed on the system. This information is used to validate
the existence of a license. It also allows the reinstallation of the 386HPFS.

The 386HPFS installation, and that of features, such as Fault Tolerance and
Local Security, are now performed by Feature Installer. For a description of
Feature Installer, please refer to Section 5.7.4, “Introducing Feature Installer”
on page 107.

5.11.4.1 386HPFS Install LCU Command File Syntax
The following figure shows the portion of the LCU file where 386 HPFS is
installed.
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x. f 386 10

x. 10. name = ' HPFS386’
x.10.statevar = 'CAS ' || x.10.name
X.10.instprog = 'CLIFl . EXE ,

' /'s:’ FS386i ny,

T la:C,

" /b:’ bootdrive,

" /r:’FS386i ng’' \fs386.rsp’,

" /f:’ bootdrive \ OS82\ | NSTALL’ ,

" /11" logdir’\'client’.fs386err’,
" /12:7logdir'\’'client’.fs386lo0g",
tolr2:

resdir’ \ FS386\’

' f s386def . rsp’

X. 10. rspdi r
x. 10. def aul t

Figure 69. Extract of LCU File Illustrating 386 HPFS Installation

Where the variable FS386i ny is defined as:
FS386i ng = i ngdi r’ \ KAAJNYH | PO8600’

5.11.4.2 386HPFS Sample Response File

The working response file used in our environment is shown in Figure 70 on
page 157. It can be used when migrating an existing 386HPFS installation. In
this example, Fault Tolerance and Local Security are configured, thus, the
corresponding variables are set to 1.

Please note that Feature Installer always requires two response files, one of
which is provided by the software manufacturer.

For 386HPFS, this response file is called FS386.RSP, located in the

\ O D\ SERVER KAAINYH directory the OS/2 Warp Server for e-business CD ROM. It
contains the description of all files required to install the product. Do not
change this file. The other file (in our example in Figure 70) is provided by the
user and contains user-specific settings.

If you do not already have 386 HPFS installed, and since 386HPFS is no
longer shipped with OS/2 Warp Server for e-business, you will need to have a
license diskette or some other proof of license (such as a copy of the Warp
Server Advanced CD) in order to install it.

In a CID installation, it does not make sense to have to insert a license
diskette during the installation process. Therefore, there is a keyword in the
response file that replaces the proof of license.

If you have a valid license, please specify the following Keywor d=Val ue pair in
your response file:
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HPFS386_Top. HAVEADVANCEL I CENSE=AGREE

Most of the other keywords are used to set the 386HPFS tuning parameters
that are found in HPFS386.INI after the installation. You can modify these
according to your needs.

I nst al | 386HPFS. Sel ecti on=0

I nstal | Faul t Tol erance. Sel ecti on=1
Instal | Local Security. Sel ecti on=1
WSt aDet er m nesCacheSi ze. Sel ecti on=0
WSt aDet er m nesHeapSi ze. Sel ecti on=0
ConfigLazyWite. Sel ecti on=1
HPFS386_Top. Conf i g386Cache=512
HPFS386_Top. Conf i gHeap=756
HPFS386_Top. Confi gM nBuf f er | dl e=550
HPFS386_Top. Conf i gMaxCacheAge=5050
HPFS386_Top. Confi gUseAl | Mem=Yes
HPFS386_Top. HAVEADVANCELI CENSE=Agr ee
HPFS386_Top. I nstal | Dri ve=D:
HPFS386_Top. i sl ntegr at edl nstal | =NO

Figure 70. Working 386 HPFS Response File

5.11.5 First Failure Support Technology (FFST/2)

In a CID environment, FFST/2 must be installed in a separate step. The
installation program is called FFSTINST.EXE.

FFSTINST Syntax
FFSTINST /L1: <l og_file> /S <source_pat h> / ROUT: <code>

5.11.5.1 FFSTINST LCU Command File Syntax
In our working example, the invocation of FFSTI NST, as provided in our LCU
client command file, is as follows:

x. FFST =15
x. 15. namre = 'FFST’
Xx.15. statevar = 'CAS_’ || x.15.nane
X.15.instprog = FFSTi mg’ \ ffstinst.exe’,
'’ |'s:’ FFSTi ng,
" /11:"logdir’\'client’ .ffst’,
" lrout:l’
X. 15. rspdi r =
x.15. default =

Figure 71. Extract of LCU File lllustrating FFSTINST Invocation

Where the variable FFSTi ny is defined as:
FFSTing = i ngdi r’ \ FFST\ WRD0530°
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— Note

The / ROUT parameter defines the system where alerts will be sent. A value
of 1 means NetView, a value of 2 states that LAN Network Manager should
receive the message. A value of 0 means no alerts will be sent.

5.11.5.2 FFSTINST Sample Response File
The installation of FFST/2 needs no response file.

5.11.6 TCP/IP Application Services

158

Previous versions of TCP/IP used INSTALL.EXE for installation. From
Version 4 onwards, the installation program changed to Feature Installer. The
procedures and response file we have provided represent a working version
and use Feature Installer.

We strongly recommend that you use the Feature Installer to install these
components even though the program INSTALL.EXE still exists.
INSTALL.EXE displays dialog boxes on the screen and waits for user
interaction to click mouse buttons when it encounters a problem, which is not
acceptable in a CID-based installation. In addition, INSTALL.EXE requires
Netscape Communicator.

For further detail on the installation of TCP/IP Application Services refer to
the README.CID or the \ O D SERVER TCPAPPS directory on the OS/2 Warp
Server for e-business CD-ROM.

Please note that the installation of TCP/IP Services requires Java to be
installed.

5.11.6.1 TCP/IP Installation LCU Command File Syntax
In our working example, the invocation of the TCP/IP installation, using
Feature Installer, as provided in our LCU client command file, is as follows:
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X. TCPI P =5
x. 5. nane = "TCP/I P Application Suite 4.21
x.5.statevar = 'CAS_’' || x.5.nanme
X.5.instprog = ' CLIFl. EXE ,
" /s:’TCPIPing' \install’,
T la:C,
" /b:’ bootdrive,
" Jr:’ TCPIPing' \install\tcpinst.rsp’,
* /f:" bootdrive \ OS2\ | NSTALL’,
" /11" 1ogdir'\'client’.TCPI Perr’,
" /12:"logdir'\'client’.TCPIPF og’,
lr2:
X.5.rspdir = resdir’'\TCPI P\’
x.5.default = client’.rsp’

Figure 72. LCU File lllustrating TCP/IP Installation Using Feature Installer
Where the variable TCPI P ng is defined as:

TCPI A ny = i ngdi r’ \ TGPl P\ LND2100°

5.11.6.2 TCP/IP Sample Response File

The working response file used in our environment is shown in a series of
figures beginning with Figure 73 through Figure 76.
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* TCPIP.Instal | Dir=D:\TCPIP
TCPIP.Instal | Drive=D:

* TARGET_DR VE=D:

* LOG_PATHL=C: \ TCPI NST. LOG
* LOG_PATH2=C: \ TCPI NST2. LOG
* | NSTALL_MODE=UNATTENDED

* BOOT_DRI VE=D:

*** needed to install NFS -> to put cfg files in \ETC
TCPI P. MPTS_PATH=D: \ MPTN

* MPTS_RSP_FI LE=D: \ | NSTALL\ MPTS\ MY. RSP
* CONFI G_NO_I NSTALL=N

*** needed for DHCP ??7? ***
SERVER _Yor N=Y

LANG=ENUS
CODEPAGE=850
PACKAGES = (

BASE_APPS = Y
DHCP_DDNS_Server =Y

U NSTAL = Y
VPN = Y
I|FOLDER = Y
NFS = Y

)

Figure 73. Working TCP/IP Response File (Part 1 of 4)
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| P_FORWARDI NG=N
USE_HOSTS FI RST=Y

| NETD=(
AUTOSTART=Y
AUTOSTART_TYPE=START_M N
)

TELNETD=(
AUTOSTART=Y
AUTOSTART_TYPE=START_M N
)

FTPD=(
AUTOSTART=Y
AUTCSTART_TYPE=I NETD
PARAVETERS=- |
)
TFTPD=(
AUTCSTART=N
AUTOSTART_TYPE=I NETD
)
REXECD=(
AUTOSTART=Y
AUTOSTART_TYPE=I NETD
)
RSHD=(
AUTOSTART=Y
AUTCSTART_TYPE=I NETD
)
LPD=(
AUTOSTART=N
AUTCSTART_TYPE=I NETD
)
LPRPORTD=(
AUTOSTART=N
AUTCSTART_TYPE=START_M N
)
ROUTED=(
AUTOSTART=N
AUTCSTART_TYPE=DET
)
PORTMAP=(
AUTOSTART=N
AUTCSTART_TYPE=DET
)
SENDVAI L=(

AUTOSTART=N
AUTOSTART_TYPE=START_NCRM

Figure 74. Working TCP/IP Response File (Part 2 of 4)
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)

RSVPD=(
AUTCSTART=N
AUTOSTART_TYPE=DET
)

TCPCFG2D=(
AUTCSTART=N
AUTCSTART_TYPE=DET

)

SYSLOGD=(
AUTOSTART=Y

)

USERNAME=uUsr 146
TZ=CST6CDT

ADM N_PWt12345
SERVER USER=(
USERNAME=admi n
PASSWORD=12345
U D=0
d D=0
COMMVENT=New adm n
HOMEDI R=D: \
TELNETD=(
ACTI VE=Y
SHELL=t el netd. cnd
DI SCONNECT=Y

REXECD=(
ACTI VE=Y

)
FTPD=(
ACTI VE=Y
READ DI R=D: \
CANREAD=Y
VR TE_DI R=D: \
CANVR TE=Y
| DLETI MEQUT=2000

)

SERVER_USER=(

USERNAME=guest

PASSWORD=guest

U D=1

A D=1

HOVEDI R=D: \ GUEST

FTPD=(
ACTI VE=Y
READ DI R=D: \ GUEST
CANREAD=Y
CANVR TE=N
LOG=LOGDEL LOGREN LOGPUT

Figure 75. Working TCP/IP Response File (Part 3 of 4)
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RSH_USER=(
HOSTNAME=r shhost
DOVAI N=r al ei gh. i bm com
USERNAME=T shuser

)

TFTP_ACCESS=(
DI RECTORY=D: \ TFTP
READ ONLY=N
HOSTNAME=t f t phost
)

ENABLE_SOCKS=Y
SOCKS_USER! D=srv146

SOCKS_NAMESERVER=(
DOVAI N1=
DOVAI N2=
DOVAI N3=

)

DI RECT_ROUTES=(
DESTI NATI ON=
NETMASK=

SOCKD_SERVER=(
SERVER=
DESTI NATI ON=
NETMASK=
)

* REMOTE_PRI NT_SERVER=pr i nt er 1
* REMOTE_PRI NTER=! pt 1
MAX_LPD_PORTS=12

Figure 76. Working TCP/IP Response File (Part 4 of 4)

——Note on TCP/IP Installation

You will note that some of the keywords are commented out. At the time of
writing, we were able to install the product sucessfully using the keyword
TCPIP.Instal | Drive. This may change by the time the product becomes
generally available. We recommend that you check the on-line
documentation and the README.CID for the latest advice.
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The default general response file for the installation of TCP/IP Services is
called TCPINST.RSP. You will find it in the \ O D\ SERVER TCPAPPS\ | NSTALL
directory of the OS/2 Warp Server for e-business CD-ROM.

It is not our aim here to explain TCP/IP configuration in detail; this is beyond
the scope of this book. If you require detailed information on this topic, refer
to the redbook Beyond DHCP - Work Your TCP/IP Internetwork with Dynamic
IP, SG24-5280. This redbook ships with a CD-ROM that also contains some
CID-related information and response files.

5.11.7 Netscape Communicator
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Depending on your configuration, you may or may not already have
Netscape, Version 2.02 installed on your system. If it does not exist on your
system, Netscape Communicator is installed. If you already have it, then
updating Netscape Navigator 2.02 to Netscape Communicator 4.04 can be a
two-step process depending on whether a Plug-In is needed. A Plug-In
provides additional functionality when browsing the World Wide Web.

Netscape Communicator is installed using Software Installer. The basic
product is installed by the installation program INSTALL.EXE in the

\ A D SERVER NETSCAPE directory on the OS/2 Warp Server for e-business
CD-ROM).

Netscape Install Syntax

INSTALL /X /A1 /INVBG/QDRVE /R responsefile /L2:outputfile

The above syntax is valid for a new installation. If you already have a copy of
Netscape installed, you need to substitute the Action (/ A) parameter keyword
Install (1) for Update (U. Therefore, the new syntax would read:

INSTALL /X /AU /NG /QDRVE /Rresponsefile /L2:outputfile
For further information on installing Netscape Navigator, refer to the

READ.ME file in the \ Q DI SERVER NETSCAPE directory of the OS/2 Warp Server
for e-business CD-ROM.

Note on Plug-Ins

We recommend that multimedia Plug-Ins not be installed on a server. We
have included their installation here only for completeness.
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If the Plug-In is needed, it can be copied to the Plug-In directory by simply
issuing a GCPY command as follows:

QCPY X\ SOURCE\ NPH . DLL Y: \ TARGET\ PROGRAM PLUG NS

where X \ SOURCE represents the source directory, and Y:\ TARGET is the
directory in which you installed Netscape Communicator.

Note on COPY Command

Since QPY does not return a valid CID return code, we recommend that you
create a REXX command file that calls both the installation program and
the QPY command and then returns a correct value.

5.11.7.1 Navigator Installation LCU Command File Syntax
In our working example, the invocation of the Netscape Navigator installation
as provided in our LCU client command file is as follows:

Xx. Netscape =6
X. 6. nane = ' Net scape Communi cator for OS2 4.04
x.6.statevar = 'CAS_’' || x.6.nanme
X.6.instprog = NSing'\install.exe’,
TIx,
Clani’,
" Jo:drive’,
" /11:"logdir’\'client’ .NS 1",
" /12:7logdir’\'client’ .NSl 2",
ol
X. 6. rspdir = resdir’\netscape\’
x.6.default = 'netscape.rsp’

Figure 77. LCU File lllustrating Netscape Navigator Installation
where the variable NS ny is defined as:

NS ng = i ngdi r’ \ NETSCAPE\ G52\ XR00404'

5.11.7.2 Netscape Navigator Sample Response File
The working response file used in our environment is shown in Figure 78 on
page 166.
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COWP = Net scape Communi cator 4.04 for C8/2
FI LE = D\ net scape

AUXL = Dt
DELETEBACKUP
SAVEBACKUP

CFGUPDATE
OVERWRI TE

Yes
No
Aut o
Yes

NSCONVERTBROWGER
NSCONVERTQL
NSASSCOCI ATEHTML

Yes
Yes
YES

Figure 78. Working Netscape Navigator Response File

5.11.8 Personally Safe 'n’ Sound (PSnS)

Like many other products, Personally Safe 'n’ Sound is installed by the
Feature Installer. The use of Feature Installer is described in detail in Section
5.7.4, “Introducing Feature Installer” on page 107.

PSNS Install Syntax

QIF /AC/R:PINSOD RSP /RPINS. RSP /B C /S D\ PSNSTEMP
/L1: A DERR LGG / L2: A DH ST. LGG

For further information on the installation of PSnS, please refer to the on-line
documentation or the \ @ D SERVER PS\S directory on the OS/2 Warp Server for
e-business CD-ROM.

5.11.8.1 PSnS Installation LCU Command File Syntax

In our working example, the invocation of the PSnS installation, used by
Feature Installer as provided in our LCU client command file, is as follows:
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X. PSnS =12
x. 12. name = 'Warp Server Backup/Restore 6.0’
x.12.statevar = 'CAS ' || x.12.name
X.12.instprog = 'CLIFl . EXE ,
" /'s:’” PSNSi ny,
T la:C,
" /b:’ bootdrive,
" /r:”PSNSi ng’ \ PSNS. rsp’,
" /f:’ bootdrive \ OS82\ | NSTALL’ ,
" /11:"1ogdir'\'client’.PSnSerr’,
" /12:7logdir’\’client’.PSnSlog’,
lr2:
X.12. rspdir = resdir’ \ PSNS\"’
x.12.default = ' PSNSdef.rsp’

Figure 79. Extract of LCU File lllustrating PSnS Installation Program Invocation
where the variable PSNS ny is defined as:

PS\S ng = i mydi 1’ \ PSNS\ 3009103

5.11.8.2 PSnS Sample Response File
The working response file used in our environment is shown in Figure 80.

PSNS. I nst Dri ve=D:
PSNS. | nst Di r =\ PSNS

PSNS_GU . Sel ecti on=1
PSNS_CAPI . Sel ecti on=1
PSNS_CLI . Sel ecti on=1
PSNS_RAPI . Sel ecti on=1
PSNS_ADSM Sel ecti on=0
PSNS_DI SK. Sel ecti on=1
PSNS_LAN. Sel ecti on=0
PSNS_OPTI CAL. Sel ecti on=0
PSNS_PRM Sel ecti on=0
PSNS_REMDRV. Sel ect i on=0
PSNS_TAPE. Sel ecti on=1

Figure 80. Working PSnS Response File

5.11.9 Remote Access Services (RAS) or PPP Server

Remote Access Services (also known as PPP Server) replaces the LAN
Distance product. LAN Distance must be removed with the LDREMOV/E
command prior to installation of Remote Access Services.

It, therefore, takes three steps to migrate LAN Distance to the new Remote
Access PPP server. First, LDREMOVE must be run to remove LAN Distance
Connection Server before installing the RAS server.
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Since LAN Distance Connection Server is deleted, please make a backup of
your configuration files prior to installation. After installing the RAS Server, it
can be configured using the previously saved configuration.

For further information on the configuration files to be saved and other
preparation steps needed in this area, please refer to Section 3.10, “Remove
LAN Distance” on page 55.

5.11.9.1 RAS Installation LCU Command File Syntax
In our working example, the invocation of the RAS installation as provided in
our LCU client command file is as follows:

X. PPPsrv =9

X. 9. nane = ' PPP server’

X.9.statevar = 'CAS ' || x.9.nane
X.9.instprog = PPPing’ \lo510al\install.exe’,
ol

X.9.rspdir = resdir’\ PPPsrv\’

X.9.default ='ld_svr.rsp

Figure 81. Extract of LCU File Illustrating RAS Installation Program Invocation
where the variable PPPimg is defined as:
PPRi ng = i ngdi r’ \ PPPSRA XR09999’

5.11.9.2 RAS Sample Response File
The working response file used in our environment is shown in Figure 82.

Target = D\
Wr kSt ati onType = SERVER

Figure 82. Working RAS Response File

5.11.10 Print Services Facility
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PSF/2 allows you to print file formats that your printer typically does not
support.

5.11.10.1 PSF/2 Installation LCU Command File Syntax

We needed to implement a two-stage installation of PSF/2. We implement
these two steps in one command file called PSF2PREP.CMD, located in the
\| BM NST directory of the OS/2 Warp Server for e-business CD-ROM. This
procedure first copies the source files to a local drive. It then calls the I NSTALL
through the LCU batch procedure.
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We found that if write access was not provided to the existing \ PSF2\ | NSTALL
directory on the server, then the installation would fail.

In our working example, the invocation of the PSF/2 installation as provided
in our LCU client command file is as follows:

. PSFprep
. 13. nane
.13. statevar
.13.instprog

13

X X X X

.13.rspdir "
x. 13. def aul t

x

"I BM PSF/ 2 Prep’
"CAS’ || x.13.nane
cnddi r’ \ PSF2prep. cnd’

“imgdir,
"psftgtpath

Figure 83. Extract of LCU File Illustrating PSF2PREP.CMD

where the variable psft gt pat h is defined as:

psftgtpath = 'O’

The variable here is D in this case only. This variable is set in the LCU batch
procedure and might be different depending on your environment.

X. PSF2 =14

X. 14. name = "1 BM PSF/ 2’

Xx.14.statevar = 'CAS ' || x.14.name

X.14.instprog = psftgtpath \ PSF2\ | NSTALL\install.exe’,
lai’t,
Ix,
'’ |'s:’ PSF2i ng,
" /o:DRIVE,
" /p:"PSF/2 - Install SERVER'’
" /t: psftgtpath,
" /L1:"logdir’\’client’.PSFl 1
" /L2:"logdir'\'client’.PSFl 2
" /L3:"logdir’\’'client’.PSFI3
ol

x. 14. rspdir = resdir’\psf2\’

X.14.default = 'psf2srv.rsp’

Figure 84. Extract of LCU File lllustrating PSF/2 Installation Program

where the variable PSR2i ngy is defined as:
PSF2i ng = i ngdi r’ \ PSF2\ XR09999'

5.11.10.2 PSF/2 Sample Response File

The working response file used in our environment is shown in Figure 85 on

page 170.

Unattended CID Migration

169



FI LE=D:
AUX1=D: \ PSF2\ | NSTA! |
AUX2=D:
COWP=PSF/ 2 SERVER - BASE FI LES
=* - RESCURCE LI BRARY
cowP=* - PARALLEL ATTACHED DEVI CES
=* - CCDEDFONTS
cowP=* - TCP/ I P ATTACHED DEVI CES
cowP=* - TRANSFORVS
=* - 300 dpi COVWPATABI LI TY FONTS
cowP=* - PGSTSCRI PT
CFQUPDATE=AUTO
OVERWRI TE=NO
DELETEBACKUP=NO
SAVEBACKUP=NO

Figure 85. Working PSF/2 Response File

5.11.11 Netfinity Services

Netfinity Manager and Client Services are highly responsive hardware
management features that support key systems management tasks.

—Netfinity Services Syntax

NETFI NST. EXE / S: <source_drive> /L1:<error_l og_fil e>
/L2:<history log file> /R <response_fil e>

For further information on the installation of Netfinity Services, refer to the
separate Netfinity Services CD that came with the OS/2 Warp Server for
e-business package.

5.11.11.1 Netfinity Services Installation LCU Command File Syntax
In our working example, the invocation of the Netfinity Services installation as
provided in our LCU client command file is as follows:

x.NetFinity = 23

X. 23. nane = "NetFinity 5.20.2 Passive Services’

X.23.statevar = 'CAS ' || x.23.name

X. 23.instprog = NETFI N ng’ \ services\netfinst.exe,
" /'s:” NETFIN ng’ \ services’,
/117 logdir’\"client’.NFI 1",
/127 logdir’\'client’ . NFl 2",
ol

X. 23.rspdir = resdir’ \NETFI N\’

x.23.default = client’.rsp’

Figure 86. Extract of LCU File lllustrating Netfinity Services Installation
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where the variable NETFI N ny is defined as:
NETFI N ng = ingdi r’ \ NETH N ver 5202\ O&2’

5.11.11.2 Netfinity Services Sample Response File
The working response file used in our environment is shown in Figure 87.

Package = Passive
Options = RAC, WebManager
Install To = \NETFIN
ChangeConfig = TRUE

Rout eNWT = FALSE

Driver. TCPIP = 1
Driver.NETBIOS = 0
Driver.NETBIOS2 = 0
Driver.IPX =0
Driver.SERIPC = 0
Driver.SNA _APPC = 0

; Parml. NETBI G5 = MACH NE1
; Parml. NETBI OS2 = MACH NE2
; Parml. SERI PC = NMACHI NE1
Keyword. 1 = Server

;Net Ti meout = 15

Syst emNanme = SRV163

; For ceRenot eLogons = 1
;ServiceAlerts = 1

; ShowSupport Program = 1

; ReqUser Aut hToScreen = 1
; Di sabl eDNSNaneResol ution = 1

Figure 87. Working Netfinity Services Response File

5.11.12 Lightweight Directory Access Protocol Client Toolkit

0OS/2 Warp Server for e-business supports Lightweight Directory Access
Protocol (LDAP), and the product contains a client toolkit that may be
installed. It is installed using Feature Installer.

For further information on the LDAP client toolkit, please refer to the
on-line documentation and the \ O D\ SERVER LDAP directory on the OS/2
Warp Server for e-business CD-ROM.

5.11.12.1 LDAP Toolkit Installation LCU Command File Syntax

In our working example, the invocation of the LDAP Client Toolkit installation
as provided in our LCU client command file is as follows:
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X. LDAP =11
x. 11. nanme = 'LDAP dient Toolkit APl 1.0
x.11l.statevar = 'CAS ' || x.11.name
X.11l.instprog = 'CLIFl. EXE ,
" /'s:’ LDAPi ny,
T la:C,
" /b:’ bootdrive,
" /r:’ LDAPi ng’ \ LDAP.rsp’,
" /f:’ bootdrive \ OS82\ | NSTALL’ ,
" /11:"1ogdir'\"client’.LDAPerr’,
" /12:7logdir’\’client’.LDAPl og’,
tolr2:
X.11. rspdir = resdir’ \ LDAP\’
x.11.default = 'LDAPdef.rsp’

Figure 88. Extract of LCU File Illustrating LDAP Toolkit Installation
where the variable LDAP ny is defined as:

LDAPing = i nydi r’ \ LDAP\ | PO1000

5.11.12.2 LDAP Toolkit Sample Response File
The working response file used in our environment is shown in Figure 89.

LDAP. | nst Dri ve=D:
LDAP. | nst Di r =\ LDAPADT

LDAP_TI kt _Feat ure. Sel ecti on=1
LDAP_Tool ki t. Sel ecti on=1
LDAP_Exanpl es. Sel ecti on=0
LDAP_Doc. Sel ecti on=0

JAVA Support. Sel ection=1
JAVA Doc. Sel ecti on=0

Figure 89. Working LDAP Toolkit Response File

5.11.13 Tivoli Management Agent (TMA)

TMA is a replacement for the SystemView agent. It is used for managing PC
Servers and supports OS/2 using TCP/IP. It is installed using Software
Installer.

For further detail on the installation of the Tivoli Management Agent, refer to
the on-line documentation and the \ O D SERVER LCFAGENT directory on the OS/2
Warp Server for e-business CD-ROM.

5.11.13.1 TMA Installation LCU Command File Syntax
In our working example, the invocation of the Tivoli Management Agent
installation as provided in our LCU client command file is as follows:
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x. LCFagent =8
X. 8. nane = "Tivoli Managenent Agent 4.0’
x.8.statevar = 'CAS_’' || x.8.nane
X.8.instprog = LCFing' \install.exe’,
TIx,
Tlanl,
' lo:drive’,
" /11:"logdir’\'client’.LCFl 1",
" /12:"logdir’\'client’.LCFl 2",
ol
X. 8. rspdir = resdir’\LCR’
x.8.default = 'lcfagent.rsp’

Figure 90. Extract of LCU File lllustrating TMA Installation Program Invocation
where the variable LCFi ny is defined as:

LCFi ng = i ngdi r’ \ LCFAGENT\ XR09999’

5.11.13.2 TMA Sample Response File
The working response file used in our environment is shown in Figure 91.

FILE = D\ TIVQALI\ LCF
CFGUPDATE = AUTO

OVERVWRI TE = YES
SAVEBACKUP = NO
DELETEBACKUP = NO

GPCRT = 9494

LPCRT = 9494

CPTI ONS =

Figure 91. Working TMA Response File

5.11.14 Lotus Domino Go Webserver

0OS/2 Warp Server for e-business includes a fully functional trial version of
Lotus Domino Go Webserver. Lotus Domino Go Webserver is installed using
Software Installer.

For further information on the installation of Lotus Domino Go Webserver,
please refer to the on-line documentation on the separate CD-ROM that was
shipped with the OS/2 Warp Server for e-business package.

5.11.14.1 Go Webserver Installation LCU Command File Syntax
In our working example, the invocation of the Go Webserver installation as
provided in our LCU client command file is as follows:
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X. Lot us@0 =21
X. 21. namre = 'Lotus QO webserver 4.62.5
x.21l.statevar = 'CAS_' || x.21.name
X.21l.instprog = Gdng' \install.exe’,
TIx,
Tlanl,
' Jo:drive’,
" /11:logdir’\'client’. GO 1",
" /12:7logdir’\'client’. G2,
ol
X.21. rspdir = resdir’\LotusGD’
x.21.default = "websrvr.rsp’

Figure 92. Extract of LCU File lllustrating Go Webserver Installation Program
where the variable G ny is defined as:

Qi ng = ingdi r’ \LOTUSA 4_62_05’

5.11.14.2 Go Webserver Sample Response File
The working response file used in our environment is shown in Figure 94.

* *
* Secure Server Response file *
* *
COWP = Lotus Dom no Go Webserver

COWP = Security Files

*COWP = Java Servlets

COWP = Search engine for OS5/ 2 Base

COWP = Search engi ne: HTTP support

COWP = Search engi ne: Coding Sanpl es

COW = Installation and Maintenance

K o o o e e e e e e e e e e e e e e e e e e e e e e e e e mm— = *
* Drectories installed to... *
K o o o o e e e e e e e e e e e e e e e e e e e e e e e e m mm— e *
FI LE = D\WWBin

AUX1 = D\ WWY DLL

AUX2 = D\ WWN Docs

AUX3 = D\WWOCA -BIN

AUX4 = D\ WWY HTM.

AUX5 = D\ WWY Adni n

AUX6 = D\WWIcons

AUX7 = D'\ WWN Logs

AUX8 = D\ WWY LABELS

AUX9 = D\ WWN Servl et s\ Public

AUX10 = D\netq

AUX11 = D \netqg\tool kit

Figure 93. Working Lotus Go Webserver Response File (Part 1 of 2)
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CFGUPDATE = AUTO
DELETEBACKUP = NO
OVERVWRI TE = YES
SAVEBACKUP = NO

KEYFI LE
SSLPORT
ADM N_I D
ADM N_PWD
KEEP_ADM N
KEEP_SRVCNF

YES

YES

SRV163

80

keyfile. kyr
443

adm nl D
adm nPWD
YES

YES

Figure 94. Working Lotus Go Webserver Response File (Part 2 of 2)

— Note On Go Webserver Installation

There are some specific considerations when installing Go Webserver. A
hostname must be specified for the installation to complete successfully.
Second, an Admin_ID and Admin_PWD must be specified for the
unattended CID installation. If you want to install the WebSphere
Application Server, you must not install the component Java Servlets.

You will notice that our response file conforms to this advice even if the
administration userid and password are not very creative.

5.11.15 WebSphere Application Server

WebSphere Application Server is a plug-in for Lotus Domino Go Webserver
that adds Java support.

We found that the installation of WebSphere was not entirely CID-enabled. In
order to achieve a successful unattended installation, we created a REXX
command file WBBSPHER OMD This command file is shipped on the CD-ROM

with this redbook.
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WebSphere Installation Syntax

WEBSPHER OMD /R <script_file> /T: <target_path> /L:<log file>
/'S: <sour ce_pat h> / VERBCBE

5.11.15.1 WebSphere Installation LCU Command File Syntax
In our working example, the invocation of the WebSphere installation as
provided in our LCU client command file is as follows:

x. \\ebSpher = 22
X. 22. nane = "WebSphere Application Server 1.10
X.22.statevar = 'CAS_’ || x.22.nane
X.22.instprog = cnddir’ \webspher.cnd’,
" | VERBCEE
' /'S’ WEBi ng,
/L' logdir’\'client’.Wlog',
'/ T: bootdrive' \web\app\’,
"R
X.22.rspdir = resdir’ \ WEBSPHER\’
x.22.default = 'webspher.script’

Figure 95. Extract of LCU File lllustrating WebSphere Installation Program
where the variable VB ny:
VWEBi ng = i ngdi r’' \VEBSPHER 1_10’

5.11.15.2 WebSphere Sample Response File
The working response file used in our environment is shown in Figure 97.

#Java Install script file
#

# general info

pr ogr amNane=VW¢bSpher e Application Server
pr ogr anVer si on=1. 1
conponent Narre=

conponent Ver si on=

#

# conponent s

i nstal | Cor ba=true

instal | Go=true

instal | Doc=t rue

i nstal | Sanpl es=true
instal | Core=true

instal | Systen¥true

i nstal | Cor baDoc=t r ue

i nstal | Server Pages=true

#

Figure 96. Working WebSphere Response File (Part 1 of 2)
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# installation paraneters

scri pt Pl ay=true

zi pFi | eNare=dat a. zi p

| ogFi | eNane=I nst
destinationDirectory={root}WbSphere\\AppServer\\
infoString=Install to directory {root}WbSphere\\ AppServer\\\nFol der =
Application Server V1.0\n

#

# fol der options

noFol der =f al se

fol der=Application Server V1.0

#

# 1l og options

| og=

| ogToScr een=true

Figure 97. Working WebSphere Response File (Part 2 of 2)

5.11.16 OS/2 Warp Server Books

The on-line books (.INF files) can be installed on the server if required. The
0OS/2 Warp Server books were available with the previous version of OS/2
Warp Server. They are listed here due to their importance.

Since we assume that the majority of server administration in an Enterprise
environment is conducted from an administrative client station, it is
unnecessary to install this documentation on the server.

However, if they must be installed, this can be accomplished by a REXX
script called | NSTBOOK. OMD located in the \ | BM NST directory on the OS/2 Warp
Server for e-business CD-ROM.

INSTBOOK Install Syntax
INSTBOXK /r:<rsp_file>/l1l:<log file>/s:<source_path> /t:<target_drive>
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— Note on Book Installation

At the time of writing, the installation program correctly copied the source
files to the correct directory on the target, but the program reference
objects were not created correctly.

An alternative to running the supplied installation program would be to
install the books by copying the files to the target directory on the server
from the \ O D BaXS directory on the CD ROM and then running a REXX
command file that executes some REXX SysCreateObject calls and
creates icons on the desktop. The installation may have changed by the
time the product is generally available.

5.11.16.1 BOOKS Installation LCU Command File Syntax
In our working example, the invocation of the Warp Server Books installation
as provided in our LCU client command file is as follows:

X. books =24

X. 24. nane = "Warp Server Books’

X.24.statevar = 'CAS ' || x.24.name

X.24.instprog = cnddir’ \ | NSTBOOK. CMD
' /r:’resdir’\ BOOKS\ books. src’,
" /11:"logdir’\'client’.books’,
" /s:’imgdir’ \ BOOKS\ XR09999’ ,
" /t: bootdrive

X. 24.rspdir =

X. 24.default =

Figure 98. Extract of LCU File Illustrating Warp Server Books Installation

where variable i ngdi r has already been explained.

5.11.16.2 OS/2 Warp Server Books Sample Response File

The following response file installs all books that are shipped with OS/2 Warp
Server for e-business. Each line represents one book with entries separated
by semicolons.

The first entry in every line names the product the book belongs to. The
second entry provides the object ID for the workplace shell. The third is the
file name or icon to be used for the workplace shell object. The last entry
gives a message number for the title.

Please do not change the lines - if you do not want to install a particular book,
just remove the line from the response file.
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LANSERVER, <WELS BOCK>; f ol der ; 70; i con=l sbooks. i co
LANSERVER, <WBLSA3A41>; A3BAA1IMD2. | NF; 71
LANSERVER, <WBLSA3A61>; A3A61MD2. | NF; 72
LANSERVER, <WBLSA3A4G>; ABAAGVD2. | NF; 73
LANSERVER, <WBLSA3A62>; A3A62MD2. | NF; 74
LANSERVER, <WBLAS3A4F>; ABAAFMD2. | NF; 75
LANSERVER, <WELSA3A4A>; ABAAAMD2. | NF; 76
LANSERVER, <WBLSA3A4I >; A3A4l MD2. | NF; 77
LANSERVER, <WBLSA3A4H>; A3BAAHMD2. | NF; 78
LANSERVER, <WBLSA3A53>; A3A53MD2. | NF; 79
LANSERVER, <WBLSA3A83>; A3A83MD2. | NF; 80
LANSERVER, <WBLS40Q3 OS>; LS40G.CS. HLP; 83
MPTS; <WBLSA3V10>; A3V10MD2. | NF; 82

MPTS; <WSDHCPCLT>; DHCPCLNT. | NF; 81

MPTS; <WBLSA3S12>; A3S12MD2. | NF; 81

LANDI STANCE; <WBLDCSA3T11>; A3T11MST. | NF; 84
LANDI STANCE; <WBLDCSA3T12>; A3T12MBT. | NF; 85
KARAT; <WBUSVI NF>; | KOQOMST. | NF; 86

KARAT; <W8l FOR1>; | 4DU2NVST. | NF; 87

PSF2; <WBJI SCI | >; JI SCI | . | NF; 91

PSF2; <WBAI NWWNWE; NWWEBT. | NF; 88

PSF2; <WBAI NVW; PSF2MST. | NF; 89

PSNS; <WBPSNS_PSNSI NF>; PSNS. | NF; 90
NETWARE; <NVL_CLI ENT>; N\BOCK. | NF; 61
NETWARE; <NVL_UTI LS>; NWJTI L. | NF; 62

Figure 99. Warp Server Books Working Response File

5.11.17 IFSDEL
| FSDEL removes the files installed by THINIFS.

IFSDEL Syntax
| FSDEL / T: <Target _Pat h> / TU <Confi gSys_Pat h> / SD <Opt i onal >

For full details of the syntax for | FSDEL, refer to The OS/2 Warp 4 CID
Software Distribution Guide, SG24-2010 or OS/2 Installation Techniques: The
CID Guide, SG24-4295.

5.11.17.1 IFSDEL LCU Command File Syntax

In our working example, the invocation of the | FSDEL command as provided in
our LCU client command file is as follows:

Unattended CID Migration 179



x. 1 fsdel =20

X. 20. name = "SRVIFS Del ete’

x. 20.statevar ="'

X. 20.instprog = ciddir’\srvifs\ifsdel’
" /t: bootdrive' \srvifsrqg’
" [tu:’ bootdrive

x. 20. rspdir =

X. 20. default =

Figure 100. Extract of LCU File lllustrating IFSDEL Program Invocation

5.11.17.2 IFSDEL Sample Response File
There is no need for an | FSDEL response file.

5.11.18 CASDELET
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CASDELET removes all traces of LCU from the system. It is executed after all
products have been installed.

CASDELET Syntax
CASDELET / TU <Boot _Drive> /PL: <Path_Val ues> /L1: <LogFi | e>

For full details of the syntax for CASDELET, refer to The OS/2 Warp 4 CID
Software Distribution Guide, SG24-2010 or OS/2 Installation Techniques: The
CID Guide, SG24-4295.

5.11.18.1 CASDELET LCU Command File Syntax
In our working example, the invocation of the CASDELET as provided in our LCU
client command file is as follows:

X. casdel et =19

x. 19. name = 'LANOD UWUility Delete

x.19.statevar ="

X.19.instprog = ciddir’\locinstu\casdel et’
" /pl:'dllpath
* /tu:’ bootdrive

x.19. rspdir =

x.19. default =

Figure 101. Extract of LCU File lllustrating CASDELET Program Invocation

5.11.18.2 CASDELET Sample Response File
Just like | FSDEL, CASDELET requires no response file.
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5.12 NVDM/2 and SWD Implementation

There are no significant differences between the LCU implementation and the
NVDM/2 or SWD implementations for the installation or migration of OS/2
Warp Server for e-business.

Because SWD and NVDM/2 are very similar, we believe that our supplied
LCU syntaxes can be adapted to Change File Profiles for these other
distribution managers. We leave this exercise to the interested reader.

5.13 Unattended Product Uninstallation or Removal

0OS/2 Warp Server for e-business does not support the response-file-based
uninstallation of the base components. The uninstallation program,
UNINSTAL.EXE, does not support the new keywords included in the OS/2

Warp Server for e-business response files, nor does it return the proper CID
value return codes.
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Chapter 6. Migrating Hardware

This chapter discusses the migration of an existing OS/2 LAN or Warp Server
environment to new, or alternative system hardware. There are several
reasons why this might be desirable, or even necessary, depending on your
starting point.
Some common reasons are:

* Network resources must remain available and downtime minimized.

* Minimum hardware requirements of OS/2 Warp Server for e-business
cannot be met with the existing hardware.

* Hardware is not Year 2000-compliant and must be replaced.
« Existing hardware has reached a capacity limit.
* Hardware is required with future growth capacity.

« Hardware is required to exploit the advantages of OS/2 Warp Server for
e-business.

« Existing hardware is due for upgrade as part of a maintenance cycle.
« Additional hardware options are required.

In most cases it is necessary to migrate existing system configuration and
data to a new hardware platform with the minimum of disruption.

6.1 Preparing the Hardware

The effort required to prepare new system hardware in advance of migration
is dependent on the type, size, and complexity of that hardware. The
preparation process includes gathering the right system hardware support
diskettes, adapter device drivers, peripheral device drivers, and the hardware
configuration itself.

Since the hardware configuration step is a necessary requirement with all
new hardware and it is not specific to OS/2 Warp Server for e-business, it will
not be discussed here.
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—— Note

It is strongly advisable to verify whether the proposed system hardware is
supported before proceeding with a migration. Areas for concentration
include Network Interface Cards (NICs), system board specifications
(particularly in the case of multiple processors), video adapter support, and
support for peripheral devices.

6.2 Supported Hardware

Information on current supported hardware can be found on the World Wide
Web at the following address:

http: // waw sof t war e. i bm cond os/ war p/ suppor t

Additional device support is also available at the following address:

http://service. soft war e. i bm coni os2ddpak/ i ndex. ht m

6.3 Recommended Hardware

This migration scenario relies on moving to alternative hardware. Part of the
migration process, then, will involve deciding on what hardware to implement.

This decision can be influenced by many factors. It may differ depending on
the environment for which the system is needed. For further assistance in
determining the appropriate system hardware specification, please refer to
Section 2.2, “Migration Decision Road Map” on page 18.

— Minimum Hardware

The minimum hardware requirements documented in Section 1.4,
“Prerequisites” on page 14 are likely to be insufficient for many production
applications.

It is strongly advisable to undertake in-depth performance and capacity
planning analysis when deciding on what system hardware to implement.

6.4 System Testing

Before integrating systems into a business environment, they should be
thoroughly tested. As a guideline, we recommend that you complete the
following steps:
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Install OS/2 Warp Server for e-business on Test System
Complete Functional Verification Testing

Complete System Verification Testing

Develop a Migration Plan

Test Recovery Procedures

Test Migration Plan (if possible)

No a ks wbdPe

Implement Migration Plan

Further information on system testing is provided in Section 3.4, “Perform a
Test Installation” on page 40.

After system testing has been completed to your satisfaction, the hardware is
ready for deployment.

6.5 Backing Up Your System

There is no substitute for a comprehensive, reliable backup and recovery
strategy. Without one, you are placing your business at risk. This is especially
true during a migration.

Please refer to Section 3.8, “Back Up Your System” on page 44 for detail on
what, and how much, you should backup. In summary, it is advisable that you
have a number of backups in place before you proceed with the migration.
Specifically, you should prepare the following:

e System Backup
e Data Backup
e Configuration Data

¢ Proven Recovery Procedures

6.6 Approaches to Migration

The following sections describe the different ways a server can be migrated.
You should understand each type and decide which method you will use for
your environment.

6.6.1 Introduction

The objective of a migration can be described in the following way. It is the
movement of a server, or data/configuration which resides on that server,
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from one server/level of software to another server or new level of software
transparent to the users of the network.
In either case, the success of the migration can be assured if

e User and Group definitions are not affected.

« All data remains available to network users.

« All network resources remain available to network users.

« Users experience little or no loss of system availability.

« Administrators can use existing systems management routines.

After a migration, if any of the above conditions are not met, then the
migration has not been completely successful.

Failure, in any way, can adversely impact users and is a common network
administrator’s nightmare. However, with careful planning and preparation,
such failure can be eliminated, or at the very least, minimized so as to be

trivial.

6.6.2 Migration Scenarios
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This book discusses three distinct approaches for migration to OS/2 Warp
Server for e-business. They can be summarized as follows.

6.6.2.1 CD ROM-Based, Panel-Driven Migration
The panel-driven scenario involves an attended installation over the
existing environment through a CD-ROM (and three boot diskettes) at the
server system. The hard disk is not formatted, and the existing system
configuration is migrated in the process.

This installation scenario is described in detail in Chapter 4, “Panel-Driven
Installation” on page 71.

6.6.2.2 CID-Based, Unattended Migration
This CID-based scenario involves either lightly attended or unattended
installation of the product over the existing environment using CID
procedures or software distribution tools, such as Netview Distribution
Manager or Software Distribution. The hard disk is not formatted, and the
existing system configuration is migrated in the process.

This installation scenario is described in detail in Chapter 5, “Unattended
CID Migration” on page 97.
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6.6.2.3 Pristine Installation with Migration
This last migration scenario involves a pristine installation of a new piece
of system hardware (which can be on either a temporary or permanent
basis) using either the panel-driven or unattended CID techniques subject
to administrator preference.

This scenario can be employed whenever migration is required to different
hardware, or the hard disk must be formatted.

After the initial new system installation, the existing system configuration
must be migrated to the new system. Since the new system is normally set
up from scratch, it is common for the hard disk to be partitioned and
formatted.

The migration scenario to new hardware is discussed in the rest of this
chapter.

6.6.3 Pros and Cons of Approaches

The CD-ROM and CID-based migrations invariably impact system availability.
Typically, the servers that need to be migrated will be unavailable for the
duration of the migration. That is to say, the server is likely to be unavailable
for the duration of the installation, restoration of any data, and any last minute
configuration that is required.

If problems are experienced during this process, down-time can increase
further. Also, restoration of large data volumes takes a lot of time if some form
of backup and restore is implemented.

CID-based techniques help to minimize system down time because no user
interaction is necessary. Every user question is answered through response
files. CD-ROM-based migrations take a lot longer especially if detailed
configuration data needs to be reentered.

In each case, it is normal for the system administrator to perform the
migration during off-peak hours, such as late at night or during the weekend.

In a high availability environment, it is not acceptable for servers to be
off-line. Therefore, it becomes desirable to adopt some form of swapping in
strategy that reduces the time that the server is off-line. However, if
configuration or data must also be moved, this issue becomes more complex.

This chapter describes a tried and tested approach to migration that involves
installation of a second system, the restoration of the first system’s data and
its configuration details to that second system, followed by a swapping in
procedure.
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This approach not only addresses the high availability environment, it can
also be considered when moving from one system to new hardware,
whatever your reasons for doing so. We recommend this approach as a
method, which, in our opinion, is the best approach to migration for a number
of reasons. These are:

« Downtime is minimized.
* The new system can be freshly (long) formatted.

« If anything goes wrong before the switchover time, the migration does not
need to proceed. The main system is still active, and the administrator can
go back and correct the migration problem.

6.7 The Migration

The following sections describe the various steps necessary to migrate a
complete OS/2 LAN or Warp Server domain to OS/2 Warp Server for
e-business. By example, each type of server (Domain Controller, Backup
Domain Controller, File Server, and Print Server) is migrated to a system in
turn.

Let us first describe the topology of our example test environment. All of the
key server types (Domain Controller, Backup Domain Controller, File Server,
and Print Server) are represented. We appreciate that customer
environments can vary enormously; however, it was not possible to address
every conceivable permutation. We feel that this methodology is adaptable
according to your requirements, for example, for use in larger installations.

6.8 Description of the Example Domain
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Domain DO1 will be migrated. It is illustrated in Figure 102 on page 189. The
simplicity of the configuration was selected for illustrative purposes.

The domain consists of the four servers. Server \DCOL1 is the Primary
Domain Controller (PDC). It is running OS/2 Warp Server, Version 4 and is
used solely as a domain controller. No additional network resources are
defined.

We understand that many environments double-up role and function. For
example, some users’ home directories can be implemented on the domain
controller in order to avoid problems with DCDB replication and access
controls (this is not a recommendation, but has resolved problems in some
cases).
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Server \DCO2 is the Backup Domain Controller (BDC). It is running OS/2
LAN Server, Version 4. Similar to the PDC, it provides a dedicated backup
domain controller function only. No additional network resources are defined.

\DCO1
PDC

e BN

\PS01 \FS01
Print I File Server
Server

\DCO02
BDC

Figure 102. Topology of Example Domain D01

Server \\FSO01 is the File Server. Similar to the PDC, it is running OS/2 Warp
Server, Version 4. It acts purely as a file server. As such, it has 50GB of
HPFS386 volume configured to use RAID Level 5. In addition, DASD limits
have been implemented. All of the domain’s file system shares and users’
home directories are defined on this server.

Lastly, server \PSOL1 is the Print Server. Similar to the BDC it is running OS/2
LAN Server, Version 4. It too provides a dedicated print server function. It has
multiple ports defined with multiple queues and different types of printers

attached.

The current corrective service (CSD) levels of the File and Print Sharing
components are summarized in the table below.
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—— Note

These software levels are provided for example only. They represent
neither recommendations nor requirements for software levels when
migrating to OS/2 Warp Server for e-business. If guidance is required in
selecting pre-requisite fixpak CSD levels, please refer to Section 3.2,
“Verify Fixpack Prerequisites” on page 39.

Table 18. Domain DO1 - Server Software Levels

Server OS/2 Version OS/2 Corrective | OS/2 LAN Server | LAN Server CSD
Service Level Version Level

\\DC01 v3.00 XR_W029 v5.00 IP_8267

\\DC02 v3.00 XR_W032 v4.00 IP_8235

\\FS01 v3.00 XR_W035 v5.00 IP_8260

\\PS01 v3.00 XR_W017 v4.00 IP_8235

This chapter steps through the process required to complete the migration to
0OS/2 Warp Server for e-business successfully. The result is a fully functional
domain with all servers migrated.

—— Hardware Notice

This scenario requires an extra system for the migration. If, for reasons
such as disk re-partitioning, it is necessary to perform such a migration in
order to free up a given server, and a system is not available for this within
your existing environment, consider temporarily borrowing a system from a
dealer. After the migration, which for these kind of scenarios must take
place in two parts, the loaned system can be returned.

6.9 Step 1: Installing the New Backup Domain Controller (BDC)

First, we must install a new backup domain controller (BDC) with OS/2 Warp
Server for e-business. The installation itself is straightforward because the
BDC (\DCO02) has no network resources defined.

If network resources had been defined on this server, then migration of these
resources would also be necessary. With this alternative scenario comes
greater complexity.
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The following shows the steps needed to install the new backup domain
controller.

6.9.1 Installing OS/2 Warp Server for e-business

Install OS/2 Warp Server for e-business on the new system hardware. The
installation can be either a CD-ROM panel-driven attended installation or a
CID-based unattended installation. Make sure that the new system is
configured exactly the same as the original BDC, as it will later replace it (in
this case, \DCO02). The new BDC server must be installed with the role set to
BACKUP.

N

Figure 103. Installing the Backup Domain Controller

Domain Controller
Role = Backup

If the server is installed on the production network, do not allow any LAN
Server services to start after installation.

This can be achieved by commenting out the NET START SRV statement in the
STARTUP. OVD (add the letters REMand one space character before the
aforementioned statement), or renaming STARTUP. OMDto another name. Or,
you can rename the STARTUP. QvDfile so it does not execute upon system
startup.

For example:
REN STARTUP. OMD STARTUP. LD

then press Enter.
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Alternatively, the server can be installed on an isolated LAN segment. Make
sure that the STARTUP.CMD file is renamed or changed as above prior to
moving the system to the production LAN.

6.9.2 Adding the Backup Domain Controller to the Network

First, remove the existing BDC (\DCO02) from the network. This can be done
in one of two ways. Either stop all of the LAN Server services or shut the
system down completely.

You can stop the server by issuing the following command and following the
prompts to stop the services:

NET STCP REQ /Y
then press Enter.

When the original BDC (\DCO02) has been removed from the network, the
newly-installed BDC (also configured as \\DCO02) can be attached to the
network and started.

1. Remove Old BDC

\DCO1 | 2. Add New BDC
PDC

T T

\\FSO01
File Server
New CM\A

BDC BDC

\\PS01

Print
Server

Figure 104. Attaching the Backup Domain Controller to the Network
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If the system is already attached to the network, simply start the server by
issuing the following command:

NET START SRV
then press Enter.

Now the freshly installed OS/2 Warp Server for e-business image of the BDC
(\WDCO02) has replaced the original BDC (\DCO02). The PDC (\DCO01) is
currently unchanged and will, therefore, continue to handle any logon
requests. Up until this point, it is unlikely that any users will have experienced
any disruption to service.

6.9.3 Allowing DCDB Replication to Complete
With the new BDC (\DCO02) in place, the LAN Server DCDB (Domain Control
Database) Replicator Service will start to replicate user and group information
from the PDC to the BDC (the \ | BMLAN DODB subdirectory tree). This enables
the BDC to handle user logon requests whenever the domain controller is
busy.
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WDCO01

PDC
WPS01 ‘
Print DCD_B ]
Server Replication

New
BDC

WFSO01
File Server

Figure 105. Domain Control Database (DCDB) Replication

Since server \DCO2 is already defined as a valid Machine ID as part of the

group SERVERS as a server in the domain, no further action is needed.

Provided that the DCDBREPL service is started on both the PDC (\DCO01)
and the BDC (\\DCO02), then DCDB replication will start. The status of the

replication can be verified by issuing the following command locally:
NET START

then press Enter

or by using the NET ADM Ncommand and issuing the following command

(Note: that if expected results are not seen, both PDC and BDCs should be

checked):
NET ADM N \\DQ01 /C NET START
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then press Enter.

If the DCDBREPL service has started successfully, it will be displayed as
follows:

These services are started:

REQUESTER MESSENGER SHRER
NETLOZN LSSERVER DABREAL
The command conpl et ed successful ly.

Figure 106. Using the NET START Command to Query Services

If the DCDBREPL service is not yet started, you must start it. You can do so
by issuing the following command locally or by pre-pending the NET ADM N
syntax as above when issued from a remote system:

NET START DCDBREPL
then press Enter.

Occasionally, the DCDB replicator service will not function correctly. The
problem is usually seen on the BDC with it not receiving a copy of the master
user accounts database. If this happens, the problem must be resolved
before continuing. Please refer to Section 6.9.4, “Correcting DCDB
Replication Problems” on page 195 if you find that there are problems. There
are several procedures that can help you.

6.9.4 Correcting DCDB Replication Problems

If DCDB replication is not working properly, it could be due to one of the
following reasons:

1. A Useris not logged on at the BDC.
2. The User logged on at the BDC does not have sufficient access rights.
3. The BDC is out of synchronization with the PDC.

The resolution for each of these situations is slightly different. In this section,
the resolutions are described in turn.

6.9.4.1 DCDBREPL Problem 1: User Not Logged On
The DCDBREPL Service uses a UserlID on the BDC that effectively logs on to
the PDC in order to receive the updates to the master accounts database.
This is specified normally in the IBMLAN.INI file with the keywords:

Logon =

Password =
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If no user is logged on to the BDC, this can cause problems with the DCDB
replication service.

To overcome this problem, you can set up a userid if one has not already
been set up. You can do this by adding the information about userid and the
password to the IBMLAN.INI of the BDC and then adding a userid. In our
example, you could do this logged on to a server in the domain as an
administrator as follows:

NET ADM N \\DQ01 /C NET USER DCDBUSR / PASSWIRDREQ NO / PR V: ADM N
/ WORKSTATI O\ D02

then press Enter.

The / WIRKSTATI ON parameter makes sure that this user only has access when
logged on at DCO02.

6.9.4.2 DCDBREPL Problem 2: User Lacks Access Rights
If the user defined lacks access rights, grant them. Otherwise, the replication
will fail.

6.9.4.3 DCDBREPL Problem 3: NET3062 Errors
If a backup domain controller should fail while starting the server part with a
NET3062 error, it is usually for one of two reasons.

* The machine is not defined in DCDB.

« The machine is out of sync with DCDB.
We will now describe the scenarios in more detail.

Machine Is Not Defined In DCDB

Using the name convention already discussed, the PDC is \DCO01, and the
BDC is \\DCO2. In order to solve these problems, you must log on as
administrator and complete the following steps. On the BDC, type the
command:

NET START SRV
then press Enter.

The following result is displayed:

The SERVER service is starting....

The SERVER service could not be started.

NET3062: The sub-service NETLOAN failed to start.
For nore information, type HELP NET3062.
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To find out what the problem is, we have to look into the error log of the
machine by typing the following command on server \DC02:

NET ERRCR
then press Enter.

The following output is displayed:

Program Message Ti ne

NETLOGEON 3055 10- 22-96 03: 33pm

An error occurred. Refer to the hel p for the fol | owi ng nessage:
NET3084: The user accounts systemis not configured correctly.
oc ocC ..

SERVER 3113 10- 22-96 03: 33pm

NET3113: Initialization failed because the requested NETLOXN servi ce

could not be started.
The conmand conpl et ed successful ly.

This means that this new server is not defined into the domain controller data

base (DCDB). In order to solve this problem, we have to do the following

steps. First, you need to log on as an administrator to the domain by typing
the following command (which is not needed if you have already logged on):

LGN ADM N / P. PASSWRD / V: D

where ADM Nand PASSWRD are valid variables. Then you should add the

backup domain controller to the database by typing the following commands

at the keyboard of the primary domain controller:
NET ADM N \\ D01 /C NET USER D02 / PASSWRDREQ NO
/ USERCOMMENT: " Backup DC' / ADD

After that, issue the following command:

NET ADM N \\DQ01 /C NET GROUP SERVERS D02 / ADD

Finally, log off and start the server with the following commands:
LOFF
NET START SRV
The following result should be displayed:
The SERVER service is starting....

The SERVER service was started successfully.

Server Password is Out of Sync with PC
The second scenario can also be solved. On server \DCO02, type the
following command:
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NET START SRV

The following result is displayed:

The SERVER service is starting....

The SERVER service coul d not be started.

NET3062: The sub-service NETLOEN failed to start.
For nore information, type HELP NET3062.

In order to find out the cause of the problem, we have to look into the error log
of the machine by typing the following command:

NET ERRCR

The following result is displayed:

Program Message Ti ne

NETLOON 3210 10-22-96 03: 59pm

NET3210: This server failed to authenticate with DCl,
the donain controller for domai n WBDQOVAI N

05 00 ..

NETLORON 3056 10-22-96 03: 59pm

NET3056: A systemerror has occurred.

05 00 ..

SERVER 3113 10-22-96 03: 59pm

NET3113: Initialization failed because the requested NETLOZN
service coul d not be started.

The conmand conpl et ed successful ly.

The following process will resolve the problem. Copy these two files onto a
diskette:

« PWDEXP.EXE

* PWDIMP.EXE

Go back to the console of \DCO02. Copy the two files from the diskette to the
server and set the server role into standalone. Log on locally. Type the
following commands:

QCPY A\ PWDEXP. EXE X\ | BMLAN NETPRGG

where X is the drive letter where you installed OS/2 LAN or Warp Server.
Then issue the following commands:

NET ACCOUNTS / ROLE STANDALONE
LOON USER D / P: PASSWIRD / Vi L

If this the first attempt of the server to reach the PDC, the default user ID will
be USER Dand the default password will be PASSWRD. Otherwise, ADM Nand
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PASSWRD will be valid variables (already) defined in your local database file,
NET.ACC.

Extract the (encrypted) password from WDCO02 by typing the following
command:

PWEXP D02

For example, a result like this could be displayed:

DC2: AADBBA35B51404EEAADBB435B51404EE

Do it again and write the result to a file on diskette by typing the following
command:

PWEXP D02 > A\ DQD2. PWD

Log off from the local database of W\DCO02 and perform a logon to the PDC
\\DCO01 by typing the following commands:

LOOHF
LGN ADM N / P PASSWRD / V: D
where ADM Nand PASSWRD are valid variables.

Get the saved file from the diskette and copy it to the PDC by typing the
following command:

CPY A\ PWD MP. EXE \\ DOD1\ | BMLANB\ NETPROG

and type the following command to display the file:
TYPE A DX02. PWD

For example, the result could be:
DQ02: AADBB435B51404EEAADBBA35B51404EE

Continue typing the following command:
NET ADM N \\ D01 /C PWD MP DQ02: AADBBA35B51404EEAADEBA35B51404EE

It is better to use the clipboard function in order to copy the data. If you make
a mistake in the number/letter combination, you will not be able to log on.

Change the server role to Member or Backup of your domain by typing the
following commands:

NET ACCOUNTS / ROLE BACKLP
LOON USER D / P: PASSWIRD / Vi L
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—— Note

For an additional server, you would need to change the first line to
NET ACCONTS / ROLE MBEMBER

Finally, log off and start the server with the following command:

LOCCHF
NET START SRV

The following result should be displayed:

The SERVER service is starting....
The SERVER service was started successfully.

Solving the NET3062 Problem the Simple Way

Because there is a lot of room for error, and the process is tedious, we wrote
a tool that basically performs the same function as has just been described. It
is called RESYNCPW.EXE. We have included this tool on the CD-ROM
accompanying this redbook.

When the DCDBREPL services have started successfully on both the PDC
and the BDC, and when DCDB replication appears to be functioning correctly,
we must verify that all data has been replicated. We do this in the following
manner.

6.9.5 Verifying that DCDB Replication Was Successful

If the DCDB replication service is replicating correctly, a file called OK.RP$
can be found in each of the \ I BMLAN DODB subdirectories. To check whether
this is the case, issue the following command and press Enter to display
output that should look like the following:

[D>] DR \\ D02\ | BMANS\ DCDB\ *. RP$ /S /B

\\ DX02\ | BMLANS\ DCDB\ APPS\ (K. RP$

\\ DX02\ | BMLANS\ DCDB\ Dat a\ CK RP$

\\ DX02\ | BMLANS\ DCDB\ DEVI CES\ (K. RP$
\\ DX02\ | BMLANB\ DCDB\ FI LES\ CK. RP$

\\ DX02\ | BMLANS\ DCDB\ | MAGES\ (K. RP$
\\ DX02\ | BMLANB\ DCDB\ LI STS\ CK. RP$

\\ DO02\ | BMLANS\ DCDB\ PR NTERS\ (K. RP$

The command conpl et ed successful ly

Figure 107. Checking DCDB Replication Status by Looking for .RP$ Files
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If the output displays any files called NO SYNC. RP$, this means that the servers
are communicating with each other, but that the DCDB replication service
updates may not be current, for example, if additional time is needed to
complete the replication.

Initially, this does not represent a problem. However, if K RP$ is still not
displayed after some time, of course dependent on network traffic and the
replication parameters in the IBMLAN.INI file, then the problem must be
resolved.

If the output displays any files called NO MASTER RP$, then there is already a
problem. The PDC and BDC are not communicating with one another for one
of the following reasons.

¢ The server exporting the directory is not operating.
« Something is wrong with the replication setup.

* The exporter has stopped exporting this directory.
This situation must be corrected before progressing.

Please refer to Section 6.9.4.1, “DCDBREPL Problem 1: User Not Logged
On” on page 195 through Section 6.9.4.3, “DCDBREPL Problem 3: NET3062
Errors” on page 196, or refer to the on-line documentation for further
information on how to correct this condition.

When the file &K RP$ exists in the DCDB subdirectories, this is still not a total
guarantee that replication has completed. This simply means that the PDC
and the BDC are communicating, and that the DCDB replicator service is
functioning.

In a large domain, the replication process can take a long time to complete.
This is, of course, dependent on network traffic, the size of the domain, and
IBMLAN.INI replication parameters.

We wrote a procedure called LSC.CMD (LAN Server Check and Statistics) to
help make sure that the DCDB replication has completed successfully. We
have included this tool on the CD-ROM accompanying this redbook. LSC was
written to query information about the DCDB directories and to check the
status of the server services. This is important because the NETLOGON and
DCDBREPL services must be running for DCDBREPL to work properly.

The syntax of LSC QWDis
LSC {*} {ServerNane} {/STAT}

where:
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* Looks at the LOCAL machine on which it is run.
Ser ver Nane Represents the UNC name of the machine to be queried.
STAT Performs a CHECK and provide statistics.

Figure 108 through Figure 110 illustrates the use of the utility. Key outputs are
highlighted in bold.

LSC Version 2.34
Server Nare: \\DCO1

EE

Server Role: Primary server in the donain
Donain control ler for requester domain: \\DO01

DCDBREPL

DCDB replicator running
Checki ng DCDB tree:
1 APPS * -none-
2 DEMCES * -none-

N /
Figure 108. LSC.CMD Output on Primary Domain Controller (Part 1 of 2)

3 DATA * -none-
4 FILES * -none-
5 | MAGES * -none-
6 LISTS * -none-
7 PRINTERS * -none-
8 SCRIPTS * -none-
9 USERS * -none-

--> 36 directories

Figure 109. LSC.CMD Output on Primary Domain Controller (Part 2 of 2)

The following figure displays the output of \DC02, a backup domain
controller.
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* LSC Version 2.34
* Server Nane: \\DC02
K o o e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e — -
* Cet Accounts:
K o o e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e — -
Server Role: Backup server in the donain
Domai n control ler for requester domain: \\DCO01
K o o o e e e e e e e e e e e e e e e e e e e e m e m e — =
* Get Users

Nunber of users defined on \\DQ01 : 60
Nunber of users replicated to \\DO02 : 60

DCDBREPL

DCDB replicator running
Checking DCDB tree:

1 APPS [0.¢ 12-09-98 20:54:58
2 DEVI CES XK 12-09-98 20:54:58
3 DATA [0.¢ 12-09-98 20:54:58
4 FILES [0.¢ 12-09-98 20:54:58
5 | MAGES XK 12-09-98 20:54:58
6 LISTS [0.¢ 12-09-98 20:54:58
7 PRI NTERS XK 12-09-98 20:54:58
8 SCRI PTS 0.6 12-09-98 20:54:58
9 USERS XK 12-09-98 20:54:58

--> 36 directories
Directories on \\DCO01 --> 36

Figure 110. LSC.CMD Output on Backup Domain Controller

Another REXX tool, closely related to LSC, is called LSDADB. VD (Check
Domain Controller Access Control Profiles). It can be used to check the
DCDB directory structures on both the BDC and PDC to ensure that they
match. We have included this tool on the CD-ROM accompanying this
redbook.

To use the tool, run the command on both the PDC and BDC and simply
inspect the output. Some patience may be required to wait until the
replication has been completed. When the number of subdirectories in the
PDC and BDC match, the replication is complete.

The syntax of LSDODB. QD is
LSCDCDB { DoNane} {/ FI X

where:
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DCN\ane Represents the UNC name of the PDC/BDC to be queried.

FI X Is a request to fix damaged Access Control Profiles.

—— Note

Only run LSDCXDB / FIl X on the Primary Domain Controller. Changes made on
the PDC are replicated to the BDC. Therefore, it does not make sense to fix
the BDC since errors that existed on the PDC will continue to be replicated
during normal server operation re-introducing a problem.

Figure 111 on page 204 and Figure 112 on page 205 illustrate the output of
LSDCDB.

( LSDCDB Versi on 3. 09 N
Server Nane: \\DCO1

Role: Primary server in the donain
Getting all users from \\DCO1l

Total users: 60

Getting SysFileTree from \\DCO01\i bm an$\users
Total directories: 36

1/36) \\DO1\i bni an$\ dcdb\ user s\ $SRV174
2/36) \\DO01\i b an$\ dcdb\ user s\ ALAl NADM
3/36) \\D01\i bm an$\ dcdb\ user s\ A D
4/36) \\ D01\ i bni an$\ dcdb\ user s\ G D01
5/36) \\D01\i b an$\ dcdb\ user s\ FRANKADM
6/36) \\DO01\i bm an$\ dcdb\ user s\ JPADM
7/36) \\DO01\i bm an$\ dcdb\ user s\ VAT

8/36) \\DQ01\i bni an$\ dcdb\ user s\ USERO01
9/36) \\DO01\i bm an$\ dcdb\ user s\ USER002
(10/36) \\D01\i bni an$\ dcdb\ user s\ USER003
(11/36) \\DC01\i bm an$\ dcdb\ user s\ USER004
(12/36) \\D01\i bni an$\ dcdb\ user s\ USER005
(13/36) \\D01\i bni an$\ dcdb\ user s\ USER006
(14/36) \\DC01\i bm an$\ dcdb\ user s\ USERO07
(15/36) \\D01\i bni an$\ dcdb\ user s\ USER008
(16/36) \\DC01\i b an$\ dcdb\ user s\ USERO09
(17/36) \\D01\i bni an$\ dcdb\ user s\ USER011
(18/36) \\DC01\i bm an$\ dcdb\ user s\ USER012

i iaialatatatalt I I

Figure 111. LSDCDB.CMD Output on Primary Domain Controller (Part 1 of 2)
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(19/36) \\DC01\i bm an$\ dcdb\ user s\ USER013
(20/36) \\D01\i bni an$\ dcdb\ user s\ USER014
(21/36) \\DC01\i b an$\ dcdb\ user s\ USER015
(22/36) \\D01\i bni an$\ dcdb\ user s\ USER016
(23/36) \\DC01\i bm an$\ dcdb\ user s\ USER017
(24/36) \\D01\i bni an$\ dcdb\ user s\ USER018
(25/36) \\D01\i bni an$\ dcdb\ user s\ USER019
(26/36) \\DC01\i bm an$\ dcdb\ user s\ USER020
(27/36) \\D01\i bni an$\ dcdb\ user s\ USER021
(28/36) \\DC01\i bm an$\ dcdb\ user s\ USER022
(29/36) \\D01\i bni an$\ dcdb\ user s\ USER023
(30/36) \\DC01\i b an$\ dcdb\ user s\ USER024
(31/36) \\DC01\i bm an$\ dcdb\ user s\ USER025
(32/36) \\D1\i bni an$\ dcdb\ user s\ USER026
(33/36) \\DC01\i b an$\ dcdb\ user s\ USER027
(34/36) \\D01\i bni an$\ dcdb\ user s\ USER028
(35/36) \\DC01\i b an$\ dcdb\ user s\ USER029
(36/36) \\D01\ibni an$\ dcdb\ user s\ USER030

Figure 112. LSDCDB.CMD Output on Primary Domain Controller (Part 2 of 2)

Figure 113 on page 205 represents the output of the Backup Domain
Controller in the process of DCDB replication.

SDCDBVersion 3. 09

Server Nare: \\ DC02

Rol e: Backup server in the donmain
Cetting all users from \\DQ02

Total users: 60

Getting SysFileTree from \\DC02\ibni an$\users
Total directories: 13

1/13) \\DC02\i b an$\ dcdb\ user s\ $SRvV174
2/13) \\DO02\i bm an$\ dcdb\ user s\ ALAI NADM
3/13) \\DCO02\i bm an$\ dcdb\ users\ Cl D
4/13) \\ DC02\i bm an$\ dcdb\ user s\ Cl D01
5/13) \\DC02\i bm an$\ dcdb\ user s\ FRANKADM
6/13) \\DC02\i bm an$\ dcdb\ user s\ JPADM
7/13) \\ DO02\i bm an$\ dcdb\ user s\ VAT
8/13) \\DC02\i bm an$\ dcdb\ user s\ USER001
9/ 13) \\DC02\i b an$\ dcdb\ user s\ USER002
(10/ 13) \\DC02\i b an$\ dcdb\ user s\ USER003
(11/13) \\DCo2\i b an$\ dcdb\ user s\ USER004
(12/13) \\ DC02\i bni an$\ dcdb\ user s\ USER005
(13/13) \\DCo2\i b an$\ dcdb\ user s\ USER006

D e e e e e W W N N AR AV

Figure 113. LSDCDB.CMD Output on Backup Domain Controller

By looking at the two outputs in this example, we quickly see that only 13 of
the expected 36 directories were replicated when the commands were run.

When all 36 directories have been replicated, the process is complete.

One additional function of this tool that is extremely useful is that of checking
and correcting Access Control Profiles within the DCDB directory structure. It
would defeat the purpose of replicating a new DCDB definition to the new

system if that definition were not correct.
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When LSDCDB is run, the existing access control profiles of each user’s
directory in the DCDB are automatically compared against the default
RWXCDAP access controls for each user. Incorrect, additional, and missing
access controls found in these directories are highlighted.

Figure 114 on page 206 shows the actual problems (highlighted in bold for
clarity).

LSDCDB Versi on 3.09

Server Nane: \\DCO01

Role: Primary server in the domain

Cetting all users from \\DO01

Total users: 60

Getting SysFileTree from \\DO01\ibm an$\ users
Total directories: 35

( 1/35) \\DC01\i bni an$\ dcdb\ user s\ ALAI NADM
( 2/35) \\DC01\i bni an$\ dcdb\ users\ Cl D

! Error: bad ACP

Cl D: RWCXDA

* % kb ok k¥

( 3/35) \\DC01\i bni an$\ dcdb\ user s\ FRANKADM
( 4/35) \\DCO1\i bm an$\ dcdb\ user s\ JPADM
( 5/35) \\DO01\i bni an$\ dcdb\ user s\ MAT
( 6/35) \\DCO1\i bm an$\ dcdb\ user s\ USER001
( 7/35) \\DCO1\i bm an$\ dcdb\ user s\ USER002
( 8/35) \\DO01\i bni an$\ dcdb\ user s\ USER003
( 9/35) \\DC01\i bm an$\ dcdb\ user s\ USER004
(10/35) \\DO01\i bni an$\ dcdb\ user s\ USER005
! Error: nultiple ACP
USER005: RWCXDAP
USER008: RX
(11/35) \\ DCO1\i bm an$\ dcdb\ user s\ USER006
(12/35) \\DO01\i bni an$\ dcdb\ user s\ USER007
(13/35) \\DCO1\i bm an$\ dcdb\ user s\ USER008
(14/35) \\DO01\i bni an$\ dcdb\ user s\ USER009
(15/35) \\ DCO1\i bm an$\ dcdb\ user s\ USER010
! Error: no ACP
(16/35) \\DCO1\i b an$\ dcdb\ user s\ USERO11
(17/35) \\ DCO1\i bm an$\ dcdb\ user s\ USER012
(18/35) \\DO01\i bni an$\ dcdb\ user s\ USER013
(19/35) \\ DCO1\i bm an$\ dcdb\ user s\ USER014
(20/35) \\DO01\i bni an$\ dcdb\ user s\ USER015
(21/35) \\DO01\i bni an$\ dcdb\ user s\ USER016
(22/35) \\DCO1\i bm an$\ dcdb\ user s\ USER017
(23/35) \\DO01\i bni an$\ dcdb\ user s\ USER018
(24/35) \\DCO1\i bm an$\ dcdb\ user s\ USER019
(25/35) \\DO01\i bni an$\ dcdb\ user s\ USER020
(26/35) \\DCO1\i bm an$\ dcdb\ user s\ USER021
(27/35) \\ DCO1\i bm an$\ dcdb\ user s\ USER022
(28/35) \\DO01\i bni an$\ dcdb\ user s\ USER023
(29/35) \\ DCO1\i bm an$\ dcdb\ user s\ USER024
(30/35) \\DO01\i bni an$\ dcdb\ user s\ USER025

Figure 114. LSDCDB Output lllustrating ACP Problems (Part 1 of 2)
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(31/35) \\DC01\i b an$\ dcdb\ user s\ USER026
(32/35) \\D01\i bni an$\ dcdb\ user s\ USER027
(33/35) \\DC01\i bm an$\ dcdb\ user s\ USER028
(34/35) \\D01\i bni an$\ dcdb\ user s\ USER029
(35/35) \\DC01\i b an$\ dcdb\ user s\ USER0O30

Figure 115. LSDCDB Output lllustrating ACP Problems (Part 2 of 2)

After running the procedure with the / Fl X parameter, a look in the log file lists
the changes that were made, as shown in Figure 116.

(" 03/12/98 21:16:57 Del ACL on \\DCD1\i bri an$\ dcdb\ users\ G D 0 N
03/12/98 21:16: 57 Adding ACL on: \\DQ01\i bm an$\ dcdb\ users\ Cl D Cl D. RACXDAP

03/12/98 21:16:57 Set ACL on \\DC01\i bm an$\ dcdb\ users\ Cl D Cl D: RA\CXDAP

03/12/98 21:16:57 Del ACL on \\DCO1\i bm an$\ dcdb\ user s\ Cl D\ BATCH 0

03/12/98 21:16: 57 Adding ACL on: \\DQ01\i bm an$\ dcdb\ user s\ Cl D\ BATCH Cl D: RACXDAP
03/12/98 21:16:57 Set ACL on \\DCO1\i bm an$\ dcdb\ user s\ Cl D\ BATCH Cl D: RWCXDAP

03/12/ 98 21:16:57 Del ACL on \\DCO01\i bm an$\ dcdb\ user s\ USER005 0O

03/12/98 21:16: 57 Adding ACL on: \\DQ01\i bm an$\ dcdb\ user s\ USER005 USER005: RWCXDAP
03/12/98 21:16:57 Set ACL on \\DCO1\i bm an$\ dcdb\ user s\ USERO05 USER005: RWCXDAP
03/12/98 21:16:57 Del ACL on \\DC01\i bm an$\ dcdb\ user s\ USERO05\ BATCH 0

03/ 12/ 98 21:16: 57 Adding ACL on: \\DQ01\i bm an$\ dcdb\ user s\ USERO05\ BATCH

USER005: RWCXDAP

03/12/98 21:16:57 Set ACL on \\DCO1\i bm an$\ dcdb\ user s\ USERO05\ BATCH USER005: RWCXDAP
03/12/98 21:16: 57 Del ACL on \\DCO1\i bm an$\ dcdb\ user s\ USER010 2222 Coul d not del ete
Access profile

03/12/98 21:16: 57 Adding ACL on: \\DCO1\i bm an$\ dcdb\ user s\ USER010 USER010: RWCXDAP
03/12/98 21:16:57 Set ACL on \\DC01\i bm an$\ dcdb\ user s\ USER010 USER010: RWCXDAP
03/12/98 21:16:57 Del ACL on \\DOO1\i bni an$\ dcdb\ user s\ USER010\ BATCH 0

03/12/98 21:16: 57 Adding ACL on: \\DQ01\i bm an$\ dcdb\ user s\ USER010\ BATCH

USER010: RWCXDAP

\03/ 12/98 21:16:57 Set ACL on \\ DCO1\i bmi an$\ dcdb\ user s\ USER010\ BATCH USER010: RWCXDAP

/

Figure 116. LSDCDB Log Flle Output

If changes are necessary to correct problems with the PDC, it is advisable to
make them before proceeding to the next step. Repeat the appropriate
procedures described in Section 6.9.3, “Allowing DCDB Replication to
Complete” on page 193 and then to wait for a reasonable period of time for
the replication to complete successfully.

When you are confident that the DCDB and access controls are OK, continue
to the next step.

6.10 Step 2: Changing Server Roles

At this point, the PDC (\\DCO01) is still at the original software level. However,
the new BDC (\\DCO02) has been migrated to OS/2 Warp Server for
e-business.

Migrating Hardware 207



The next step (shown in Figure 117) involves changing the LAN Server roles
of both the PDC and BDC. Changing LAN Server roles is a straightforward
matter. First, the PDC (\DCO01) should be demoted to either a Backup or
Member server. Next, the BDC (\DCO02) should be promoted to Domain
Controller. The changes should occur in that order. Typically, this will be done
during off-peak hours.

Demofe .
Backup Domain
Controller

\DCO01 \DCO01
PDC
woﬁ\o\e Primary Domain
Controller
\\DCO02 \\DCO02
BDC

Figure 117. Changing Server Roles

It is very useful to have some simple command files prepared in advance of
this task. It speeds up the role change and allows you to think about other
things rather than having to remember the correct syntax to use.

The command files in Figure 118 and Figure 119 on page 209 illustrate the
steps needed to change server roles in each direction. They will also run as
simple batch programs.

6.10.1 Demoting the Primary Domain Controller

208

The command file BU.CMD, when run on the PDC, demotes it to a Backup
DC. If you want to change the role to an Additional Server, then the /ROLE
keyword should be changed to MEMBER rather than BACKLR Everything else
stays the same.
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@ao GFF

NET STCP NETLOEN

NET STCP DCDBREPL

NET ACOONTS / RCLE BACKUP
NET START DCDBREPL

NET START NETLOXON

Figure 118. BU.CMD - Demoting the Primary Domain Controller

The command file PR G\ when run on the BDC, promotes it to the role of
Primary DC.

@40 CFF

NET STCP NETLGXN

NET STCP DCDBREPL

NET ACCOUNTS / ROLE PR MARY
NET START DCDBREPL

NET START NETLON

Figure 119. PR.CMD - Promoting the Backup Domain Controller the Role of PDC

— User Logon Considerations

It is extremely important that logon profiles (such as PRCOFI LE. O\

PRCFI LE. BAT and other administrator-written logon scripts) do not contain
hard-coded paths pointing to directories on specific servers. If this is true,
then users will experience problems during logon.

For this reason, we recommend that, prior to migration, an audit of user
logon profiles and scripts is completed. This preparation can be of vital
help in avoiding unnecessary workload immediately following migration.

At this point, the PDC is now server \DCO02 installed with OS/2 Warp Server
for e-business. The old PDC (\\DCO01) is now available for reinstallation.

6.10.2 Reinstalling the Old PDC

The complete installation process described above, starting in Section 6.9.1,
“Installing OS/2 Warp Server for e-business” on page 191, lends itself
perfectly to the pristine installation of \ADCO1 with OS/2 Warp Server for
e-business.
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After installation, the server can be re-introduced to the network as a backup
domain controller as described in Section 6.9.2, “Adding the Backup Domain
Controller to the Network” on page 192.

After that step, domain DO1 will have a functioning PDC (\DCO02) and BDC
(\DCO01), both installed with OS/2 Warp Server for e-business. When the two
freshly installed servers are replicating the DCDB properly, the first phase of
the domain migration is complete.

In the next phase, we turn our attention to the file server.

6.11 Step 3:

Migrating the File Server

In our example domain D01 (shown in Figure 102 on page 189), the file
server (\\FS01) has 50 GB of hard disk on a RAID-5 partition. It also has Disk
Limits (also known as DASD Limits) applied. The data is critical to the
business and availability is a top priority. It is essential to perform a migration
that minimizes system outages.

Completing the following steps described in the following sections will migrate
the file server.

6.11.1 Configuring Hardware

Invariably, some hardware set-up and configuration will be needed
particularly where large RAID partitions are concerned. The configuration
steps are not discussed in this redbook.

6.11.2 Install OS/2 Warp Server for e-business

6.11.3 Save

First, install OS/2 Warp Server for e-business on the system that has been
chosen to become the new file server. The installation itself is not of special
importance since, at this stage, the server is not active on the network.

Follow the steps outlined in Section 6.9.1, “Installing OS/2 Warp Server for
e-business” on page 191 to complete the installation. It can a be CD-ROM
panel-based or CID-based installation. The most important thing is to make
sure that the server is configured exactly the same as the existing file server
\\FSO01.

Access Controls

The access control profiles from the existing file server must be saved. This is
so that, following migration and data restoration, they can be restored to the
new system. If DASD Limits exist, save these too.
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There are several ways to back up the access controls. They are described in
detail in Section 3.13, “Backup Access Control Information” on page 60, as
are the steps needed to back up DASD Limits (3.12, “Backup Directory
Limits” on page 57).

Note

One issue of particular interest is that of drive lettering. The utilities
BACKACC, RESTACC and PREPACL both record and use drive letter
information in the backups that they save or restore.

If disk re-partitioning is planned during the migration, possibly resulting in
data residing on drive letters other than those they started out on,
restoration of access control information might be impaired.

If drive lettering is likely to be an issue, it is advisable to take one of two
approaches.

1. Plan the migration so that the drive letters used are persistent through the
migration; that is, if your data starts on F: make sure it ends on F:. That
way, there are not likely to be any access problems.

2. Use utilities or REXX procedures during the migration to extract access
control information independent of drive letter. By doing this, after
installation and following the restoration of data, access controls can be
reapplied regardless of the drive to which the data has moved.

LAN Server Management Tools, an IBM-written as-is utility, can be
employed to move access controls to a different drive. It does this by
extracting the data to a flat ASCII file that can be manipulated and then
reapplied to a drive. Please refer to Appendix B, “LAN Server
Management Tools (LSMT)” on page 255 for further information about this.

6.11.4 Introducing the File Server to the Network

The next step is to attach the new file server to the live network and add the
required data.

—— Note on Conflicts
Attaching a server with a duplicate configuration raises conflict issues.
Conflicts can arise with duplicate IP addresses, MAC network adapter
addresses, communications definitions, and NetBIOS names.

Since the server has been installed with exactly the same configuration (and
hence, the same NetBIOS name COMPUTERNAME parameter) as the file
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server that already exists on the network, starting the server in this state will
lead to a NetBIOS name in conflict condition. A workaround is needed to
prevent this condition.

Before the server is attached to the network and powered up, the
STARTUP.CMD file should be renamed to prevent any server services
starting. This procedure is outlined in Section 6.9.1, “Installing OS/2 Warp
Server for e-business” on page 191.

The new system can be attached to the network and started with a different
workstation name. Since the new name is not known to the domain controller,
it must first be defined.

Decide on a unique new name for the server to be known as on the network
when started. In this example, the replacement file server is called \\ FS11. We
add the server as a User ID in the domain, and then add this User ID to the
group SERVERS. Logged on as an administrator, we remotely issue the
following commands:

NET ADM N \\ D02 /C NET USER FS11 / ADD / PASSWRDREQ NO
then press Enter. Then,

NET ADM N \\ D2 /C NET GROP SERVERS FS11 / ADD

then press Enter.

The new domain controller is \\ DX02.

Now, on the new file server, the LAN requester service can be started using
the /Q parameter as follows:

NET START REQ /QQ FS11
then press Enter

where FS11 represents the unique NetBIOS name by which the workstation is
known on the network.

The server service can then be started on the file server.
NET START SERVER

then press Enter.
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In this scenario, the new file server \\ F01 now exists under the name FS11 on
the same network as the original file server (\\ FS01) for the purposes of
restoring data even though the entry in IBMLAN.INI states that it is FS01.

\DCO02
PDC

/

\\FS01
File Server

S

\WPS01
Print
Server

L THARESEHETERIRAN

\\FS11 :;DD(C::M
New File
Server

Figure 120. Introducing the File Server to the Network

Now that the server \\ FS11 has been defined to the domain, it receives
updates to the master User and Group accounts file, NET.ACC.

In a high volume, dynamic data environment, this approach helps to speed up
the data restoration process. This is due to the fact that the new server can
be installed and data restored while the original server is still running in
production.

Once the new server \\ FS11 is attached to the network, data can be copied to
it from the existing file server. The decision on what method to employ to
transfer this data rests with administrator performing the migration.

6.11.5 Transferring Data

The data transfer can be achieved in a number of ways. We discuss some of
the possibilities in this section. When deciding which method to deploy to
move the data, consideration should be given to convenience, the ease of
implementation, and speed of data recovery. Business pressure will probably
dictate what is required.
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Data Transfer

\\FSO01

File Server Applications, \\FS1 1.
Files, Scripts, New File
and more Server

Figure 121. Transferring Data

6.11.5.1 XCOPY
XOCPY is supplied natively with OS/2 Warp Server for e-business. Itis a
functionally rich program. In situations where data is very dynamic, or there is

a large volume of it, XOPY can be a little slow.

In our experience, average data throughput over Token Ring using XQCPY is
around 12 MB per minute. If an XGCPY process is interrupted, the command
needs to be restarted. For large data volumes, it can take a long time to

complete.

The syntax for XQPY is
XOCPY [drive:][path] filename [drive:][path] filename [/D date]

USIZEURAUMIZAor IMI/HI/TII/RI/QL/H

where:

drive:\path\fil enane Specifies the location of the file to copy.

drive:\path\fil enane Specifies the target destination and file name.

D date Copies files changed on or after the specified
date.

S Copies non-empty directories and
subdirectories.

E When used with /S, includes empty directories.

P Prompts you before performing a copy.
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\Y Verifies files copied to disk correctly.

A Copies archived files only but does not turn off
the attribute bit of the source file.

M Copies archived files only and turns off the
attribute bit of the source file.

H Copies hidden files and attributes to the
destination.

T Copies system files and attributes to the
destination.

R Copies read-only files and attributes to the
destination.

] Specifies that any files in the destination can be

overwritten by the copy operation.

F Causes XQCPY to fail if the file to be copied
contains extended attributes that are not
supported by the destination file system.

XOCPY is a widely used, very reliable program. However, in a migration
scenario, we have found quicker and more convenient programs that achieve
the same result. These alternatives are CCP and WREPL, discussed in
Section 6.11.5.6, “CCP Copy” on page 217 and Section 6.11.5.7, “WREPL"
on page 218.

6.11.5.2 ADSTAR Distributed Storage Manager (ADSM)

The award-winning ADSM family of software products is a comprehensive,
Enterprise-wide solution integrating unattended network backup and archive
with storage management and powerful disaster recovery.

Using ADSM, we have found that the average throughput of data transfer
over Token Ring is approximately 12 - 20 MB per minute (your ADSM
environment will obviously vary). In a migration scenario, a full or incremental
ADSM backup taken on the original system prior to migrating can be restored
to the replacement system once that system is present on the network.

Where this approach differs from a straightforward xcopy is that the ADSM
client code must be installed on the new system with any co-requisite
software (such as TCP/IP or communications software) to facilitate the
restoration.

It is also important to consider the identity of the systems on the network.
While it is technically possible to force a restoration of data onto a system
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other than that from which the data was originally backed up, there is an
implication on how the new system must be known on the network.

If the restoration occurs while both systems are attached to the network, their
identities should be unique in order to avoid TCP/IP or communications
conflicts between the two systems.

If the restoration occurs when only one system is on the network (the new
one), then a conflict does not occur.

We do not discuss ADSM in detail in this redbook. If you are already familiar
with ADSM, you should consider how you can integrate it into your migration
plan. If are not familiar with it, and you want to know more, refer to the
redbook titled Using ADSM to Back Up OS/2 LAN Server and Warp Server,
SG24-4682 or also look on the World Wide Web at the following address:

http: // waw st orage. i bm cond sof t war e/ adsnd adsrhone. ht m

6.11.5.3 Personally Safe 'n’ Sound

Available in OS/2 Warp Server, Version 4, PSnS has an excellent GUI
interface for defining backup and restore procedures. PSnS, Version 6.01,
included in OS/2 Warp Server for e-business, contains new function as
described in Section 1.3.9, “Backup and Recovery Services” on page 13.
Normally, when executing backup and restore, these functions are done with
the same version of the backup and restore software. However, Version 6.01
was written specifically to support backup sets taken with previous versions
of the software. This may or may not be true for other backup software
packages.

6.11.5.4 Tapes and Other Backup Media

There are numerous tape backup systems on the market, and newer,
removable backup media, such as optical drives and CD-ROMSs, are
becoming popular.

A backup taken before a migration can be restored after the migration
provided OS/2 Warp Server for e-business supports the backup software. It
will be necessary to install client backup software onto the new machine. This
approach also assumes that the backup and restore program can handle
restoring data onto a machine with a different NetBIOS name.

We recommend that before considering using your backup and restore
application to transfer data, you should:

* Know, or get to know, your backup product
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e Test a backup and restore scenario prior to the migration

< Take into consideration ALL of the issues (speed, convenience, flexibility,
conflicts) when deciding on what method to use to transfer data

6.11.5.5 File Replication Service

0OS/2 Warp Server File and Print Services is supplied with a service that is
similar to the DCDB Replication Service and is simply called the Replication
Service. With this service it is possible to define one server as an Exporter
and one server as an Importer. It is then possible to define a set of directories
to replicate from the Exporter to the Importer.

Full details on setting up the Replication service in OS/2 Warp Server for
e-business are provided in the on-line documentation Network Administrator
Tasks.

This approach is not recommended for restoring large quantities of data.
There is less control over the data transfer than with copy programs. For this
reason, details have been omitted, but the possibility is presented for
completeness.

6.11.5.6 CCP Copy

CCP is a conditional copy program that copies files that match the source file
specification(s), excluding those that also match the optional Xsource
filename pattern(s), to the target directory. Source files are copied if they do
not exist in the target directory or if they have a different time, date, or size in
the target directory.

If for some reason a CCP copy is interrupted, it is much quicker to complete
the copy of the remaining files with this program than with XOPY because it is
not necessary to start the copy over again.

We have included this tool on the CD-ROM accompanying this redbook.

The syntax for QCPis
QP [ -flags ] source [ ! Xsource ] targetdir

where:

[ Copy source file only if missing or older than in target
directory.

d Create target directory if it doesn't already exist.

e Ignore source files that don't exist in the target directory.

f Force copy even if target file is read-only.

Migrating Hardware 217



218

n Don't copy, just list the names of the files that would
have been copied.

s Descend subdirectories and preserve them in the target
directory.

t Show the names of each target file name as well as
each source file name.

X List the names of files that are being excluded (or not
copied).

S Include system and hidden files.

sour ce Source directory.

Xsour ce (Optional) source directory that is being compared.

targetdir Target drive for the copy.

In our experience, we found that CCP is among the quickest and most
convenient methods for copying data based on its speed and flexibility.
These features make it particularly useful in this migration scenario.

6.11.5.7 WREPL

WREPL is a replicator tool that conditionally copies data from one server to
another including access controls. It can be used to synchronize data on two
servers in either direction, exporter to importer or vice versa. We have
included this tool on the CD-ROM accompanying this redbook.

The syntax for WREPL is
WREPL \\ Server ServerPath Local Path [SeepTime] [/R [/00 [/L:lodfile] [/Q

where:

\\ Server The UNC name defining the Exporting server.

Server Pat h The fully qualified path on the Exporting server
(F: \ DATA).

Local Path The path on the Importing server from which the
command is being issued.

S eepTi e If present, this is the sleep time interval (in minutes)
between loops.

R Specifies the copy occurs from the local machine to the
to remote server.

D Specifies that if files are not on the source are deleted
on the target.

L Specifies the log file to be used.
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Q Specifies quiet mode with no logging to the screen.

We found that an initial copy with CCP was very effective. On large data
volumes, the data will have changed between the start and end of the copy
process.

Following a successful transfer of initial data, initiating WREPL provides the final
incremental copy of data that is new or changed since the original data
transfer started. This ensures that all data is present on the new system prior
to its being added to the network as a replacement, migrated system.

—— Our Approach

In our migration scenario, we initiated CPP to copy most of the data from
the old to the new server. We found that this was very effective.

On large data volumes, the data will change during the time taken to
complete the copy. To synchronize the data, we then used WREPL. This
procedure worked well in this and other previously experienced migrations.
With the two utilities, we quickly transferred our data.

Of course, there are negative effects to this approach that have to be
weighed against the other methods of data restoration; namely, both servers
are performing file 1/0O, and there is additional network traffic to contend with.

6.11.6 Restoring Access Controls

At this stage, two almost identical systems will exist on the network. The
access controls must now be restored.

There are a number of utilities available to do this, as described in Section
3.13, “Backup Access Control Information” on page 60. To avoid problems,
whatever utility was used to backup the access controls should be used to
restore them.

RESTACC restores the permissions for 386HPFS volumes, the user accounts
database, and the audit file stored with BACKACC.

The following example shows the use of RESTAQCin restoring access control
profiles and restoring ACL information stored in the DRIVE_D.ACL file:

RESTACC D\ /F. C\BAOKWIPDRVE D ACL /S
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The full syntax follows:

RESTACC [drive:] pathnanme [[drive:]newnare] [/F: [drive:]source]
[/L1:[drive:] [path] [filename]] [/S] [/V

where:
drive

pat hnane

newnane

F: sour ce

/L1:\ pat hnare\ fi | enane

Specifies an optional drive letter.

Specifies the directory or file whose access
control profiles are restored. If wild card
characters are specified, newnane cannot be
specified.

Specifies a new file or directory that is to receive
the permissions for the file or directory associated
with pathname. The existing permissions for
newnane (if any) are replaced with the restored
permissions.

Uses source as the source of backed-up access
control profiles. If source is not specified, the
same naming convention is used to construct the
source name as for the BACKACC utility.

Is an optional set of parameters that specifies
where the LAN Configuration Installation
Distribution Utility (LAN CID Utility) writes its log
file. If absent, the logging output is written directly
to the screen. See Quick Beginnings: Installing
0OS/2 Warp Server for e-business, SCT7-S2NA for
more information on the LAN CID Utility.

Restores subdirectories. This switch is valid only if
pathname is a directory and newname, if
specified, is a directory.

Causes the names of the access control files to be
displayed as they are restored by the RESTACC
utility.

6.11.7 Starting the Replacement Server on the Network
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The final step in the file server migration is to switch over the servers. The old
server must be removed, and the new server started using the name \\ F01.

Stop the server and requester services on both \\ F01 and the new server

(currently \\ FS11).
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NET STCP SRV

then press Enter.

NET STCP REQ

then press Enter.

The server service can then be started on the new file server with:
NET START SERVER

then press Enter.

The replacement server will then start as \\ FS01, as defined in its IBMLAN.INI
file. The old file then becomes available for reinstallation. The migration of the
file server is now complete.

6.12 Step 4:

Migrating the Print Server

Print servers often cause the most problems for system administrators. OS/2
INI files can be easily damaged if servers crash. Of course, most of the key
information about printers is held in the OS/2 INI files. These INI files can
become corrupted when new software is installed. Migration of a print server
is, therefore, a potentially complex prospect.

However, there are many tools and utilities available to assist in the migration
process. They help to smooth the migration and make it as painless as
possible. With the tools, the time consuming, annoying task of having to
reinstall the printer configuration from scratch is no longer a concern.

In this section, the discussion is limited to the migration of printer
configuration from one server to another. Previous sections of this chapter
have already discussed introducing a new system to the network and how
data might be migrated.

By way of an overview, the steps required in migrating a print server can be
described as follows:

1. Back Up Existing Printer Configuration

2. Install Printer Drivers onto New Server

3. Restore Printer Configuration onto New Server
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—— Note

This process assumes that the new server has already been installed, and
that migration of the printer configuration is all that is needed.

Printer
Configuration @

W

)

WPSO1 New
Old . PS01
Print |i
Server Printer
Drivers

Figure 122. Print Server Migration Overview

We first introduce some of the tools that can be useful in backup and
restoration of printer configurations. We then go on to discuss the migration
of the print server in example domain DO1.

6.12.1 BACKPRN
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BACKPRN s a utility that can be used to backup printer and job properties to a

file. This file can be used later for restoration by RESTPRN (see Section 6.12.2,
“RESTPRN” on page 225) or R NSTPRN (the remote printer installation program -
see Section 6.12.3, “RINSTPRN” on page 226).

A printer and job properties file consists of printer driver specific data, defined
for a printer and a queue. The printer part describes hardware related
information, such as which fonts are installed or which options are installed
on the printer. The job properties consist of information about what paper to
select, what resolution and orientation to use, and so on. So, printer
properties belong to the printer, and job properties belong to a queue. These
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two types of properties are closely related to each other; so, it makes sense
to back them up together.

Invoking BAOKPRN without any command line parameter will show the syntax of
the program as well as the available printers, queues, and the printer drivers
used by them.

The syntax for BAOKPRN is
BACKPRN <pri nt er - nane>[ . <queue- nane>] <fil e- nane>
where:

<pri nt er - nane> This is the name of the printer to copy the printer
properties from.

<queue- nane> (Optional) This is the name of the queue to copy the job
properties from (if no queue is specified, the first defined
for the printer is used).

<fil e-nane> This is the name of the property file.
For example:
BACKPRN PSCR PT1. PSCR PT1 pscript. pj p

The property file (extension .pjp) created with the BAGKPRN contains the printer
and job properties as well as information about the driver used. A real
example follows.

—— Note

The following example does NOT relate to the Domain D01 example.

Executing the command without any parameters will display the output as
shown in Figure 123 on page 224.
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(0)D: \rinstprn>backprn

Backup Printer and Job Properties

Syntax: BACKPRN [?]1 | <printer-name>[.<queue-name>] <output-file>

<printer-name> HName of the printer (mixed case required!!!)
<{queue-name> Name of the queue (mixed case required!!!)
<output-file> Name of the file to write to

BACKPRN [?] Displays a list of available queues
BACKPRN <printer-name>[.<queue-name>] <output-file>
Urites the properties to the file
if you don’t specify a queue, the default one is taken
ITSC Boca Raton, Florida

Available Printers:

Printer Queue Device Driver

IBMAD19 IBMAD19 IBMAD19.IBM 4019 LaserPrinter
HP5 HP5 LASERJET.HP LaserJet 5/5H
IBMNULL1 IBMNULL IBMNULL

LEXMARK LEXMARK PSCRIPT.Lexmark Optra C
KYOCERA KYOCERA PSCRIPT.Kyocera F5-600 (KPDL-2)

(O)D:\rinstprn>_

Figure 123. BACKPRN Output

To continue the example, the command is executed again to save the
properties of the IBM 4019 printer with the output as illustrated in Figure 124
on page 225.

Although there is a warning in this particular example, the backup completes
successfully. The printer properties that cannot be found are printer driver
specific settings (such as forms and tray information) that, in this case, have
not been changed. We decided to include it in the example because the help
on the utility is not extensive, and we wanted to show that the message was
nothing to worry about.
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(0)D:\rinstprn>backprn IBMAD19.IBHAB19 ibmdD19.pjp

Backup Printer and Job Properties

Start of backing up printer and job properties

Printer [IBMA019] Queue [IBMAG19] Driver [IBMA019.IBM 4019 LaserPrinter]
Warning: Can’t find Printer properties information.

Backup to file ibm4B019.pjp successfully finished.

(-1)D:\rinstprn>_

Figure 124. Using BACKPRN to Save Printer Properties

6.12.2 RESTPRN

Printer and job properties can be restored using the RESTPRN program. An
invocation without specifying any parameter shows the command line syntax
as well as a list of available printers, queues, and their printer drivers.

An invocation, specifying a property file and a question mark, shows the
printer name, queue name, and the driver to which the properties stored in
the file belong. An invocation with only the name of the property file uses the
printer name and queue name stored in the file. If the printer and/or queue
does not exist, they will be created by the program.

We have included this tool on the CD-ROM accompanying this redbook.

The syntax for RESTPRNis
RESTPRN <fi | e-name> [ <pri nt er - nane>[ . <queue- nane>] ]

where:

<fil e-nane> This is the name of the property file.

<pri nt er - nane> (Optional) This is the name of the printer to copy the
printer properties to. If the printer doesn't exist, it will be
created. If no printer is specified, the name stored in the
property file is used.

<queue- nane> (Optional) This is the name of the queue to copy the job
properties to. If the queue doesn't exist, it will be created.
If no queue is specified, the name stored in the property
file is used.

For example:
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RESTPRN pscript.pjp PSCR PT1. PSCR PT1

—— Note on RESTPRN

Both OS/2 Installation Techniques: The CID Guide, SG24-4295 and The
0OS/2 Warp 4 CID Software Distribution Guide, SG24-2010 state that the
target machine must be at the same level of OS/2 and NLS support as the
backup machine. Clearly, this is not good for a migration scenario.

We used BACKPRN on older versions of OS/2 and restored those properties
using RESTPRN onto OS/2 Warp Server for e-business. We did not find any
problems. However, as part of your migration testing procedure, you should
confirm the results for your specific configurations.

6.12.3 RINSTPRN

226

The Remote Multiple Printer Installation program (RINSTPRN) for OS/2 was
written at the ITSO, Boca Raton, Florida. Its main purpose is to install printers
at the time of initial OS/2 installation.

In the context of migrating hardware, this utility can be used as part of the
remote CID-based installation prior to implementing the new print server. The
utility is not needed in an attended installation. Following installation of the
appropriate printer drivers, the system’s printer configuration can be restored
using RESTPRN

Note

RINSTPRN was written to run on OS/2 V2.1, 0S/2 V2.11, and OS/2 Warp
V3. However, it has been widely used in the CID install community for
remote printer installation. The utility is supplied by IBM on an as-is basis.

We tested the utility on OS/2 Warp Server for e-business for migration
purposes and did not encounter any problems with it. However, we do
recommend that you test it prior to implementation. We have included this
tool on the CD-ROM accompanying this redbook.

The application makes it possible to install multiple printers and queues using
a response file instead of going through many dialogs. It performs the
installation of printers, queues, and ports including communication ports. This
application also gives the administrator the ability to make final adjustments
including print driver-specific information, such as job and printer properties,
fonts, options, and so on during the automated process. Finally, it also allows
the definition of network queues and the definition of WIN-OS/2 printers.
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The program reads a response file, interprets it, and looks for consistency
between the defined queues, printers, and other values. After finishing this
step, it installs the printers, drivers, and queues. All actions are logged into a
log file for administrative purposes.

This program makes it possible to administer complex printer and queue
configurations without the administrator being at the installation location.

—Note on Print Driver Levels

Printer drivers that are already installed will automatically be replaced by
the program. If your printers are using a driver other than that shipped with
0OS/2 Warp Server for e-business, then adequate procedures are needed to
make sure that the end configuration is as it should be. This, again,
supports the requirement to do sufficient testing.

The Remote Printer Installation Program is discussed in detail in the ITSO
redbooks OS/2 Installation Techniques: The CID Guide, SG24-4295 and The
0OS/2 Warp 4 CID Software Distribution Guide, SG24-2010. There is an
associated utility, RMPI_CFG.EXE, a response file generator, which is not
discussed here.

Since this chapter deals only with migration of existing printer configurations,
we discuss what is required to achieve this. If you want further detail on any
of these utilities, please refer to the redbooks referenced above.

R NSTPRN has a number of optional keywords that can be used on the
command line.

The syntax for RINSTPRN is
RNSTPRN /DSC/DRV /L1 /R/S /T /IWR /VR /W

where the following keywords are described:

DsC This keyword defines the name of the printer description
list. A partially or fully qualified OS/2 path name, including
a drive letter, can be used.The PROESC. LST file changes
with every release. A proper printer install can only take
place if the PROESC LST matches the driver install diskettes.
The default is PRORV. LST in the working directory.

For example:
R NSTPRN / DSC X:\ | M3 G82\ PMDD 1\ PRDESC. LST
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L1

This keyword defines the name of the printer driver list. A
partially or fully qualified OS/2 path name, including a
drive letter, can be used. The PRORV. LST changes with
every release. A proper printer install can only take place
if the PRORV. LST matches the driver install diskettes. The
default is PRORV. LST in the working directory.

For example:
R NSTPRN / DRV: X\ | M3 G52\ PMDD_1\ PRORV. LST

This keyword defines the location of the log file into which
the R NSTPRN program logs its response file analysis,
activities, and execution results. A partially or fully
qualified OS/2 path name, including a drive letter, can be
used. The default is R NSTPRN LGGin the working directory.

For example:
R NSTPRN / L1: C \ R NSTPRN LGG

This keyword defines the location of the printer install
response file. A partially or fully qualified valid OS/2 path
name, including a drive letter, can be used. The default is
PR NTER RSP in the working directory.

For example:
R NSTPRN / R X \ RSP\ (82\ PR NTER RSP

This keyword defines the source drive and directory where
the drivers and fonts to be installed are located. A fully
gualified path name with a drive letter can be used. If the
drive is A or B, the program asks for the printer driver
diskettes on A: or B:. On any other drive (C to Z), the
program looks for subdirectories called PMDD_1 to
PMDD_n (depending on how many disks are mentioned in
column two of the PRORV. LST) in the specified directory.
This drive can also be a redirected drive. The default is A .

For example:
RINSTPRN / S A

This keyword defines the target drive where the OS/2
system is installed. Either just the drive letter or the drive
letter with a colon can be specified. Use this keyword if
0S/2 has been installed to a logical partition rather than a
primary partition. The default is C

For example:
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R NSTPRN / T: D

WR This keyword defines the name of the WIN-OS/2 printer
setup file. A partially or fully qualified OS/2 path name,
including a drive letter, can be used. Important: This
keyword is OS/2 version dependent. The default value for
this parameter is QONTRQL. | N= This file resides in the
\ O&2\ MDCB\ WNOB2\ SYSTEMsubdirectory after an installation
of OS/2 and may change with every release. This
parameter is only used if an installation of WIN-OS/2
printers is requested in the response file. The default is
OONTRQL. | NF in the working directory.

For example:
R NSTPRN / WPR X \ EXBE\ GONTRCL. | NF

WIR This keyword defines the name of the map file between
0S/2 and WIN-OS/2 device drivers. A partially or fully
qualified OS/2 path name, including a drive letter, can be
used. Note: If the drive letters A: or B: are used, make
sure a diskette containing the specified file is inserted in
the drive before starting the program.The default value for
this parameter is DRWAP. | N= This file resides in the
\ O=2\ MDCB\ W NOB2\ SYSTEMsubdirectory after an installation
of OS/2 and may change with every release. This
parameter is only used if the WIN-OS/2 printer installation
to an OS/2 printer is requested in the response file. The
default is DRWAP. | NF in the working directory.

For example:
R NSTPRN / VDR X: \ EXE\ DRWAP. | NF

W This keyword defines the target drive where WIN-OS/2 is
installed. Either just the drive letter or the drive letter with
a colon can be specified. Use this keyword if WIN-OS/2
has been installed to a logical partition rather than a
primary partition. The default is C

For example:
R NSTPRN / W: D

The following complete example looks for a printer response file on redirected
drive Z with the name PR NTER RSP The PRDRV. LST is located on redirected
drive Z in the root subdirectory \ PMD 1. The PROESC LST is located on
redirected drive Z in the root subdirectory \ PMD 1. The WIN-OS/2 printer
setup file is located in the z directory and has the name GONTRQL. | N= The
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WIN-OS/2 driver map file is located in the z directory and has the name
DRWAP. | Nk The USERnnn. LOGfile will be written to the redirected drive z:,
thereby, gathering the install information on the server. 0S/2 and WIN-OS/2
are installed on drive D . The following example is valid for installation on
0S/2 V2.1 and OS/2 Warp V3 since we specify the OONTRQL. | NF file for the

/ WR keyword.

R NSTPRN /R Z\ PRINTER RSP / DRV: Z:\ PMDD_1\ PRDRV. LST
/DSC Z:\ PMOD_1\ PROESC LST /L1: Z\USERNNN. LGG /S Z2 /T: D
/WPR Z:\ GONTRCL. | NF /WWDR Z: \ DRWAP. | NF /W: D

—— Note

We strongly believe that many customer installations use only | BWULL on
the server, thus, allowing the client workstations to format the print jobs.
Therefore, this complex example is rather unrealistic even though it shows
what can be done with this tool.

We have included this tool on the CD-ROM accompanying this redbook.

6.12.4 CHGQUE
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The CHALE utility can be used to hold or release any printer queue from the
command line. An invocation without specifying any parameters shows the
command line syntax as well as a list of available printers, queues and their
printer drivers. An invocation specifying a queue name shows the actual
status of the queue (ol d or Rel ease).

The syntax for CHGQUE is
CHEQLE <queue-nane> [/H QD] [/ R ELEASH ]

where:

<queue- nane> This is the name of the queue whose status will be
displayed or changed.

/HaDn Holds the queue.

| H ELEASH] Releases the queue.

For example:

CHAQLE PSCR PTL /H

CHXQE is a very useful utility for holding queues prior to, or during, migration
and the execution of REXX procedures. It can then release queues on
demand. It helps to prevent the loss of print jobs.
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We have included this tool on the CD-ROM accompanying this redbook.

6.12.5 QPRINT

@R NT is a REXX procedure that can be used to query printer and queue
settings and then create a response file from them. The generated response
file can be used in conjunction with RPR\2. QWD (see Section 6.12.7,
“RPRN2.CMD” on page 233) to recreate printers at a later stage in the
migration.

Figure 125 shows the command being used on the local machine SRV162 to
generate a response file by piping the output to file.

(0)D: \rinstprn>gprint
# QPRINT Version 1.11
*

# Usage: QPRINT {#} {ServerName}
*

# Sample: (PRINT \\BEDDCZ2
*

(5632)D:\rinstprn>gprint # > srvl62.rsp

(-512)D:\vrinstprn>_

Figure 125. Using QPRINT.CMD to Generate a Printer Response File

Figure 126 on page 232 shows the resulting response file itself.

Tip
Printers are often created on the OS/2 Workplace Shell Desktop (Object ID
WP_DESKTCP). In this REXX procedure, the printers are created in the folder

WP_PR NTERSFCLDER In our experience, this reduces OS/2 INI file-related
printing problems.
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# OPRINT Wersion 1,11
# Server Name: “ASRV1E2
# Getting all queues on YWSRY1EZ

COL; TITLE s LOCATION ;OBJECTID JQUEUENAME ; PORTMNAME ; PRINTDRIVER ; SEPARATORFILE

;IBM4ETY  ; <WP_PRINTERSFOLDER:; <WPPO_IBM4B19: ; IBM4019  ;LPT2 ; 1BM4019, IBM 4019 LaserPrinter B

JHPS § <WP_PRINTERSFOLDERS ; <WPPO_HPS> JHPS iLPT3 JLASERJET HP LaserJet 5/5M |

SIBMNULL  <WP_PRINTERSFOLDER»; <WPPO_IBMNULL: ; IBMHULL  ;LPT4 5 IBMHULL i

JLEXMARE.  ; <WP_PRINTERSFOLDER>; <WPPO_LEXMARK: ; LEXMARK  ;LPTS JPSCRIPT. Lexmark Optra C ;

JKYOCERA  ; <WP_PRINTERSFOLDER> ; <WPRO_KYOCERA> jKYOCERA  ;LPTE JPSCRIPT Kyocera F5-680 [KPDL-2) |

Figure 126. Printer Response File Generated by QPRINT.CMD

We have included this tool on the CD-ROM accompanying this redbook.

6.12.6 ITSC Print Manager/2

The ITSC Printer Manager/2 utility manages printers on local and remote
network systems. It can display, hold, and release queues and jobs and
change printer assignments.

Although it is not used specifically in the migration process itself, it is a useful
tool that can be employed to obtain information on the print servers that have
to be updated. This tool was first supplied in a queue publication titled OS/2
2.11 Power Techniques, ISBN 1-56529-286-3. We have included this tool on
the CD-ROM accompanying this redbook.

Eln]

[5i| Printers - Icon View

-

e <ITSC PrinterManager/2>

2 23 ITSC PrintManager/2 - SRY162 |=|O

=] HPS Display Manage Windows

. HF5 0 Job(s) Active LFT3 LASERJET HF LaserJet 5/50 J
% IBM4619 IBh44019 0Jobis) Active LPT2 IBR44019.IBM 4013 LaserPrinter

IBRAMUILL 0 Job(s) Active LFT4 IBRAMUILL

N FYOCERA 0 Job(s) Active LFTR FSCRIPT kyocera FS-600 (KPDL-2)
ﬁa IBMHULL LEXMARE 0 Job(s) Active LFTE PSCRIPT Lexmark Optra C
% KYOCERA ﬂJ
% LEXMARK
< B

Figure 127. Managing Printers with ITSC Print Manager/2
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Of course, let us not forget that some of this function is also provided with
0S/2’s spooler as illustrated in Figure 128.

=1 Spooler — All job view A [
lcan Queue Jobd Status Daocument Name Owner
50 KOCERA Status: 0 Jobis) KCYOCERA =
T L EXMARK Status: 0 Job(s) LEXMARI

R IBMNULL Status: 0 Job(s) IBMNULL

T HPS Status: 0 Job(s) HF5

T 1BMam e Status: 0 Job(s) IBM40719

[T ]| [ — ﬂJ

Figure 128. OS/2 Spooler - All Jobs View

6.12.7 RPRN2.CMD
RPRN\2 is a REXX procedure that can be used to create printer definitions. It
requires input from a response file created by QPR NT. O\ It uses the utilities
R NSTPRNand CHQLE to install new printers and to hold the queues.

The syntax for RPRN2.CMD is
RPR\2 /L:LogFile /R ResponseFil e /S: SourcePat h

where:

L Indicates that a log file will be generated.

LogFi l e This is the fully qualified path to the generated log file.

R Indicates that a response file is heeded.

ResponseFi | e This is the fully qualified path to the response file.

S This indicates that a path is needed to OS/2 source
images.

Sour cePat h This is the fully qualified path to the OS/2 images.

We have included this tool on the CD-ROM accompanying this redbook.

— Note

The utility requires RINSTPRN.EXE and CHGQUE.EXE to be in the \OS2
directory of the boot drive.
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Figure 129 shows the screen output following the execution of RPR\2. The
response file supplied in this example contains only one printer definition for
clarity. However, we tested it in multiple printer scenarios, and it has tested
successfully.

The utility first queries the OS/2 INI file and checks (according to the
response file supplied) whether the appropriate printer drivers are installed or
not. If they are not, the installation is performed using R NSTPRN The queues
are then put into hold status by CHEQUE, which prevents any jobs that might get
sent to them during the procedure from being printed.

Limitation

RPR\2 will not restore specific printer properties, such as forms and tray
settings. If special settings are required, we recommend using RPR\2
followed by the use of the RESTPRNto restore these properties. Since the
gueues are already on hold, this is a simple procedure to execute.

RPRN\2 screen output is shown in Figure 129.

*
*
*

Log File
Response File .

D0 % %k ¥ k ¥ ¥ k ¥ k ¥ k #

Check for
Check for
Check for
Check for
Check for

{0) [D: \rinstprnlz: \endvrprn2 /1:d:\rinstprn\rprnZ. log /r:d:\rinstpro\rprnZ.rsp /s:z: \inghos2\xr09999
# RPRNZ Parameters #

D: \RINSTPRH\RPRN2.LOG
D: \RINSTPRH\RPRH2 . RSP

D: \RINSTPRH\RPRH2.RSP * OK
D:\DS2\RINSTPRN.EXE # DK
D:\0S2\CHGOUE. EXE * OK
Z:\IMG\DS2\XRO9999%\PHDD_1\PRDRV.LST * OK
Z:\IMGADS2\XRO9999\PHDD_1 \PRDESC.LST * OK

Reading the Columns description
Check if driver IBM4D19.IBM 4019 LaserPrinter exists
Determining the linenumber for “IBMA019.IBM 4019 LaserPrinter”
LineNumber: 383
10/12/98 18:09:57 Installing Driver IBMAD19.IBM 4019 LaserPrinter (383)
Installing IBM4019.1BM 4019 LaserPrinter
Check for D:\os2\rinstprn.exe * OK
\RINSTPRHARPRHZ.LOG
\os2\RPRHZ. LOG
1 file(s) copied.
Destroying <WPPO_IBHA019:
Creating <WPPD_IBM4019>
10/12/98 18:10:01 # Creating Object IBMAD19 ... OK

Status of queue IBHMAD19 successfully changed to Hold.

{-512) [D:\rinstprn]l_

Figure 129. Using RPRN2.CMD to Create a Printer
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6.12.8 LPTADD

We wrote a simple REXX procedure called LPTADD. WD that installs multiple
printer ports. This is particularly useful when used in conjunction with

R NSTPRN or RESTPRN The command takes a value of between 3 and 24 as
parameters and creates the ports requested. A reboot is needed after the
command is run to ensure that the ports are set in the OS/2 INI file.

We have included this tool on the CD-ROM accompanying this redbook.

6.12.9 Considerations for Multiple Printer Ports

Network Printer utilities that provide multiple network printer port support,
such as Lexmark MarkVision and IBM 4033 boxes, have specific OS/2 INI file
port associations. These must be saved from the old system and restored
onto the new system during migration. For example, in the case of the
Network Printer Utilities, the file \ NETPR NT\ | BMI033. DAT must be saved.

Different programs provide different methods of achieving this. Before
migrating, fully test for any incompatibilities between the version’s printer
software and the two base operating system versions: OS/2 Warp Server,
Version 4 and OS/2 Warp Server for e-business.

6.12.10 OS/2 INI File Tools

There are many OS/2 INI file utilities on the market that might be useful in
extracting printer information for use in a migration. In addition (such as the
power of REXX in OS/2), procedures can be written to query, extract, and
restore vital information about OS/2 printers just as QPRINT.CMD does.

We consider the utilities listed here to be quite sufficient for most printer
migration purposes. Therefore, no further utilities are considered.

6.13 Migrating the Example Print Server in Domain D01

In this section, we provide an overview of the steps needed to complete the
migration of the print server in the example domain DO1. The tools have now
been discussed. The methods for installing new systems and introducing
them to the network have also been described.

1. Use QPR NT to extract the Printer Configuration from W\PSO01 to a Response
File

2. Use BACKPRNto extract printer and job properties information

3. Install replacement print server as \PS01
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Install printer drivers (optional) on the new \PS01

Introduce a new \\PSO01 to the network with a different NetBIOS name
Run RPR\2 with a response file on the new \PS01

Restore printer and job properties on the new \PSO01 using RESTPRN

Restore access controls on the new \\PS01

© © N o g A~

Perform other post-installation procedures

10.Hold the queues on the original \PS01

11.Inform users and stop sharing printers on the original \PS01
12.Allow spooled print jobs to print on the original \PS01
13.Take the original \PSO01 off-line

14.Restart new \PSO01 properly

15.Release printer queues on \PS01

16.Inform users that print server change is complete

6.14 Recovering Your System

With careful planning, testing, and implementation, it should not be necessary
to recover lost data from a migration failure. However, unforeseen problems

do arise from time to time, and it is, therefore, useful to have a backup plan in
case of such an emergency.

If you have not already done so, please review both Chapter 2, “Planning and
Considerations” on page 17 and particularly Chapter 3, “Preparing the
Migration Process” on page 37. If appropriate preparations have been made
prior to starting a migration, recovery is not difficult to achieve.

6.15 Summary

236

Migration is a complex process. However, with adequate planning and
preparation, it becomes a process of simply executing the plan.

Migration can take many forms. Migration to new hardware provides
advantages for system availability that should not be discounted even if a
migration over an original system was first planned.

With automated installation techniques, such as CID, and armed with
appropriate utilities to extract key configuration information from the server,
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migrating to new system hardware becomes a reasonably straightforward
matter.
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Chapter 7. Migration to JFS

As you read in Section 1.3.2, “File Systems” on page 6, the Journaled File
System (JFS) is new to OS/2 Warp Server for e-business but has been in
existence on AlX for several years now. Many administrators will be
interested in migrating their HPFS data partitions to JFS to take advantage of
larger cache size, dynamic expansion capabilities, and transaction-oriented
file systems included in JFS. This chapter discusses these migration
considerations.

Note

Since not all of the functions of 386HPFS (such as Fault Tolerance and
DASD Limits) are not fully implemented in JFS; so, we do not expect that
administrators will migrate 386HPFS partitions to JFS, so we do not
discuss this option. Our focus is to migrate data on HPFS drives to JFS
volumes.

Since there is no utility to convert an existing volume to JFS, migrating
applications and data is accomplished in one of two ways:

« Backup, reformat the drive to JFS, and restore the data
e Copy the data from the HPFS drive to the JFS volume

This chapter describes these two methods and their execution.

7.1 Using a Backup & Restore Program

As described above, one way to migrate data from HPFS to JFS is to backup
the data, redefine the drive(s) to be formatted to JFS, and then restore the
data. This assumes that the drive letters do not change, and if they do, the
applications using the data can still access it somehow.

A production server usually has a backup device directly attached to the
system or is using a mechanism, such as ADSM, to backup to a centralized
server. Both options can be used to migrate a volume to JFS. Depending on
the size of your hard disks, this might be the only option that is available to
you.

The Backup and Recovery Services feature of OS/2 Warp Server for
e-business can also backup to a remote drive over the LAN assuming the
drive is shared using NET SHARE on the remote server. If you did not
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originally install this service, you can restart the Installation program to select
the Backup and Recovery Services component.

Here are the basic steps for completing an in-place migration of data from
HPFS to JFS.

1. Backup the HPFS drive using your normal backup method. In our
example, we used the Backup and Restore function to backup the data on
our D: drive (HPFS) to a hard disk from another system on the LAN as
shown in Figure 130.

E4 Backup Method - Unfitled ZE
Description IData Migration Example

Seurce
() Alfows backup of alf files
® Only allow bactup of files below:
Drive Directory
o 1=k

[ Include subdirs?

Compression
1 IPSnS compressioj *I .

I ZEJ

Generations

) . 5]
Freview
selection

Destination E :
Biackup set ’E‘ 2
| Preview || Estimate | | Save as.. | | Cancel | | Help |

Figure 130. OS/2 Warp Server Backup and Restore Method Definition

2. After the backup completes, the administrator should verify the success by
checking the log files generated by the backup program. Once this is
done, proceed to the next step.

3. Delete the HPFS drive and redefine it as a JFS volume. In our example,
we deleted the D: drive associated with our HPFS data drive. We
redefined it as an LVM volume with the same drive letter and same size.

4. When formatting the new JFS volume, execute a long format. In our
example, we entered format d: /fs:jfs /I. Note that we did not need to
reboot the system to format the new drive.
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5.

The next step is to restore the data to the newly-created JFS volume. In
our example, we used the Backup and Restore program to do this copying
data from the LAN drive back to the D: drive.

Verify the data restored to the new drive. In our example, we verified that
the data (number of files, total file size) was identical compared to the data
backed up in step 1.

7.2 Adding Disk Space

Another option for data migration is to create a new LVM volume formatted as
JFS. The data is copied from the existing HPFS drive to the JFS volume.
Since this volume will probably have a different drive letter, the administrator
should reassign the drive letter for the JFS volume to the same as the HPFS
drive to ensure that the data migration is transparent if accessed by any
applications local to the server.

D:X Drive (JFS)

Step 1 Step 2 Step 3 Step 4
I I I
| | | | |
| | |
Server | Server | Server | Server
I | |
D: Drive (HPFS) | D: Drive (HPFS) | D: Drive (HPFS) | D: DrI S)
E: Drive (CD-ROM) | E: Drive (CD-ROM) | |
| | | E: Drive (CD-ROM)
| F: Drive (JFS) | F: Drive (JFS) |
I | |
| | |
| | 1

Figure 131. Adding a JFS Volume to Migrate Data on a HPFS Drive

As shown in Figure 131, here is the sequence of steps:

1.

In Step 1, we determine the size of the drive to be migrated to JFS. In this
case, we are migrating the D: drive, which is 350 MB in size.

In Step 2, using LVM, we create a new volume that does not need to be
bootable and define it as an LVM volume and then select the next
available drive letter, which is F: in our example, as shown in Figure 132
on page 242. The new JFS drive can be formatted without reboot using the
command fornmat f: /fs:jfs /I.
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] LVMLEXE = o x|
Logical Volume Management Tool - Logical View

Logical Volume Type Status File System Size (MB)
cvol C: Compatibility Bootable HPFS 600
dvol D: Compatibility HPFS 350

[ COROH 1 ] #->E: Compatibility CDFS 128
j fsvol F: LUH Honhe 350

Disk Partition Size (MB) Disk Name

jfspart 350 [ D1 ]

Fl=help Fi=exit F5=Physical View Enter=0ptions Tab=Window

Figure 132. LVM Partitioning for Data Movement to JFS Volume (F:)

3. In Step 3, we XOCPY the data from the HPFS drive to the JFS Volume. The
administrator should execute this step during off-hours to ensure that the
data is not in use or otherwise locked. You can also use one of the
methods described in Section 6.11.5, “Transferring Data” on page 213.

4. Once the data is copied, the administrator should verify that the copied
data is valid and complete. After doing this, the administrator can delete
the HPFS drive and reassign the drive letter of the JFS volume to that of
the deleted HPFS drive. In our case, we reassigned the JFS volume to be
the D: drive. This reassignment is dynamic and does not require a reboot.

7.2.1 Using Removable Media

0OS/2 Warp Server for e-business supports removable media like the JAZ,
JAZ2, and Syquest drives. If the data volume to be moved is small (less than
1 GB), it might be possible for you to backup to a removable media when
moving to JFS.

— Note

If you use removable media, make sure there is a cartridge or some
medium in the drive at server boot time to avoid errors.
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7.2.2 Non-RAID Systems

Since drive letter assignment now is controlled using LVM, new hard disks
can always be added to a system without disrupting the existing drive letter
assignments. However, you still have to be careful that you do not change the
physical order of disks as they are seen by your system’s BIOS and OS/2.

Considerations

1. In general, IDE hard disks are searched before SCSI devices. Thus when
adding an IDE hard disk to a SCSI-based system, the IDE disk should not
be configured in the PC’s BIOS to avoid boot problems.

2. Adding SCSI hard disks to a SCSI-based system: Depending on how your
adapter scans the SCSI IDs (upwards or downwards), hard disks should
always be added after the existing drives. Consult your SCSI adapter
documentation to determine how the adapter scans for SCSI IDs.

7.2.3 RAID Systems

Some RAID controllers can expand a RAID array without disrupting existing
data and partitions. In this case, you can expand your existing RAID using
that function and add the amount of space required including the amount of
space used for RAID overhead by the disk subsystem.
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Appendix A. Miscellaneous Information

This Appendix contains the details of the response file return codes, log files,
and LVM syntax.

A.1 RSPINST Return Codes

Return Code Definition

702 Invalid Line in response file

707 Invalid Key Value

708 No response file found

710 Windows system missing or invalid

711 Cannot format a Windows partition if you support it

712 Response file keyword conflict

715 Not enough free space on the targetdrive

901 Partition size error

905 LVM unsuccessful

906 Less than x MB primary partition exists

907 Primary partition exists greater than the x MB available

908 No primary partition exists less than the x MB available

909 Greater than a x MB primary partition exists

911 Could not create a file

914 System installation detected an internal error

915 System installation failed to initialize

916 System installation failed to start the session

920 Load module error

921 Target drive error. Use LVM to add target drive to the boot
manager menu

932 Copy file error

933 Delete file error

934 Device configuration error while determining the system

configuration

935 Close file error
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936
937
938
939
940
941
942
944
945

946
947
948
949
950
951
952
953
954
955
957
1000-1020
1060
1061
1062
1063
1064
1065
1066
1067
1068

Make directory error
Rename file error

Open file error

Read file error

Write file error

Format error

Display panel error
Display driver install error

Format error. The target drive is not formatted and the
format partition option was not selected

Video system error

System install internal error

Error accessing OS/2 ini file

System file transfer error

Unpack file not found

Unpack partial copy

Unpack ctrl+break error

Unpack critical error

Run program error

Get/Set file attributes error

Memory allocation error

System installation detected an internal error(00-20)
Invalid base product level incorrect version

Invalid base product level incorrect type

Invalid base product level missing the syslevel file
Memory Allocation Error

CheckSum failure unable to OPEN or READ specified file
CheckSum failure and an unknown CheckSum return code
Invalid base product level

Invalid file system

Microsoft Windows NT files found
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1069

The version of OS/2 on the target system is newer than
the OS/2 Installation files

A.2 MSEMAINT.LOG File Example

This section lists a sample log file as referenced in “Step 6” on page 130.

* %k ok ok ok ok %k sk ok ok % %k ok ok ok % % ok ok ok

MSEMAI NT Version 1.02

I'ni Fil eNarre: D:\ 1 BMLAN\ NETPROG MSEVAI NT. | NI
PWENane :
N CType :
TargetDisk : C
UserID :
Domai n :
Aias :
DriveLetter : Z

SeMaintCmd @ Z:\ LOW XR09999\ SEMAI NT. EXE

SeMai nt Source: Z:\| M3 G52\ XR09999

Thi n386 Command: Z:\| M3 LSR\ | PO8700\ | BM600S1\ THI N386. EXE
Thi nLaps Command: Z:\ | M3 MPTS\ WR08620\ TH NLAPS. EXE

Thi nLaps Source : Z:\1 M3 MPTS\ WR08620

Thinlfs Command: Z:\| M3 SRVI FS\ TH NI FS. EXE

Thinlfs Source : Z:\| M3 SRVI FS

Alias 1 : OODESERV
Drive 1: Z

Alias 2 : OODESERW PWs
Drive 2 : X

G D Command : Z:\DSK\ O D. VD
BootDrive : D

Check Resources

The command conpl et ed successfully.
The conmmand conpl eted successful ly.

* Check Files

* Formatting the disk C

The type of file systemfor the disk is FAT.

Enter the current volume |abel for drive C semaint

Wr ni ng!

Proceed with FORVAT (Y/N)? yes

100 percent of disk fornmatted

The Vol une Serial Nunber is E2BE-8Cl15.
24705024 bytes total disk space
24705024 bytes avail abl e on di sk

* Add M ni num Base CS/2 support

Copying C\CONFI G SYS to C \ SEMAI NT\ CONFI G S13 .
C.\ CONFI G SYS was not found.

Copyi ng C:\ STARTUP. OMD to C:\ SENMAI NT\ STARTUP. S13 .

SRV168
I BMICK. NI F

Cl D01

Dol
SHAREA

Al data on hard disk C will be lost!

2048 bytes in each allocation unit.
12063 avail abl e all ocation units on disk.

Figure 133. MSEMAINT.LOG Example File (Part 1 of 4)
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Copyi
Copyi
Copyi
Copyi
Copyi
Copyi
Copyi
Copyi
Copyi
Copyi
Copyi
Copyi

Copyi
Copyi
Copyi
Copyi
Copyi
Copyi
Copyi
Copyi
Copyi
Copyi
Copyi
Copyi
Copyi
Copyi
Copyi
Copyi
Copyi

Copr .

Copr .

Copr .

ng
ng
ng
ng
ng
ng
ng
ng
ng
ng
ng
ng

Unpacki
Unpacki
Unpacki
Unpacki
Unpacki
Unpacki
Unpacki

ng
ng
ng
ng
ng
ng
ng
ng
ng
ng
ng
ng
ng
ng
ng
ng
ng

NNNNNNNNNNNN

ng
ng
ng
ng
ng
ng
ng

C:.\ STARTUP. C\MD was not found.

Copyi ng C: \ AUTCEXEC. BAT to C:\ SEMAI NT\ AUTCEXEC. S13 .
C. \ AUTCEXEC. BAT was not found.

Copying C:\OS2VER to C \ SEMAI NT\ OS2VER S13 .

C.\ OS2VER was not found.

2\ 1 M3 082\ XR09999\ DI SK O\ *.* to C \ SEMAINT .
2\ M3 082\ XR09999\ DI SK_1\*.* to C \SENMAINT .
(VI M3 082\ XR09999\ DI SK 2\ *.* to C\SEMAINT . . .
2\ 1 M3 082\ XR09999\ DI SK_3\UHPFS. DLL to C \SEMAINT\UHPFS. DLL . .
:\ I M3 082\ XR09999\ DI SK_3\ UNPACK. EXE to C:\ SEMAI NT\ UNPACK. EXE .
2\ 1 M3 082\ XR09999\ DI SK_3\ UNPACK2. EXE t o C:\ SEMAI NT\ UNPACK2. EXE .
2\ 1 M3 082\ XR09999\ DI SK_3\ CHKDSK. SYS to C:\ SEMAINT\CHKDSK. SYS . . .
2\ 1 M3 082\ XR09999\ DI SK_3\ CHKDSK32. DLL to C:\ SEMAI NT\ CHKDSK32. DLL .
2\ I M3 082\ XR09999\ DI SK_3\ JFS. M5G to C:\ SEMAI NT\JFS. M5G . .
2\ I M3 082\ XR09999\ DI SK_3\ UWJFS. DLL to C:/\ SEMAINT\UWJFS. DLL .
2\ 1 M3 082\ XR09999\ DI SK_3\ CHKDSK. COM t o C:\ SEMAI NT\ CHKDSK. COM . .
2\ 1 M3 082\ XR09999\ DI SK_3\ UNPACK2. EXE to C:\ SEMAI NT\ UNPACK2. EXE .

BVHVGA. DLL from Z:\ 1 M3 082\ XR09999\ DI SK_5\ VGA .

PMDD. SYS from Z:\ | M3 082\ XR09999\ DI SK_4\ BUNDLE . .

VI OTBL. DCP from Z:\ | M3 082\ XR09999\ DI SK_3\ BUNDLE . .

INSCFG32. DLL from Z:\ 1 M3 082\ XR09999\ DI SK_3\ BUNDLE .

REFPART. SYS from Z:\ | M3 OS2\ XR09999\ DI SK_4\ BUNDLE .

O5™01. MG from Z:\ I M3 052\ XR09999\ DI SK_4\ BUNDLE . .

SHPI I NST. DLL from Z:\ | M3 052\ XR09999\ DI SK_3\ BUNDLE .

C\SEMAINT\*.BIO to C\

C\ASEMAINT\*.SYS to C\

C\SEMAINT\*. ADD to C\

C\SEMAINT\*.DMD to C\ . . .

C: \ SEMAI NT\ XDFLCPPY. FLT to C:\ XDFLCPPY. FLT
C.\ SEMAI NT\ | SAPNP. SNP  to C:\ | SAPNP. SNP
C\ASEMAINT\*.113 to C\ . . .

C.\ SEMAI NT\ C82KRNLI to C\ CS2KRN\L .

C \ SEMAI NT\ OS2LDR to C \ GS2LDR .

C \SEMAINT\OS2VER to C\CS2VER . . .
C\SEMAINT\CONFIG X to CVCONFIG X . .

C \SEMAINT\ALTF1.CMD to C\ALTF1.OMD . . .
C.\ SEMAI NT\ ALTF1ITCP. SCR to C \ALTF1TOP. SCR .
C: \ SEMAI NT\ ALTF1BOT. SCR to C \ ALTF1BOT. SCR .
C.\ SEMAI NT\ CS2LDR. M5G to C:\ OS2LDR MSG .
C.\ SEMAI NT\ G82BOOT to C:\ Os2BOOT .

C \ SEMAI NT\ OS2LO30 to C:\ O82LO30 .

Updating C\ OONFI G SYS .

Updating C\CONFIG X .

* Add the ThinLaps support

PKUNZI P (R) FAST! Extract Wility Ver 1.11-0S8/2 Prot Mbdde 9-01-92

1989- 1992 PKWARE Inc. All R ghts Reserved. PKUNZIP/h for help

PKUNZIP Reg. U.S. Pat. and Tm O f.
Searching ZIP: Z:/1 M3 MPTS/ WR08620/ | BMCOM MACS/ MACS. ZI P

Expl odi ng: C:/ SEMAI NT/ i bnt ok. ni f
PKUNZI P (R) FAST! Extract Wility Ver 1.11-0S8/2 Prot Mdde 9-01-92

| BM LI CENSED VERSI ON

1989-1992 PKWARE Inc. All Rights Reserved. PKUNZI P/h for help

PKUNZIP Reg. U.S. Pat. and Tm O f.
Searching zIP: Z:/1 M3 MPTS/ WR08620/ | BMCOM | BMOOM ZI P

Expl odi ng: C./ SEMAI NT/ 1t 2. nsg
PKUNZI P (R) FAST! Extract Wility Ver 1.11-0S8/2 Prot Mbdde 9-01-92

I BM LI CENSED VERSI ON

1989-1992 PKWARE Inc. All Rights Reserved. PKUNZI P/h for help

PKUNZIP Reg. U.S. Pat. and Tm COf.
Searching ZIP: Z:/1 M3 MPTS/ WR08620/ | BMCOM MACS/ MACS. ZI P
Expl odi ng: C:/ SEMAI NT/ i bt ok. 0s2

| BM LI CENSED VERSI ON

Figure 134. MSEMAINT.LOG (Part 2 of 4)
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PKUNZI P (R) FAST! Extract Wility Ver 1.11-0C8/2 Prot Mbdde 9-01-92
Copr. 1989-1992 PKWARE Inc. All Rights Reserved. PKUNZIP/h for help
PKUNZI P Reg. U S. Pat. and Tm COf. | BM LI CENSED VERSI ON
Searching ZIP: Z:/1MJ MPTS/ WR08620/ | BMCOM | BMCOM ZI P
Expl odi ng: C:/ SEMAI NT/ pr ot man. 0s2
PKUNZI P (R) FAST! Extract Wility Ver 1.11-0C8/2 Prot Mbdde 9-01-92
Copr. 1989-1992 PKWARE Inc. All Rights Reserved. PKUNZIP/h for help
PKUNZIP Reg. U.S. Pat. and Tm O f. | BM LI CENSED VERS| ON
Searching ZIP: Z:/1MJ MPTS/ WR08620/ | BMCOM | BMCOM ZI P
Expl odi ng: C:/ SEMAI NT/ pro. nsg
PKUNZI P (R) FAST! Extract Wility Ver 1.11-0C8/2 Prot Mbdde 9-01-92
Copr. 1989-1992 PKWARE Inc. All Rights Reserved. PKUNZIP/h for help
PKUNZIP Reg. U.S. Pat. and Tm O f. | BM LI CENSED VERS| ON
Searching ZIP: Z:/1 M3 MPTS/ WR08620/ | BMCOM | BMOOM ZI P
Expl odi ng: C:/ SEMAI NT/ | annsgdd. 0s2
PKUNZI P (R) FAST! Extract Wility Ver 1.11-0C8/2 Prot Mdde 9-01-92
Copr. 1989-1992 PKWARE Inc. All R ghts Reserved. PKUNZIP/h for help
PKUNZIP Reg. U.S. Pat. and Tm O f. | BM LI CENSED VERS| ON
Searching ZIP: Z:/1 M3 MPTS/ WR08620/ | BMCOM | BMOOM ZI P
Expl odi ng: C:/ SEMAI NT/ | annmsgex. exe
PKUNZI P (R) FAST! Extract Wility Ver 1.11-0C8/2 Prot Mbdde 9-01-92
Copr. 1989-1992 PKWARE Inc. All R ghts Reserved. PKUNZIP/h for help
PKUNZIP Reg. U.S. Pat. and Tm O f. | BM LI CENSED VERS| ON
Searching ZIP: Z:/1 M3 MPTS/ WR08620/ | BMCOM DLL/ DLL. ZI P
Expl odi ng: C:/ SEMAI NT/ acsnet b. dl |
PKUNZI P (R) FAST! Extract Wility Ver 1.11-0C8/2 Prot Mde 9-01-92
Copr. 1989-1992 PKWARE Inc. All Rights Reserved. PKUNZI P/h for help
PKUNZIP Reg. U.S. Pat. and Tm O f. | BM LI CENSED VERS| ON
Searching zZIP: Z:/1 M3 MPTS/ WR08620/ | BMCOM PROTOCOL/ PROTOCOL. ZI P
Expl odi ng: C:/ SEMAI NT/ net beui . ni f
PKUNZI P (R) FAST! Extract Wility Ver 1.11-08/2 Prot Mbde 9-01-92
Copr. 1989-1992 PKWARE Inc. All Rights Reserved. PKUNZI P/h for help
PKUNZIP Reg. U S. Pat. and Tm COf. | BM LI CENSED VERSI ON
Searching ZIP: Z:/1 M3 MPTS/ WR08620/ | BMCOM PROTOCOL/ PROTOCOL. ZI P
Expl odi ng: C:/ SEMAI NT/ net beui . 0s2
PKUNZI P (R) FAST! Extract Wility Ver 1.11-0S8/2 Prot Mbdde 9-01-92
Copr. 1989-1992 PKWARE Inc. All Rights Reserved. PKUNZI P/h for help
PKUNZIP Reg. U.S. Pat. and Tm COf. | BM LI CENSED VERSI ON
Searching ZIP: Z:/1MJ MPTS/ WR08620/ | BMCOM PROTCCCL/ PROTOCOL. ZI P
Expl odi ng: C:/ SEMAI NT/ net bi os. 0s2
PKUNZI P (R) FAST! Extract Wility Ver 1.11-0S8/2 Prot Mbdde 9-01-92
Copr. 1989-1992 PKWARE Inc. All Rights Reserved. PKUNZI P/h for help
PKUNZIP Reg. U.S. Pat. and Tm COf. | BM LI CENSED VERSI ON
Searching ZIP: Z:/1MJ MPTS/ WR08620/ | BMCOM PROTCCCL/ PROTOCOL. ZI P
Expl odi ng: C:/ SEMAI NT/ net bi nd. exe
THI NLAPS conpl et ed successful | y.
* Add the SRVIFS support
THI NI FS conpl et ed successful | y.
TH NI FS conpl et ed successfully.
* Copy CID Command File Z:\DSK\CD.CVMD to C\cid.cnd
1 file(s) copied.
* Add the A D Command to C\config.sys
Add LVM & VCU Support
2\ I M3 082\ XR09999\ di sk_2\ VQU. EXE
1 file(s) copied.
Z:\ | M3 082\ XR09999\ di sk_2\ VCU. M5SG
1 file(s) copied.
Z:\ | M3 082\ XR09999\ di sk_6\ LVM EXE
1 file(s) copied.

*

N

Figure 135. MSEMAINT.LOG (Part 3 of 4)
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Z:\ | M3 082\ XR09999\ di sk_6\ LVM DLL
1 file(s) copied.

Z:\ | M3 OS82\ XR09999\ di sk_6\ LVM MG
1 file(s) copied.

Z:\ | M3 082\ XR09999\ di sk_6\ LVWVH MG
1 file(s) copied.

Kk Ak hkhkh kR khhh kR kkhk kR Ak hkkk Ak khk kK khk k%

* REBOOT THE SYSTEM FROM DRI VE C

EEEE RS E RS S ER RS RS SRR SRR EEEEEE S

* Execute VCU to get the drive letters for LVM
* Done

Figure 136. MSEMAINT.LOG (Part 4 of 4)

A.3 LVM Command-Line Syntax

This section documents the command-line parameters for Logical Volume
Manager. This syntax is also useful for CID-based installations.

Table 19. LVM Command-Line Parameters

Command-Line Parameters for LVM.EXE

Option Parameters Description
[FILE: <file_name> Response file with LVM commands
/IQUERY: <Query_Parameters> Query configuration
/ICREATE: <Creation_Parameters> Create a volume or partition
IDELETE: <Deletion_Parameters> Delete volumes or partitions
/HIDE <volume_name> Hide from OS/2
/BOOTMGR: Physical drive number Install Boot Manager on the specified physical
[This can only be 1 or 2] drive
ISETNAME: <Name_Chg_Parameters> Set volume, partition, or disk name
/SETSTARTABLE: <Setstartable_Parameters> Set the startable flag on primary partitions or
bootable volumes
INEWMBR <drive_number> Write a new master boot record
/[EXPAND <Expand_Parameters> Expand a JFS volume

The figures that follow provide more detail on each of the main command-line
parameters shown in Table 19.
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Query_Parameters —

Optional_Query Parameters ———— drive_number

— PRIMARY J
L , optional_query_parameters

LOGICAL

L, optional_query_parameters J

FREESPACE
L , optional_query _parametersJ

——— USUABLE
L, optional_query JoarametersJ
—— VOLUMES
, optional_query _paranr\etersJ
—— COMPATIBILITY
L, optional_query JoarametersJ
LvMm
L, optional_query Joarameters—‘
ALL
L, optional_query _parametersJ
—— BOOTABLE
L , drive_number —
—E drive_name ——
AL
drive_name ——— Lﬁlesystem_typeJ
ALL

Figure 137. LVM Command Line Parameter Syntax (Part 1 of 3)
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Creation Parameters ——— PARTITION

, Partition_Parameters
L— VOLUVE ——— , \olume_Parameters j
Partition_Parameters ——— partition_name drive 1 nurrber , Size
E , dnve_name

L[ LOGICAL
] E NONBOOTABLE

—,BESTFIT—‘|:,
- ARSTAT —— —,
- LASTAT
- FROMLARGEST —|

, FROMSMALLEST —
, free_space id —

\olume_Parameters -

, BOOTOS2

— COMPATIBI LITY—E, BOOTDOS ——, drive_letter ———
, NOBOOT

L , volume_name — | partition _list_parameters —

VM-, drive_letter — | volume_name

L, partition_list_parameters -

Partition_List Parameters —E drive_number —— |, partition_name

drive name |

Figure 138. LVM Command Line Parameter Syntax (Part 2 of 3)
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Deletion Parameters—— ALL , VOLUMES
, UNUSED ——
, COMPATIBILITY —
, LVM

, PRIMARY-
, LOGICAL

— PARTITION , drive_number

, drive_name J L partition_nameJ

, volume_name

— VOLUME:

Expand_Parameters

volume_name

L, partition_list _parameters;J

Name_Chg_Parameters VOLUME — , volume_name —, new_volume_name

PARTITION —[ drive_nurrbej, partition_name—, new_partition_name—

, drive_name
— DRIVE—— , drive_name—— , new _drive_name
Setstartable Parameters PARTITION —[ , drive_number , partition_number ——

, drive_name

VOLUME

, volume_name

Figure 139. LVM Command Line Parameter Syntax (Part 3 of 3)
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Appendix B. LAN Server Management Tools (LSMT)

This Appendix provides some additional information about the LAN Server
Management Tools (LSMT) and what they can do for your server
environment.

LSMT is available in the RBSAMPLE.ZIP file on the OS/2 Warp Server for
e-business CD-ROM.

The following figures show how some of the generated files look. To get more
information about LSMT, please refer to Chapter 3 in the redbook titled How
to Manage PC Server Environments, SG24-4879. This redbook is provided in
Adobe Acrobat (PDF) format within the MANAGEPC.ZIP file, which is
contained within the RBSAMPLE.ZIP file, which is within the MIGRATE.ZIP
file underneath the \BOOKS directory of the OS/2 Warp Server for e-business
CD-ROM. Figure 140 may help you understand where the file is.

MIGRATE.ZIP
| |
| |

RBSAMPLE.ZIP
| |
| LSMT |
MANAGEPC.ZIP

How to Manage PC
Server Environments
PDF File

Figure 140. Location of Redbook: How to Manage PC Server Environments

Figure 141 on page 256 shows a snapshot of the USERS.CSV file extracted
by the GETUSERS command.
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Ui E-EXE - users.csv =l o E
File Edit Opfions Help
OPT; HAME ; PASSWORD; PRI s FLAGS; USR_COMMENT -
JESRVIRT wxExsx jUser =1 jReplicator User on Serwer SRW161 r
JEERVIE2 | mEww jUser 15N jReplicator User on Serwer SRV162
JESRWIGES  =xws jUser =il ;Replicator User on Serwer SRVY163
JSSRVIRTY | wExx JUser =1 jReplicator User on Serwer SRW1G7 3
JESRVIGESE | mEww jUser ;] jReplicator User on Serwer SRW168 =
JESRWIBT  Exws jUser H=ls] ;Replicator User on Serwer SRY1649
JESRVI TS wExx JUser =1 JReplicator User on Serwer SRW173
JESRVI T wExs jUser =1 ;jReplicator User on Serwer SRW174 &
JALAINADM; #xx* jAdministrator; s ;Alain Rukaert as Admin
JAUSREST S, sx%x i User 15 yResidency Member 15
JAUSRESSZ ;) #**x iUser s ;Residency Member 52
JAUSRESSS; xxxx i User LS ;Residency Member 53
JAUSRESS S, sx=x i User 15 ;Residency Member 54
JAUSRESES ) »x*x jUser s jResidency Member 55
JAUSRESEE; sx== idser S ;Residency Member 585
JAUSRESSY; xxxx i User s ;Residency Member 57
JCIDE | EEEE iUser =13l JCID User used for MSEMAINT
1 FRANKADM; =%x* JAdministrator; s ;yFrank Vanhulle as Admin
; JPADM jEEEE jAdministrator; s ;Jean Pilerre Cabanie as Admin
JSRVMT3E ) wEEx i User =13l ;Serwer 136
PSRV 4R mEEs iUser HE 1 Serwver 146
oDV RA O [REET =g | Poaerae TR j
< il [ x|

Figure 141. Users.CSV File

Figure 142 shows a snapshot of the GROUPS1.CSV file extracted with the
CETGRPS1 command.

=%| E.EXE - groups1.csv 7 e =
File Edit Opfions Help
OPT; MAME s COMMEMT ; ﬂ
) GSRVEBKP 1 ServerBackup Group )
JACCOUNTS jAccounts Group ;
JADMING H ;
J DEW iDeveloppers Group H
; FINAMCE jFinance Group H
s GROURID iDefault Graoup ID ;
JGUESTS i H
; LOCAL H )
; SERVERS iSystem ID - Serwer ;
JUSERS H H
&
7 | =]

Figure 142. GROUPS1.CSV File

Figure 143 on page 257 shows a snapshot of the GROUPS2.CSYV file

extracted with the GETGRPS2 command.
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5| E.EXE - groups2.csv

File Edif

Options

Help

|

* Do not modify a user from the ADMINS,

OFT; USERS
JSSRVIET
I SSRVIG2
P SSRVIES
JSSRAVIET
I SSRVIGS
I SSRVIGD
L SSRV1 TS
ISRV 74
S ALATNADM,
JAUSRES1S,
JAUSRESS2;
JAUSRESS3;
JAUSRESS4;
JAUSRESSS,
i AUSRESSE,;
JAUSRESS7;
;CIDE H
s FRAMKADM;
; JPADM
JUSERS
JSRV13E
JSRVI4E
JSRVIBT
JSRVIEZ

i

j

j

op

Ji}

JSRVIES
JERVIET
JSRVIES

| SSRVEKP

i

g o s o o o g 4

i

ACCOUNTS; ADMINS

i

i

i

FIMAMCE

GROUPID

i i

GUESTS; LOC

i
i
i
i
i
i
i
i
i
i
i
i
i
i
i
i
i
i
i
i
i
i
i
i
i
i

GUEST, SERYERS or USERS groups #
s SSRVBKP; ACCOUNTS; ADMINS ; DEV; F INANCE ; GROUP 1D ; GUESTS; LOCAL ; SERVERS ; USERS;

i i

AL; SERVERS

i i
i i
i i
i i
i i
i i
i i
i i
i i
i i
i i
i i
i i
i i
i i
i i
i i
i i
i i
i i
i i
i i
i i
i i
i i
i i

IHMM MMM MK

USERS

g o s o o o g 4

MM

IHMM MMM MK

<

[

Figure 143. GROUPS2.CSV File

Figure 144 shows a snapshot of the GETALIAS.CSYV file extracted with the
CETALI AScommand.

U5 E.EXE - alias.csv = o F

File Edit Opfions Help

OPT; HAME i TYPE i SERVER JPATH 1 REMARK ﬂ
; BOOR jFiles  ;SRV173 s FiABOOK ;Book Alias
JDEW JFiles  ;SRW173 s FiAnDEW ;Development Alias
JFIx jFiles  ;SRW173 JFiAFIx JFIx Alias
; JAVA jFiles  ;SRV173 s JAVA ;Java Alias
T HEW jFiles  ;SRYW173 s FrAMHEW iMew Stuff Alias
JPIC jFiles  jSRW173 JEisPIC JPictures shot during the Resid
JSHAREA ;Files ;SRWIT73 s Fi v SHAREA ;i EhareA Codeserwer Distribution
JSHAREE ;Files ;SRW173 ; Fi“SHAREB ;ShareA Codeserwer Distribution |2
JSRVWBKEP  Files ;SRW174 1 F i "5SRYBKP i Serwer Backup Alias used by SR
JERVLOGE ;Files  SRWI74 JFyWERVLOGE 1Serwver Log Alias used by SRWVEU
;TOOLS jFiles  ;SRW173 ;FiATOOLS ;Tools Alias

OPT; HAME i TYPE i SERVER JPATH 1 REMARK
;HPS ;Printer; SRV162 s Unknown ; [PRIMNTER] HP LaserJet 5/5M (SR
JIBM4AB19 Printer;SRW16E2 s Unknown ;[PRIMNTER] IBM 4819 Laser (SR
JIBMNULL ;Printer; SRWIE2 s Unknown J[PRIMTER] Mull Driwver (5R
JEYOCERA ;Printer;SRW16E2 s Unknown ; [PRINTER] KyoCera F5-E000 (SR
J LEXMARK ; Printer; SRW162 y Unknown i [PRINTER] LexMark Optra C (SF-!'_|

<]

=

Figure 144. ALIAS.CSV File

Figure 145 on page 258 shows a snapshot of the ASSGN.CSV file extracted
with the GETASSGN command.
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Ui E.EXE - assgn.csv =l o E
File Edit Opfions Help

OPT;USERID ;BOOK; CDROM; DEY; FIX; JAYWA; MEW; PIC; SHAREA; SHAREE; SRYEKP; SRVLOGS; TOOL:

* Members Of Group USERS
JSERVIET
JESRVIE2
JSSAV1GES
JSSRV1GEE
JSERW169
JSSRAVIGET
JSSRV1 73
JS3RV1 74
JAUSRES1S;
JAUSRESS2;
JAUSRESS3;
JAUSRESS4;
JAUSRESES;
JAUSRESEE;
JAUSRESST;
scIipa H
JERV13E
SRV AR

1

LSOo0040040
uinn Ruuinniiy s Ry iyl
A A

1
i
1
1
I
)
1
I
)
1
1
)
1
1
i
1

<] i §

]

Figure 145. ASSGN.CSYV File

Figure 146 shows a snapshot of the USERS.PWD file extracted with the
GETPW command.

=%| EEXE - users.pwd Z e [
File Edit Opfions Help

SSRY1E1:AAD3EB435651 40 4EEARD 3B 435651 404EE :ﬂ
SERVIE2: AAD3B4 35651 40 4EEAAD 3B 435651 404EE
SERY163: AAD3B435651 40 4EEARD IB435B51 A04EE
SSRWI1E7 ! AAD3EB435651 40 4EEARD IE 435651 404EE
SERVIES: AAD3B4 35651 40 4EEAAD 3B 435651 404EE
SERY169: AAD3B435651 40 4EEARD 3B435B51 404EE
SSRW173 ARD3IB 435651 404EEAAD 3B 4356851 40 4EE
SERY1 74 AAD3EB4 35651 40 4EEAAD SE435E51 404EE
ALAINADM: SCEAERET79746E61 0AAD3E435EB51 40 4EE
AUSRE=15: 94EF435E33052621AADSE435651 40 4EE
ALUSRESS52: AARD3E45356B51 404dEEAADSE435651 40 4EE
AUSRESS53: REBDADE354C7EC43AAD 3B 4356B51 40 4EE
AUSRE=S4: REED4ADE384C7ECA3AADIBE435B51 40 4EE
AUSRESS55: AEBDADESG4C7EC43AAD3E435651 40 4EE
AUSRESSE: DFAEATDS3EE300A4AAD 3B435EB51 40 4EE
AUSREZS7: 44EFCE164RE9Z21CARAD 3B435B51 40 4EE
CIDET:AAD3E435651 A04EEARD3E 435651 404EE
FRAMKADM: REEDADE384C7EC43AADE435651 40 4EE
JPADM: AEBDADE384CTEC43ARDIE4 35651 404EE
SRW136: B5BDAVET5307F595CAADIE435B51 404EE
SRW14B6: ARD3E435651 40 4EERADSE435B51 40 4EE
SRY161:1AAD3B435B51 40 4EEARD 3B 435EB51 40 4EE
SRV162: ARD3IE435651 40 4EERADSE4A35B51 40 4EE
SRW163:ARD3E435651 40 4EERADSE435B51 40 4EE
SRW1671AAD 3B 4535651 48 4EEARD 3B 435651 40 4EE
SRY168:AA03IE435B51 40 4EEAAD 3B4 35851 40 4EE
SRW169: ARD3E435651 40 4EERADIE435B51 40 4EE
SRW1 731 4241A37E853E93CE1ARAD3B435EB51 40 4EE
SRY1 74 AAD 3B 435651 40 4EEAAD 3B4 35851 40 4EE
USEROET: AEED4DESSACTECA3AADIEA35EB51 40 4EE

=y

Figure 146. USERS.PWD File
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Please note that there is no way to determine the clear-text password using
the hexadecimal encrypted value of the passwords displayed above. This is
not a security issue.
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Appendix C. Special Notices

This publication is intended to assist you with the planning and
implementation of a migration to OS/2 Warp Server for e-business. The
information in this publication is not intended as the specification of any
programming interfaces that are provided by OS/2 Warp Server for
e-business. See the PUBLICATIONS section of the IBM Programming
Announcement for OS/2 Warp Server for e-business for more information
about what publications are considered to be product documentation.

References in this publication to IBM products, programs or services do not
imply that IBM intends to make these available in all countries in which IBM
operates. Any reference to an IBM product, program, or service is not
intended to state or imply that only IBM’s product, program, or service may be
used. Any functionally equivalent program that does not infringe any of IBM’s
intellectual property rights may be used instead of the IBM product, program
or service.

Information in this book was developed in conjunction with use of the
equipment specified, and is limited in application to those specific hardware
and software products and levels.

IBM may have patents or pending patent applications covering subject matter
in this document. The furnishing of this document does not give you any
license to these patents. You can send license inquiries, in writing, to the IBM
Director of Licensing, IBM Corporation, 500 Columbus Avenue, Thornwood,
NY 10594 USA.

Licensees of this program who wish to have information about it for the
purpose of enabling: (i) the exchange of information between independently
created programs and other programs (including this one) and (ii) the mutual
use of the information which has been exchanged, should contact IBM
Corporation, Dept. 600A, Mail Drop 1329, Somers, NY 10589 USA.

Such information may be available, subject to appropriate terms and
conditions, including in some cases, payment of a fee.

The information contained in this document has not been submitted to any
formal IBM test and is distributed AS IS. The use of this information or the
implementation of any of these techniques is a customer responsibility and
depends on the customer’s ability to evaluate and integrate them into the
customer’s operational environment. While each item may have been
reviewed by IBM for accuracy in a specific situation, there is no guarantee
that the same or similar results will be obtained elsewhere. Customers

© Copyright IBM Corp. 1999 261



262

attempting to adapt these techniques to their own environments do so at their
own risk.

Any pointers in this publication to external Web sites are provided for
convenience only and do not in any manner serve as an endorsement of
these Web sites.

The following terms are trademarks of the International Business Machines
Corporation in the United States and/or other countries:

ADSTAR 0Ss/2

AIX OS/2 Warp Server
DB2 Presentation Manager
First Faliure Support Technology Print Services Facility
First Faliure Support Technology/2 SystemView

FFST/2 ThinkPad

IBM O VoiceType

LAN Distance WebSphere

Netfinity WIN-OS/2

Network Station
The following terms are trademarks of other companies:

C-bus is a trademark of Corollary, Inc.
Java and HotJava are trademarks of Sun Microsystems, Incorporated.

Microsoft, Windows, Windows NT, and the Windows 95 logo are trademarks
or registered trademarks of Microsoft Corporation.

PC Direct is a trademark of Ziff Communications Company and is used
by IBM Corporation under license.

Pentium, MMX, ProShare, LANDesk, and ActionMedia are trademarks or
registered trademarks of Intel Corporation in the U.S. and other
countries.

UNIX is a registered trademark in the United States and other
countries licensed exclusively through X/Open Company Limited.

Other company, product, and service names may be trademarks or
service marks of others.
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Appendix D. Related Publications

The publications listed in this section are considered particularly suitable for a
more detailed discussion of the topics covered in this redbook.

D.1 International Technical Support Organization Publications

For information on ordering these ITSO publications see “How to Get ITSO
Redbooks” on page 265.

Inside OS/2 Warp Server for e-business, SG24-5136
OS/2 Installation Techniques: The CID Guide, SG24-4295
The OS/2 Warp 4 CID Software Distribution Guide, SG24-2010

The OS/2 Warp 4 CID Rapid Deployment Tools: Migration and Installation
Scenarios, SG24-2012

Beyond DHCP - Work Your TCP/IP Internetwork with Dynamic IP,
SG24-5280

How to Manage PC Server Environments, SG24-4879
Using ADSM to Back Up OS/2 LAN Server and Warp Server, SG24-4682
Examples of Using Software Installer, GG24-2529

A Comprehensive Guide to Virtual Private Networks, Volume 1: IBM
Firewall, Server and Client Solutions, SG24-5201

D.2 Redbooks on CD-ROMs

Redbooks are also available on the following CD-ROMs:

CD-ROM Title Collection Kit
Number
System/390 Redbooks Collection SK2T-2177
Networking and Systems Management Redbooks Collection SK2T-6022
Transaction Processing and Data Management Redbook SK2T-8038
Lotus Redbooks Collection SK2T-8039
Tivoli Redbooks Collection SK2T-8044
AS/400 Redbooks Collection SK2T-2849
RS/6000 Redbooks Collection (HTML, BkMgr) SK2T-8040
RS/6000 Redbooks Collection (PostScript) SK2T-8041
RS/6000 Redbooks Collection (PDF Format) SK2T-8043
Application Development Redbooks Collection SK2T-8037
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D.3 Other Publications

These publications are also relevant as further information sources:

These publications are also relevant as further information sources:
e Quick Beginning: Installing OS/2 Warp Server for e-business, SCT7-S2NA
e 0S/2 2.11 Power Techniques, ISBN 1-56529-286-3
The following are product documentation and can only be obtained through
purchasing the OS/2 Warp Server for e-business product:
e On-line Command Reference
¢ On-line LAN CID Utility Guide
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How to Get ITSO Redbooks

This section explains how both customers and IBM employees can find out about ITSO redbooks,
redpieces, and CD-ROMs. A form for ordering books and CD-ROMs by fax or e-mail is also provided.

* Redbooks Web Site htt p://waw redbooks. i bm com

Search for, view, download or order hardcopy/CD-ROM redbooks from the redbooks web site. Also
read redpieces and download additional materials (code samples or diskette/CD-ROM images) from

this redbooks site.

Redpieces are redbooks in progress; not all redbooks become redpieces and sometimes just a few
chapters will be published this way. The intent is to get the information out much quicker than the

formal publishing process allows.

* E-mail Orders

Send orders via e-mail including information from the redbooks fax order form to:

In United States
Outside North America

» Telephone Orders

United States (toll free)
Canada (toll free)
Outside North America

* Fax Orders

United States (toll free)
Canada
Outside North America

e-mail address

usib6fpl@ibmmail.com

Contact information is in the “How to Order” section at this site:
http://waww el i nk. i bmink.ibm cond pbl / pbl /

1-800-879-2755

1-800-1BM-4YOU

Country coordinator phone number is in the “How to Order”
section at this site:

http://waw el i nk. i bmink.ibm conipbl/pbl/

1-800-445-9269

1-403-267-4455

Fax phone number is in the “How to Order” section at this site:
http://waww el i nk. i bm i nk.ibm cond pbl / pbl /

This information was current at the time of publication, but is continually subject to change. The latest
information for customer may be found at htt p: // wawv r edbooks. i bm coni and for IBM employees at

http://w3.itso.ibmcomn.

— IBM Intranet for Employees

IBM employees may register for information on workshops, residencies, and redbooks by accessing
the IBM Intranet Web site at htt p: //w8. i tso. i bm coni and clicking the ITSO Mailing List button.
Look in the Materials repository for workshops, presentations, papers, and Web pages developed
and written by the ITSO technical professionals; click the Additional Materials button. Employees
may also view redbook. residency, and workshop announcements at http://i news. i bm comni.
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IBM Redbook Fax Order Form

Please send me the following:

Title

Order Number Quantity

First name Last name

Company

Address

City Postal code

Country

Telephone number Telefax number

O Invoice to customer number

VAT number

[J Credit card number

Credit card expiration date Card issued to

Signature

We accept American Express, Diners, Eurocard, Master Card, and Visa. Payment by credit card not
available in all countries. Signature mandatory for credit card payment.
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List of Abbreviations

ACL Access Control List

ADSM ADSTAR Distributed
Storage Manager

BDC Backup Domain
Controller

BINL Binary Negotiation
Image Layer

ccpP Conditional Copy
Program

CHKDSK Check Disk

CID Configuration
Installation Distribution

CLIFI Command Line
Interface Feature
Installer

Ccsv Comma Separated
Value

DASD Direct Access Storage
Device

DCDB Domain Controller
Database

DDNS Dynamic Domain Name
System

DHCP Dynamic Host
Configuration Protocol

FAT File Allocation Table

GA General Availiability

GUI Graphical User
Interface

HPFS High Performance File
System

HPFS386 High Performance File
Sysrem 386

P Internet Protocol

JFS Journaled File System

KPI Kernel Program
Interface
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LDAP

LVM

LSMT

120
IBM

ITSO

LCcU
MBR
MPTS

NC
NDIS

NFS
PDC

PM
PPP

PSF/2
PSNS

RIPL

SES

SMP

SRVIFS

TCPBEUI

Lightweight Directory
Access Protocol

Logical Volume
Manager

LAN Server
Management Tools

Intelligent Input/Output

International Business
Machines Corporation

International Technical
Support Organization

LAN CID Utility
Master Boot Record

MultiProtocol Transport
Services

Network Computing

Network Device
Interface Specification

Network File System

Primary Domain
Controller

Presentation Manager
Point to Point Protocol
Print Services Facility/2

Personally Safe 'n’
Sound

Remote Initial Program
Load

Security Enablement
Services

Symmetric
Multiprocessing

Server Installable File
System

NetBIOS Over TCP/IP
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TCP/IP Transmission Control
Protocol/Internet

Protocol

TFTPD Trivial File Transfer
Protocol Daemon

TMA Tivoli Management
Agent

vCcuU Volume Conversion
Utility

VPN Virtual Private
Networking

WPS Workplace Shell

Y2K Year 2000
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Index

Numerics
386HPFS
installation 155
not installed by LANINSTR 155
4033 235
802.2 10
8235 Dialer 13

A
accept_and_recv() API 11
access controls
HPFS386 6, 23
adapter support 10
for TCPBEUI 12
AddSrv utility 95
ADSM 13, 215
redbook reference 45
Web site 216
Advanced Print Services
See PSF/2
Aggregate 9
ASCIl 52,99
AskPSP 22
assumptions in this book 102, 239

B
BACKACC utility 61
BACKDASD utility 58
BACKPRN utility 65, 222
backup
redbook reference 45
Backup and Recovery Services 13
>2GB files 13
BINL 11
BOOK.RSP 92
Books installation 177
bootable CD-ROM 16
boot-time considerations 64
BU.CMD 208

C

CASDELET 114
syntax 180

CASINSTL
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syntax 148
CCP 217
CDBOOT 91
CDINSTutility 75
CD-ROM
drive letter allocated 30
product contents 16
template response files 107
CHGQUE utility 230
CHKDSK 5
CHKINST 22
syntax 23
CHKSTOR 29
CID 97
concept 98
directory structure 104
enablement requirements 98
LAN CID Utility Guide on-line 101
MPTS install 141
CID redbook 90, 103
Client Connect Pak 16
client-server 2
issues 3
CLIFI 107
response file 151
syntax 150
code server 99
preparation 103
CONFIG.SYS options 89
configuration files 44
COPYFROMFLOPPY 91
CUBE utility 93
customer-written tools warning 41

D
daemons 11
FTPD 11
NFS 11
TFTPD 11
DASD limits 6, 28, 57
BACKDASD utility 58
inJFS 29, 239
RESTDASD utility 59
data transfer
ADSM 215
CCP 217
toJFS 239
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XCOPY 214
DCDB
defined 62
replicator service 195
WREPL replicator 218
DDNS 11
de-installation 181
DHCP 11
disaster recovery 53
disk spanning 26
Domain Control Database 62
Domain Controller
definition 71
installation tip 155
migrating 73
switching roles 74
Domain sample description 188
DSPINSTL 111
syntax 149
DSPINSTL utility 79
dynamic drive letter reassignment 30
Dynamic IP redbook 12

E

e-business 4
EISA 42

Euro currency 5
European locale 80
EXIT1.RSP 92
EXIT2.RSP 92

=
FAT 6
fault tolerance 30, 67
FDISK 9
/QUERY command 76
in self-written programs 76
using LVM instead 41
Feature Installer 85, 150
FFST/2 112
FFSTINST 112
syntax 157
FIBASE.RSP 92
Figure 73 through Figure 76 159
Figure 73 through Figure 79 159
Figure 76 159
File and Print Services 12
File Systems
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comparision 7

FAT 6

HPFS 6

HPFS386 6
Fileset 9
FINDBOOT 118
FORMAT command with JFS 240
formatting disks

long format 78
FS386.RSP 156
FS386CID.RSP 92
FTPD 11

G
GRADD 5, 149

H
hardware requirements 14

hard disk 25

SMP 15

supported hardware 184
HPFS 6

migrating data to JFS 240
HPFS386 6

CACHESIZE= parameter 41

I
120 10,24
IBMNULL 80
IFSDEL 114
syntax 179
installation
386HPFS 156
code server 103
LDAP 171
Lotus Domino Go Web 173
CID considerations 175
modifications to CONFIG.SYS 89
MPTS CID 142
Netfinity 170
NVDM/2 considerations 181
OS/2 Warp Server books 177
phases 91
phase 1 91, 110, 148
phase 2 91, 111
phase 3 91
post-install problems 93



PPP server 168 installation 171

pristine 98 response file 172
products deleted 34 LDREMOVE.EXE 55, 167
PSnS 166 Local Security 56
removing LAN Distance 55 Logical Volume Manager
removing Local Security 56 See LVM
response files automatically generated 92 Lotus Domino Go Web 14, 16
SEINST 132 CID considerations 175
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